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DATABASE AND COLLECTIONS OF
INFORMATION MISAPPROPRIATIONS

TUESDAY, SEPTEMBER 23, 2003

HOUSE OF REPRESENTATIVES,
SUBCOMMITTEE ON COURTS, THE INTERNET,
AND INTELLECTUAL PROPERTY,
COMMITTEE ON THE JUDICIARY,

AND

SUBCOMMITTEE ON COMMERCE, TRADE,
AND CONSUMER PROTECTION,
COMMITTEE ON ENERGY AND COMMERCE,
Washington, DC.

The Subcommittees met, pursuant to call, at 4:08 p.m., in Room
2141, Rayburn House Office Building, Hon. Lamar Smith [Chair-
man of the Subcommittee on Courts, the Internet, and Intellectual
Property] presiding.

Mr. SMITH. The Subcommittee on Courts, the Internet, and Intel-
lectual Property will come to order along with the written permis-
sion of the Chairman of the Subcommittee on Commerce, Trade,
and Consumer Protection.

Before I recognize individuals for opening statements, let me just
make a couple of comments. To my knowledge, this is the first time
we have had such a joint hearing, and it is a privilege to do so with
the Commerce Committee, one, because they are so important; but,
two, because Cliff Stearns, the Chairman of their Subcommittee, is
a personal friend and for a number of years, actually was a neigh-
bor across the hall. And I miss seeing him on that hall.

In any case, I want to recognize Congressman Stearns, because
we will be cochairs of this hearing today. My part will be opening
statements and the testimony of the witnesses, an Congressman
S}Eearns will preside during the question-and-answer period after
that.

Let me recognize myself for an opening statement.

Today the Subcommittee on Courts, the Internet, and Intellec-
tual Property and the Subcommittee on Commerce, Trade, and
Consumer Protection will consider the discussion draft of the
“Database and Collections of Information Misappropriation Act.

I am sure many of you are wondering what can be said about
database protection that hasn’t already been said? However, after
8 years of debate, we are here to review draft legislation that em-
bodies a compromise between the House Committees on the Judici-
ary and Energy and Commerce.
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Electronic compilations and other collections of factual material
are absolutely indispensable to the American economy. These infor-
mation products place a wealth of data at the fingertips of busi-
ness, professionals, scientists, scholars and consumers. Databases
are essential tools for improving productivity, advancing education
and training and creating a more informed citizenry.

Developing, compiling, distributing and maintaining databases
requires substantial investments of time, personnel and money.

Information companies must dedicate resources to gathering and
verifying factual material, presenting it in a user friendly way and
keeping it current.

U.S. firms have been the world leaders in this field, but several
recent legal and technological developments threaten to erode in-
centives for investments needed to maintain and expand databases.

While the 1991 Supreme Court decision in Feist Publications re-
affirmed that most commercially significant databases satisfy the
originality requirement for protection under copyright, the court
emphasized that this protection is necessarily thin.

Several subsequent lower court decisions have pointed out that
current copyright laws cannot stop a competitor from lifting mas-
sive amounts of factual material from a copyrighted publication to
use as a basis for its own competing product.

In cyberspace, technological developments represent a threat as
well as an opportunity for collections of information. Copying fac-
tual material from a third party’s collection and rearranging it to
form a competing information product is cheaper and easier than
ever.

The draft legislation before us today provides protection to data-
bases and gives incentives to their creators to continue producing
these invaluable tools. This legislation is a compromise. In fact, a
key element is the misappropriation approach that is narrowly tai-
lored to target bad actors while preserving the ability of consumers
to access and use information.

Mr. SmIiTH. Now, that concludes my opening statement, and the
gentleman from Florida, Mr. Stearns, is recognized for his.

Mr. STEARNS. Thank you, Chairman Smith, for hosting this un-
precedented joint hearing, and on behalf of my fellow Energy and
Commerce Subcommittee Members, I want to thank you for the
warm hospitality. We are delighted to be here.

The copyright clause of the United States Constitution states
that “Congress shall have the power to promote the progress of
science and useful arts by securing, for limited times to authors,
the exclusive right to their respective writings.” .

This power is limited by subject matter, only writings and discov-
eries of authors may be protected, purposed material may only be
protected to the end of promoting science and useful arts; and du-
ration, writings may be protected for a limited time period.

While all three limitations are important, it is the subject matter
limitation that is the central consideration underlying copyright
protection.

For 7 years, there was a split in the courts about whether copy-
right protection would be afforded to only creative works or wheth-
er noncreative compilations of information could receive protection.
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A minority of courts held that noncreative compilations of infor-
mation could receive copyright protection under the judicial “sweat
of the brow” doctrine.

In 1991 the Supreme Court struck down the “sweat of the brow”
doctrine. The court wrestled with the ostensible paradox that while
facts are not copyrightable, compilation of facts generally are.

The Supreme Court explained that the key to understanding the
seeming paradox was in understanding why facts are not copy-
rightable.

The court held that originality is the sine qua non of copyright
law, without regard to the resources spent in collecting and assem-
bling factual compilations.

A compilation is no more worthy of copyright protection than the
underlying facts themselves, unless there is a modicum of cre-
ativity in the compilation. In other words, creative compilations of
information would be protected by copyright. Noncreative compila-
tions of information like the White Pages would not.

And that is why we are here today. Proponents of legislation
argue that this decision left a gaping hole in the protection of their
products. They believe the distribution capabilities of the Internet
have exacerbated the need to fill this gap in protection. Opponents
of the legislation see no shortcomings in the current law and be-
lieve that proponents of legislation have failed to demonstrate a
concrete problem that requires a legislative solution. They believe
contract, trespass, misappropriation, unfair competition, and the
Computer Fraud and Abuse Act provide sufficient protection for
noncreative databases.

It seems that while the opponents of the legislation would sup-
port a narrow misappropriation statute, they raise constitutional
concerns about broader proprietary interest in factual information,
and I share those constitutional concerns.

I believe that Congress should not create property rights in facts.
Specifically, I am concerned that the prohibition against making
database information available has ambiguous terms that will chill
the development of new databases and lead to further litigation. I
am concerned that a database that is merely maintained and not
necessarily collected would receive protection. How does this stand-
ard couple with the time sensitivity standard? Could the mainte-
nance provision cause a court to have a liberal reading of time sen-
sitivity?

I am most concerned about the way this legislation will impact
scientific educational and research activities. I worry that the de-
termination of what is customary is so vague, that it will only be
resolved through costly litigation. This could put a real chill on im-
portant research activity.

As a result, I suspect none of us would like to see this.

And in conclusion, I look forward to a rigorous discussion of the
constitutional issues such as the constitutional boundaries of non-
creative database misappropriation legislation and the other issues
I have raised earlier. I am pleased that we have the opportunity
today to have these questions answered. I withhold comment on
the draft of the bill until I can be certain that this draft strikes
the appropriate balance between access to information, innovation,
and protection against misappropriation.



4

It is plausible that such a balance may be unattainable. I am cer-
tain the discussion here today will assist us, and I look forward to
hearing from our distinguished panel. And I thank again Chairman
Smith for his hosting this joint Committee and his hospitality.

Mr. SMITH. Thank you, Chairman Stearns.

Mr. SMiTH. The gentleman from California, Mr. Berman, is rec-
ognized for his opening statement.

Mr. BERMAN. Thank you very much, Mr. Chairman, and without,
at this point specifically, reacting to some of the comments of my
colleague from Florida, I do note the former Chairman of this Sub-
committee sitting in the back row there, Howard Coble, and there
is something about database protection in Howard Coble that auto-
matically come to mind for anyone who sat through the many
hours of hearings and markups of this legislation in earlier Con-
gresses. And we are still with the issue, and it is good to have
Howard with us at this time.

I am open-minded on this issue, one of those rare issues that I
am open minded on. And I look forward to the witnesses and un-
derstanding exactly what the draft does, how it differs from the
earlier legislation offered by each Committee and studying the
issue further. So I am glad you called this hearing, and I think this
is an important issue for us to be dealing with and look forward
to the testimony of the witnesses.

Mr. SmiTH. Thank you, Mr. Berman.

Mr. SMITH. And I also thank you for pointing out that Mr. Coble
is with us, and I would like to ask him, if Mr. Coble is still here,
he is welcome to join us up at the table here. And we appreciate
all that he has done on this issue to date.

Mr. CoBLE. I want to thank the gentleman from California for
his kind words. Howard, thank you, but pardon my gravelly voice.
I am just getting over a cold. And, Mr. Chairman, thank you for
calling—this is—I don’t think the gentleman from Florida and I are
in synch on this, but this is a very important issue, Mr. Chairman.
I thank you for having the hearing.

Mr. SMITH. Thank you, Mr. Coble.

The gentlewoman from Illinois, Ms. Schakowsky is recognized for
her opening statement.

Ms. SCHAKOWSKY. Thank you, Chairman Smith, and I want to
thank my Chairman, Chairman Stearns, for holding today’s hear-
ing on the database and collection of Information Misappropriation
Act of 2003.

I really look forward to hearing the expert testimony from today’s
witnesses, their thoughts on the draft bill and the problems that
the bill aims to address.

As we all know, this is a highly controversial issue that has been
debated for several years by Members of both Committees. In my
view, our copyright laws need to strike a very delicate balance be-
tween the interests of proprietors and consumers. Our laws must
ensure that proprietors are rewarded for their work, while at the
same time protecting the consumer’s access to information. It is ex-
tremely important that we do not pass laws that prevent people
from obtaining factual information. Database owners can already
copyright their original selection, coordination and arrangement of
facts.
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We need to explore the issue further to determine if the current
protections are adequate. If they are not, legislative remedies must
be narrowly tailored to solve identified problems. Sweeping legisla-
tion could hamper research and harm consumers.

I heard just in the last few days from Northwestern University,
a University of my district, and they were supporting a letter from
the president of the Association of American Universities that was
written to Chairman Tauzin and Sensenbrenner that I would—if it
hasn’t already—Ilike to ask unanimous consent to place the letter
in the record.

Mr. SMITH. And without objection, that letter will be made a part
of the record.

[The information referred to follows:]



ACE American Council on Education
AAU 4ssociation of American Universities ‘
NASULGC National Association of State Universities and Land-Grant Colleges

September 8, 2003

The He ble F. James S brenner, Jr.
Chair, House Committee on the Judiciary
2449 Rayburn House Office Building

Washington, DC 20515 RECEIVED
The Honorable W.J. " Billy" Tauzin SEP 102003
Chair, House Committes on Energy and Commerce B

2183 Rayburn House Office Building Committes on the Judiciary
Washington, DC 20515

Dear Chairman Sensenbrenner and Chairman Tauzin:

I write on behalf of the Association of American Universities, the American Council on Education, and the
National Association of State Universities and Land-Grant Colleges, concerning the database protection legislation
discussion draft “Database and Collections of Information Misappropriations Act,” which was made available

college and university research and education programs, which invigorate our domestic ¢conomy, sharpen our
international competitiveness, strengthen our national security, and enrich the health and quality of life of our
citizens, .

The higher education community has important interests on both sides of the database protection debate,
Information, including data of all kinds and databases containing that information, is an essential input into higher
education research and education programs. At the same time, databases and organized collections of information
constitute one of the most important outputs of those programs. Colleges and universities therefore recognize the
need for a balanced approach. We support policies that retain incentives to create databases and that protect the
integrity of those databases. But higher education has an overriding interest in preserving unfettered access to data
and information, which are, after all, the basic building blocks of the knowledge produced through research and
education. Thus, colleges and universities believe that any database protection legislation should provide narrowly
focused protection that supports data integrity and Tesponds to demonstrable threats to the incentive to create
databases without impeding access to the data and information upon which research and education programs-
depend.

We appreciate the evident hard work and good-faith effort to achieve an appropriate balance that are
reflected in the discussion draft. We understand the difficulty of reconciling the often sharply differing views of
the wide range of groups critically affected by database protection legislation.

American Council on Education » One Dupont Circle, NW, Suite 800, Washington, DC 20036 « (202) 939-9300
Association of American Universities 1200 New York Ave,, NW, Suite 550, Washington, DC 20005 « (202) 408-7500
National Association of State Universities and Land-Grant Colleges » 1307 New York Ave,, NW, Suite 400, Washington, DC 20005 « (202) 478-6040



From our perspective, we believe that the draft moves in the right direction in a number of important
respects when compared to previous legislative proposals. Notably, we recognize and appreciate the elimination of
the concept of “qualitative” substantiality, which we believed was inappropriate in a bill intended to protect the
substantial effort involved in creating large databases. We also appreciate (i) the clear recognition that the
protection of the bill is directed to “large” databases that require substantial effort to develop, (ii) the effort to tie
the requisite injury to direct competition in the same market as the existing database, and (ifi) the insertion of a
knowledge standard as a condition of liability, which should help protect innocent downstream users of data.

However, we are concemned that a number of the problematic provisions and uncertainties of earlier
proposals remain in the current draft. For example, the draft does not make clear that making available a
“quantitatively sut ial part” of a datat “generated.. .through a substantial expenditure...” is not a violation
unless the part made available was itself the result of a “substantial expenditure...” by the database claimant, In
addition, there appears to be no requirement that the defendant’s conduct cause the substantial injury that
undermines the incentive to create the database. While one provision includes a related concept, that provision
appears to require only proof of the notion that free-riding in the abstract, not necessarily connected to the behavior
of the defendant, would diminish incentive, a proposition that, as specified in the bill, would virtually always be
true. Thus, the bill would still appear to permit suit for single lost sale or, equally troubling, a single lost source of
data. Further, while we understand the threat posed by the upauthorized making all or substantially all of a
database available to the relevant public, the concept of “making available to others” appears overly broad, and
could pose a threat to traditional, collaborative work within or among universities. We also are puzzled by the
apparent lack of any required nexus between the person who contributes the substantial effort or investment that
qualifies for protection and the rights and remedies that are granted to any “injured” person.

We are concerned that the bill does not make sufficiently clear that customary academic uses of data and
information are protected from liability so that scholars and researchers who engage in those uses will not need
lawyers looking over their shoulders lest they find themselves in court facing potential large liability. Protecting
academic uses of data has been a findamental concern of the higher education cx ity since the datab
discussions began. We believe there should be a strong safety net to prevent the chilling of customary and well-
accepted educational and research activities. The lack of such protection could slow the advancement of
knowledge and could thus be extremely harmful to the national interest. We have urged, and continue to urge, that
the burden of proof of demonstrating that customary nonprofit academic and scientific uses are unreasonable
should be a heavy one and should fall on the plaintiff,

In addition, the current draft contains a number of new provisions whose intent and impact are ambiguous
and which could have serious unintended consequences for colleges and universities and for research and
education. We note in particular (i) the new subpoena provision, which appears to be substantially broader than
the already controversial provision in the DMCA, (ii) the service provider immunity provision, which could be
read not to provide essential protection that we believe was intended, and (ili) the effect of the inclusion of
“maintenance” in the prohibition and how it relates to the duration of protection and the extent of effort required
for protection.

Given the importance of data and databases to colleges and universities and the potential long-term
economie; educational; and research impacts-of the tegistation, we urge you to allow sufficieit time to address and
resolve these concerns before your committees move this bill forward.



‘We recognize that the database debate has been a long and difficult one,

s and we understand your desire to
advance the process. We are prepared to work with you in any way we can to resolve our concerns and help

produce database legislation that provides appropriately focused protecti i . o
and information. proprately P on while preserving critical access to data

Cordially,
N, femsvetiver
Nils Hasselmo

President
Association of American Universities

cc:  Members of House Judiciary Committee
Members of House Energy and Commerce Committee

Ms. SCHAKOWSKY. Let me just quote a couple sentences. Quote,
colleges and universities believe that any database protection legis-
lation should provide narrowly focused protection that supports
data integrity and response to demonstrable threats to the incen-
tive to create databases without impeding access to the data and
information upon which research and education programs depend.

We have also heard from librarians who have been very careful
in representing the consumer interests and researchers’ interest,
and I look forward to learning more about this important topic
from today’s witnesses. Thank you.

Mr. SmiTH. Thank you, Ms. Schakowsky.
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Mr. SMITH. Without objection, other Members’ opening state-
ments will be made a part of the record, and now I will introduce
our witnesses today. Our first witness is David Carson, general
counsel of the U.S. Copyright Office. Mr. Carson oversees the Of-
fice’s regulatory activities, litigation and administration of the
copyright law. He also serves as a liaison on legal and policy mat-
ters between the Copyright Office and Congress and other Govern-
ment agencies. He is a graduate of Stanford University where he
earned a master’s degree in history, and Harvard Law School.

The next witness is Thomas J. Donohue, president and chief ex-
ecutive officer of the United States Chamber of Commerce. Prior to
his current post, Mr. Donohue served for 13 years as the president
and chief executive officer of the American Trucking Association.
Mr. Donohue earned a bachelor’s degree from St. John’s University
and his MBA from Adelphi University.

Our next witness is Keith Kupferschmid, vice president for Intel-
lectual Property Policy and Enforcement for the Software and In-
formation Industry Association. Mr. Kupferschmid is responsible
for working directly with SIIA’s intellectual property committee. He
graduated from the University of Rochester in 1987 with a BS in
mechanical engineering and from American University’s Law
School in 1993.

Our last witness is William Wulf, who was elected president of
the National Academy of Engineering in 1997. The NAE and Na-
tional Academy of Sciences operate under Congressional charter to
provide advice to the Government on issues of science and engi-
neering.

Mr. Wulf is the author of over 100 papers and technical reports,
has written three books and holds two U.S. patents. And I welcome
you all. We have written statements from every one of our wit-
nesses, and without objection, the complete statements will be
made a part of the record.

Mr. SMITH. As you know, we expect you to limit your testimony
to 5 minutes, and Mr. Carson, we will begin with you.

STATEMENT OF DAVID CARSON, GENERAL COUNSEL, COPY-
RIGHT OFFICE OF THE UNITED STATES, LIBRARY OF CON-
GRESS

Mr. CARSON. Good afternoon, Chairman Smith, Chairman
Stearns, Ranking Members Berman and Schakowsky. Members of
both Subcommittees. Thank you for giving the Copyright Office the
opportunity to testify at this hearing on the discussion draft of the
Database and Collections of Information Misappropriation Act.

Our written testimony provides some historical perspective on
database protection in the United States, briefly reviews the ap-
proach taken in the discussion draft and addresses some of the con-
cerns that critics of database legislation have voiced thus far.

In the few minutes that I have with you today, I would like to
focus on the message that the Register of Copyrights has delivered
in past testimony on database legislation, a message that is equally
relevant today. Since the Supreme Court in the Feist case with-
drew much of the protection that copyright law had previously of-
fered to databases, the Copyright Office has perceived a need to
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provide adequate incentives for the production and dissemination
of databases.

We believe the databases are important to our economy and cul-
ture, both as a component in the development of electronic com-
merce and as a tool for facilitating scientific, educational and tech-
nological advancement. We have long recommended an approach to
database protection based on a misappropriation or unfair competi-
tion model rather than an exclusive property rights model.

At the same time, we have been concerned about the risks of
overprotection. The free flow of information is essential to the ad-
vancement of knowledge, technology and culture, and we support
legislation that, while ensuring adequate incentives for investment,
would not inhibit access and use for socially beneficial purposes in
appropriate circumstances.

The discussion draft represents a continuing evolution toward
such an approach. We commend the leadership of those who have
worked so hard to produce a draft that adopts this approach and
takes into account the needs of producers of databases as well as
users and members of the educational, scientific and research com-
munities.

While we have not had sufficient opportunity to study the discus-
sion draft to permit us to offer any defensive views on this par-
ticular draft, we believe in general that it represents a major step
in the direction of enactment of the type of balanced legislation
that the Office has long recommended.

I should point out that our testimony on this issue in the past,
as well as today, draws heavily on our 1997 Report on Legal Pro-
tection of Databases which contains a wealth of information on the
subject, to which I commend you.

Since the Supreme Court’s 1991 decision in Feist, only a thin
layer of copyright protection remains for qualifying databases. In
order to qualify, they must exhibit some modicum of creativity in
the selection, arrangement or coordination of the data in them.

The protection is thin in that only the creative elements—the se-
lection, coordination and arrangement of data—are protected by
copyright. In no case is the data itself copyrightable.

One of the most significant cases in this area since Feist is the
2nd Circuit’s 1997 decision in NBA v. Motorola. It is our under-
standing that the approach taken in the discussion draft is de-
signed to codify the standards set forth in the NBA case. Our writ-
ten testimony sets forth our analysis of the extent to which the dis-
cussion draft succeeds in this effort, and we believe that, by and
large, it does succeed.

We do believe that further clarification may be necessary in some
instances. For example, to determine whether the approach taken
in the discussion draft is intended to codify nothing more than the
hot news misappropriation doctrine discussed in the NBA case and
the landmark 1918 Supreme Court decision in International News
Services v. Associated Press.

While the discussion draft requires that the unauthorized mak-
ing available occur in a time-sensitive manner, courts would be in-
structed to consider the temporal value of the information in the
database within the context of the industry sector involved in de-
termining whether the time-sensitive requirement has been met.
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This suggests that perhaps something beyond hot news would be
protected, but further thought should be given to clarifying the cir-
cumstances under which such protection should be given.

We do believe that serious consideration should be given to pro-
tecting more than hot news, but on the other hand, to the extent
that the legislation would go beyond protection of hot news, we are
inclined to favor imposing some time limit on the duration of pro-
tection for a database.

As always, the Copyright Office stands ready to assist you in
your further consideration of this proposal, and I will be pleased
to answer any questions you may have.

Mr. SMITH. Thank you, Mr. Carson.

[The prepared statement of Mr. Carson follows:]

PREPARED STATEMENT OF DAVID O. CARSON

Good afternoon. Chairman Smith, Chairman Stearns, Congressman Berman, Con-
gressman Schakowsky, Members of both Subcommittees, it is a pleasure to appear
before you today. Thank you for giving the Copyright Office the opportunity to tes-
tify at this hearing on the discussion draft of the Database and Collections of Infor-
mation Misappropriation Act.

The Copyright Office has testified twice in recent years before the Subcommittee
on Courts and Intellectual Property on legislation to protect databases. In the 105th
and 106th Congresses, the Register of Copyrights testified in connection with the
proposed Collections of Information Antipiracy Act. That bill was passed by the
House in the 105th Congress but no action was taken in the Senate. In her testi-
mony on that legislation and on a later version, the Register testified that there was
a need to preserve adequate incentives for the production and dissemination of data-
bases, which are increasingly important to the U.S. economy and culture, both as
a component in the development of electronic commerce and as a tool for facilitating
scientific, educational and technological advancement. She stated that there was a
gap in existing legal protection, which could not be satisfactorily filled through the
use of technology alone. This legal gap was compounded by the ease and speed with
which a database can be copied and disseminated, using today’s digital and scan-
ning capabilities. Without legislation to fill the gap, publishers were likely to react
to the lack of security by investing less in the production of databases, or dissemi-
nating them less broadly. The result would be an overall loss to the public of the
bgileﬁts of access to the information that would otherwise have been made avail-
able.

At the same time, the Register cautioned that the risks of over-protection were
equally serious, because (as already noted) the free flow of information is essential
to the advancement of knowledge, technology and culture. She testified in support
of legislation that would ensure adequate incentives for investment, without inhib-
iting access for appropriate purposes and in appropriate circumstances.

Accordingly, the Register recommended the restoration of the general level of pro-
tection provided in the past under copyright “sweat of the brow” theories, but under
a suitable constitutional power, with flexibility built in for uses in the public inter-
est in a manner similar to the function played by fair use in copyright law. Such
baﬁnced legislation could optimize the availability of reliable information to the
public.

In the intervening years, nothing has occurred to change the views of the Copy-
right Office. We continue to believe that balanced legislation should be enacted that
would provide appropriate levels of protection for producers of databases, without
unnecessarily impeding the free flow of knowledge and information.

The discussion draft represents a continuing evolution of the legislation address-
ing the protection of databases toward a pure misappropriation approach. In our
previous testimony we expressed the view that misappropriation is the best ap-
proach to this issue and we commend the leadership of all of those who have worked
so hard on this issue for their commitment to craft legislation that takes into ac-
count the needs of producers of databases as well as users and members of the edu-
cational, scientific and research communities. While we have not had sufficient op-
portunity to study the discussion draft to permit us to offer any definitive views on
this particular draft, we believe in general that it represents a major step in the
directio(ril (ciyf enactment of the type of balanced legislation the Office has long rec-
ommended.
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Much of what I say today will be based on the research and findings of the Reg-
ister in her August 1997 Report on Legal Protection for Databases, which was pre-
pared at the request of Senator Hatch, Chairman of the Senate Committee on the
Judiciary. We are aware of no major developments since the time of that Report
that have significantly altered the landscape with respect to legal protection for
databases.

My testimony today will provide a historical perspective concerning the protection
of databases in the United States, briefly review the approach taken in the discus-
sion draft and address some of the concerns that critics of database legislation have
voiced.

I. THE HISTORY OF DATABASE PROTECTION IN THE UNITED STATES

In the terminology of the copyright law, a database is a “compilation.” The Copy-
right Act defines a compilation as “a work formed by the collection and assembling
of preexisting materials or of data . . .”! Compilations were protected as “books” as
early as the Copyright Act of 1790.

Over the course of the nineteenth century, two rationales developed for protecting
compilations under copyright. The earliest cases identified the compiler’s effort—
“his own expense, or skill, or labor, or money”2—as the critical contribution justi-
fying protection. This type of analysis came to be known as the “sweat of the brow”
doctrine. Analyses under sweat of the brow emphasized both the compilers’ efforts
and the copiers’ “unfair use of the copyrighted work, in order to save themselves
the time and labor of original investigation.”

During the late nineteenth century, courts began to articulate another basis for
copyright protection that generally differed from the labor/investment approach
taken in cases involving compilations. In a series of decisions from 1879 to 1903,
the Supreme Court held that the “writings” that could be protected under the Copy-
right Clause of the Constitution included “only such as are original,”* and indicated
that creativity is a component of originality.>

The evolving doctrine of originality was applied by some courts in compilation
cases, particularly cases involving compilations of textual materials such as law
books. These cases identified the author’s critical contribution justifying protection
as his judgment in selecting and arranging materials.®

This approach coexisted with, rather than supplanted, sweat of the brow cases.
Sweat of the brow was applied to cases involving purely factual compilations, such
as catalogs and directories.

On the question of the scope of protection afforded to compilations, there was
somewhat greater uniformity in the case law. In compilation cases, regardless of the
theoretical framework adopted to justify copyright protection, once the plaintiff’s
work was determined to be copyrightable, courts generally held a defendant to have
infringed whenever material was copied from the plaintiff's work. Typically, there
was no inquiry as to whether the particular material copied was protected by the
plaintiff’s copyright. To avoid infringement, a second-comer was required to go to
the original sources and compile the material independently, without reference to
the earlier work.” A common thread running through many of these decisions was
the court’s desire to prevent the copier from competing unfairly with the compiler
by appropriating the fruits of the compiler’s efforts or creativity. In this sense,
courts treated copyright protection for compilations much like a branch of unfair
competition law.

In the Copyright Act of 1976, Congress included in the definition of “compilation”
the first express statutory link between compilations and original works of author-
ship “. . .that are selected, coordinated, or arranged in such a way that the result-

117 U.S.C. §101.

2Emerson v. Davies, 8 F. Cas. 615, 619 (C.C.D. Mass. 1845).

3 West Pub. Co. v. Lawyers’ Co-operative Pub. Co., 79 F. 756, 772 (2d Cir. 1897).

4In re The Trademark Cases, 100 U.S. 82, 94 (1879).

5 Bleistein v. Donaldson Lithographing Co., 188 U.S. 239 (1903).

6See e.g., Edward Thompson Co. v. American Lawbook Co., 122 F. 922, 924 (2d Cir.
1903)(focusing on “skill and taste of the [plaintiff] in selecting or arranging” materials); Law-
rence v. Dana, 15 F. Cas. 26, 28, 4 Cliff. 1 (C.C.D. Mass. 1869)(“copyright may justly be claimed
by an author of a book who has taken existing materials from sources common to all writers,
and arranged and combined them in a new form, and given them an application unknown be-
fore, for the reason that, in so doing, he has exercised skill and discretion in making the selec-
tions, arrangement, and combination . . .”).

7See, e.g., Williams v. Smythe, 110 F. 961 (C.C.M.D. Pa. 1901); List Publishing Co. v. Keller,
30 F. 772 (C.C.S.D.N.Y. 1887).
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ing work as a whole constitutes a work of authorship.”® Cases under the 1976 Act
were divided about the continuing viability of the sweat of the brow doctrine. Some
circuits continued to apply it,° while other circuits rejected it, requiring a showing
of sufficient creativity in order to entitle a compilation to copyright protection.!® The
Supreme Court resolved the split in the circuits in Feist Publications, Inc. v. Rural
Tel. Serv. Co.!! In that case, the Supreme Court held that the white pages of a tele-
phone directory (containing an alphabetical listing of all residents with telephone
service in a defined geographic area) was insufficiently creative to merit copyright
protection. The Court held that the requirement of creativity was not merely statu-
tory, but rooted in the Copyright Clause itself. 2 Thus, the sweat of the brow doc-
trine was laid to rest.

What remains is a thin layer of copyright protection for qualifying databases. In
order to qualify, they must exhibit some modicum of creativity in the selection, ar-
rangement, or coordination of the data. The protection is thin in that only the cre-
ative elements (selection, arrangement, or coordination of data) are protected by
copyright. Explanatory materials such as introductions or footnotes to databases
may also be copyrightable. But in no case is the data itself (as distinguished from
its selection, coordination or arrangement) copyrightable. The absence of uniform
%)rotection for noncreative databases is what has given rise to the calls for this legis-
ation.

II. DISCUSSION DRAFT OF THE DATABASE AND COLLECTIONS OF INFORMATION
MISAPPROPRIATION ACT

It is our understanding that the scope and applicability of the prohibitions in the
discussion draft are designed to codify the standards set forth in the Second Cir-
cuit’s decision in National Basketball Ass’n v. Motorola, Inc. (“NBA”).13 That case
involved a state law misappropriation claim by the NBA against the maker of a
hand-held pager which provided subscribers with scores and statistics of profes-
sional basketball games in progress.!4 In analyzing the case, the court concluded
that a “hot news” misappropriation claim under the theory of International News
Service v. Associated Press !> (“INS”) would survive preemption by federal copyright
law.!6 The court enumerated five elements “central to an INS claim.” Those condi-
tions are:

(i) the plaintiff generates or collects information at some cost or expense;
(i) the value of the information is highly time-sensitive;

(iii) the defendant’s use of the information constitutes free-riding on the plain-
tiff’s costly efforts to generate or collect it;

(iv) the defendant’s use of the information is in direct competition with a prod-
uct or service offered by the plaintiff; and

(v) the ability of other parties to free-ride on the efforts of the plaintiff would
so reduce the incentive to produce the product or service that its existence
or quality would be substantially threatened.!”

A. The plaintiff generates or collects information at some cost or expense.

The first condition is codified in subsection 3(a)(1) of the discussion draft, which
applies the prohibition against misappropriation only to databases that were “gen-
erated, gathered, or maintained through a substantial expenditure of financial re-
sources or time.” The term “maintained” does not appear in the court’s articulation

817 U.S.C. §101.

9See, e.g., Illinois Bell Tel. Co. v. Haines & Co., 683 F. Supp. 1204 (N.D. I1l. 1988), aff’'d, 905
F.2d 1081 (7th Cir. 1990), vacated and remanded, 499 U.S. 944 (1991); Rural Tel. Serv. Co. v.
Feist Publications, Inc., 916 F.2d 718 (10th Cir. 1990), reversed, 499 U.S. 340 (1991).

10See, e.g., Financial Info., Inc. v. Moody’s Investors Serv., Inc., 808 F.2d 204 (2d Cir. 1986),
cert denied, 484 U.S. 820 (1987); Eckes v. Card Prices Update, 736 F.2d 859 (2d Cir. 1984);
Worth v. Selchow & Richter Co., 827 F.2d 569, 572-73 (9th Cir. 1987).

11499 U.S. 340 (1991).

12]d. at 346.

13105 F.3d 841 (2d Cir. 1997).

14The case also involved a claim of infringement of the copyrights in the broadcasts of the
games. That claim was rejected by the court because alleged infringement involved reproduction
only of the uncopyrightable facts from the broadcasts, and not of the expression or descriptions
of the games that constituted the broadcasts. 105 F.3d at 847.

15248 U.S. 215 (1918).

16 See 17 U.S.C. §301.

17105 F.3d at 852.
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of the first condition. However, the reference to “quality” in the fifth factor could
suggest a recognition that misappropriation applies not only to the initial creation
but to the periodic update and verification of the product or service. One other vari-
ation from the exact language of the court is the requirement of a “substantial” ex-
pense. The court used the arguably less demanding term, “some.” The discussion
draft also equates “time” with “cost or expense,” which we believe is probably a de-
fensible interpretation of the elements set forth in NBA.

B. The value of the information is highly time-sensitive.

The second condition is codified in subsection 3(a)(1) of the discussion draft, which
requires that the making available occur “in a time sensitive manner.” Section 3(c)
of the discussion draft states that courts shall consider “the temporal value of the
information in the database, within the context of the industry sector involved” in
determining whether this condition is met. The discussion draft omits the term
“highly,” although it is not clear how much difference that makes. The discussion
draft appears to take a flexible approach to this condition, requiring consideration
of the business context, but also allowing a court to consider whatever other factors
it might deem relevant. This approach may well be the subject of initial uncertainty,
until courts have provided guidance in applying the standard. In this respect, the
discussion draft may go beyond the “hot news” doctrine addressed in NBA and INS.

In its previous testimony, the Copyright Office noted with approval the applica-
tion of a definite term of protection, beginning at the time the relevant portion of
the collection is first used in commerce. The Office continues to have concerns about
protection without a clear end point. However, the time sensitivity provisions of the
discussion draft may address that concern, depending upon how they are inter-
preted. It may be that consideration should be given to clarifying the scope and ap-
plication of the “time sensitive” component of this discussion draft. To the extent
that it goes beyond “hot news”—and in the past the Office has supported protecting
more than “hot news”—there may still be reason to consider some specific limitation
on the duration of protection.

C. The defendant’s use of the information constitutes free-riding on the plaintiff’s
costly efforts to generate or collect it.

The third condition is codified in subsection 3(a) of the discussion draft, which
prohibits the “mak[ing] available in commerce to others a quantitatively substantial
part of the information in a database generated, gathered, or maintained by another
person . . .” While the term “free- riding” does not appear in the relevant portion
of the text, the conditions described appear to be the practical equivalent. Moreover,
the “free-riding” problem is addressed in subsection 3(a)(3).

D. The defendant’s use of the information is in direct competition with a product or
service offered by the plaintiff.

The fourth condition is codified in subsection 3(a)(2) of the discussion draft, which
requires that the making available “inflict[] an injury.” That term is defined in sub-
section 3(b) as “serving as a functional equivalent in the same market as the data-
base in a manner that causes the displacement, or the disruption of the sources,
of sales, licenses, advertising, or other revenue.” Here the discussion draft expressly
provides for direct competition and also requires the showing of at least some dis-
ruption in revenue to the compiler.

E. The ability of other parties to free-ride on the efforts of the plaintiff would so re-
duce the incentive to produce the product or service that its existence or quality
would be substantially threatened.

The fifth condition is codified verbatim in subsection 3(a)(3) of the discussion
draft. Thus, this legislation appears to codify the standards set forth by the Second
Circuit.

III. CRITICISMS OF THE DISCUSSION DRAFT

I understand that the discussion draft has been the subject of criticism. I would
like to take this opportunity to address some of those arguments.

A. Constitutionality

It has been suggested that this legislation exceeds Congress’ authority under Arti-
cle I, section 8 of the Constitution. As you know, the Constitution provides explicit
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authority for the protection of copyright.18 As discussed earlier, the Supreme Court
held in Feist that the Copyright Clause cannot serve as a basis of authority for the
protection of noncreative databases. But Feist does not address whether some other
basis for protection of such materials may exist. The most likely other basis is the
Commerce Clause.!® At least one critic suggests that the Commerce Clause cannot
serve this function. The Copyright Office disagrees.

It has long been accepted that Congress has the power to enact trademark legisla-
tion under the Commerce Clause, despite the fact that trademarks may be seen as
a form of intellectual property; that trademark law protects material that does not
meet standards for copyright and patent protection; and that the protection may last
indefinitely. The Supreme Court’s opinion in The Trademark Cases2° held unconsti-
tutional an early attempt by Congress to enact a trademark law, based on a lack
of Congressional power under either the Copyright Clause or the Commerce Clause.
According to the Court, the Copyright Clause did not provide authority for the legis-
lation because trademarks have different “essential characteristics” from inventions
or writings, since they are the result of use (often of already-existing material) rath-
er than invention or creation, and do not depend on novelty or originality.2! The
Commerce Clause did not provide authority because the particular trademark law
in question governed all commerce and was not limited to interstate or foreign com-
merce.22 The opinion suggested that similar legislation limited as to the type of com-
merce involved would pass constitutional muster under the Commerce Clause. In-
deed, legislation consistent with the Court’s interpretation of the Commerce Clause
was subsequently enacted and has gone unchallenged since 1905.

The Register’s 1997 Report on the Legal Protection of Databases stated that “To
the extent that database protection promotes different policies from copyright pro-
tection, and does so in a different manner, it is similar to trademark law, and there-
fore seems likely to survive a constitutional challenge.” The prohibition set forth in
this discussion draft appears to meet that prescription. It is crafted to protect that
which the NBA case held to be outside of copyright. Its focus is on unfair competi-
tion through the misappropriation of a commercial product that is the result of sub-
stantial expenditure of another’s financial resources or time, in a way that inflicts
commercial injury on that person, elements that are far removed from the core of
copyright.

B. Subpoena to Identify Violators

The discussion draft includes a procedure similar to that in 17 U.S.C. §512(h) to
allow potential plaintiffs to learn the identity of those they believe have violated the
provisions in this discussion draft. The Copyright Office believes that the section
512(h) subpoenas are a necessary and appropriate tool in copyright owners’ struggle
against infringement, particularly in the digital and online environments. However
the discussion draft does differ in one significant respect: Section 512(h) requires the
person seeking a subpoena to file with the clerk of the court a certain information
about the claim of infringement that has given rise to the controversy that requires
identification of the alleged infringer. This provision provides assurances that the
subpoena is sought in good faith and that there is an objective basis for seeking it.
The current discussion draft does not have any analogous safeguards. The Copyright
Office recommends the inclusion of such a provision in this discussion draft.

C. Fair Use Exception

We understand that some have suggested that this discussion draft is somehow
flawed without the inclusion of a “fair use” exception, similar to the one that ap-
pears in the Copyright Act.23 In the past, the Copyright Office has supported inclu-
sion of provisions similar to fair use in database protection legislation. However, the
past legislative proposals provided for broader protection than is provided in this
discussion draft. In providing for a narrower prohibition, the discussion draft may
well obviate the need for a fair use-type of provision. It may well be that this discus-
sion draft already incorporates most of the principles embodied in copyright fair use.

18“To promote the Progress of Science and useful Arts, by securing for limited Times to Au-
thors and Inventors the exclusive Right to their respective Writings and Discoveries.” U.S.
Const., Art. I, sec. 8, cl. 8.

19“To regulate Commerce with foreign Nations, and among the several States . . .” U.S.
Const., Art. I, sec 8, cl. 3.

20100 U.S. 82 (1879).

21]d. at 93-94.

22]d. at 97.

23See 17 U.S.C. §107.
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The “purpose and character of the use”24 is addressed by subsection 3(a) of the dis-
cussion draft, which prohibits the “making available in commerce,” and in sub-
section 3(b), which makes clear that the prohibition extends only to inflictions of in-
jury that serve as a functional equivalent in the same market as the database. The
“amount and substantiality of the portion used”?25 is also addressed in subsection
3(a), which requires “a quantitatively substantial part of the information.” Indeed,
this provision is more permissive than fair use, which may not excuse the use of
a quantitatively insubstantial portion that is qualitatively vital to the work. The “ef-
fect of the use upon the potential market for or value of the copyrighted work” 26
is addressed by subsection 3(a)(3), requiring that the ability of others to free-ride
threaten the “existence or quality” of the database, as well as subsection 3(b), with
its strong requirement of market harm. Of course, the second fair use factor, “the
nature of the copyrighted work,”?7 is inapplicable to a legal regime specifically de-
signed to protect that which is denied copyright protection for lack of creativity.
While we are strong proponents of fair use and understand the desire for such a
provision in database protection legislation, we are not persuaded that such a provi-
?ion is necessarily required when the prohibition itself serves the policies underlying
air use.

D. Internet Service Provider Liability

There has been complaint that the discussion draft would subject internet service
providers (“ISPs”) to liability unfairly. However, subsection 7(i) of the discussion
draft explicitly insulates ISPs from liability unless their employees violate the prohi-
bition while acting within the scope of their duties, actively direct or induce a viola-
tion of the prohibition, or receive a financial gain directly attributable to the viola-
tive conduct. It is not readily obvious to the Copyright Office how the ordinary use
of ISPs’ systems by their users could be within the scope of these few exceptions
to the general rule that ISPs do not bear liability under this discussion draft. More-
over, it is notable that the discussion draft provides this benefit to ISPs without re-
quiring them to abide by many of the conditions that appear in section 512 of the
Copyright Act,28 such as taking down violative material in response to a notice or
terminating the account of a repeat offender. Compared to section 512, this provi-
sion appears to be generous.

E. Alleged Expansion of Intellectual Property Protection

There is also apparently a somewhat amorphous criticism that this discussion
draft would serve in furtherance of an alleged trend of expanding intellectual prop-
erty protection without counterbalancing other interests. The Copyright Office sees
no such trend. Indeed, the last few years have seen expansions of exceptions and
limitations. For example, legislation has provided exceptions and limitations for dig-
ital distance education,?® use of works by the blind,3° and the aforementioned provi-
sions for ISPs.3!

A complete analysis of intellectual property protection includes a consideration
not only of the provisions of the law, but also of the other factors which affect the
incentive to create and the availability for use of protected materials. Most signifi-
cantly, the dramatic growth of the use of digital technology and the Internet have
made more materials available to more people than ever before. However, this tech-
nology has also created an avenue for the improper use of materials on a previously
unimagined scale. Changes in the law to try to prevent or remedy these improper
uses do not necessarily reflect a change in philosophy about the appropriate scope
of protection and have not altered the fact that both authorized and unauthorized
users of protected materials generally have greater opportunities to use the material
of others than they did before these technological developments.

IV. CONCLUSION

The discussion draft represents the latest in a series of legislative attempts to pro-
vide consistent, federal standards of protection for databases. As I noted at the out-

24§107(1).

25§107(3).

26§107(4).

27§107(2).

28 See 17 U.S.C. §512 (limiting the liability of qualifying ISPs for copyright infringement).
29See 17 U.S.C. §110(2).

30See 17 U.S.C. §121.

31See 17 U.S.C. §512.
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set, the Copyright Office is sympathetic to these efforts but does not, at this time,
take a position on this legislation. As always, the Copyright Office stands ready to
assist both Subcommittees and I will be pleased to answer any questions you may
have.

Mr. SMITH. Mr. Donohue.

STATEMENT OF THOMAS J. DONOHUE, PRESIDENT AND CHIEF
EXECUTIVE OFFICER, CHAMBER OF COMMERCE

Mr. DONOHUE. Thank you, Mr. Chairman. And Mr. Chairmans,
all and Members, it is fun to appear before a joint Committee. You
are never quite sure where the balance is. So we will keep an eye
from this end as well.

On behalf of the Chamber’s 3 million business members of every
size and every sector, I am pleased to come here today and to dis-
cuss this draft legislation. Let me briefly explain the two very im-
portant reasons why the Chamber is clearly opposed to this piece
of legislation, and then we will gladly answer your questions.

First, the Nation already has on the books, as many have already
mentioned, the vast web of laws that protect database information,
laws that even database producers themselves appear to be com-
pletely satisfied with. We have the benefit of contract intellectual
property, copyrights, state of law misappropriation, trespass and
Federal computer antihijacking statutes and numerous other pro-
tections that are on the books and in place.

The Chamber’s members, you will not be surprised, include many
of the country’s biggest producers and users of databases, and I
would clearly tell you if they didn’t think the law was protecting
them because they would have clearly told me; but in fact, our
Members have told us that this legislation is misdirected, in many
ways, harmful and unnecessary.

Proponents of the database legislation have yet to provide a real-
world example of a database that isn’t protected under current law.
I agree under the discussion that the law has been strong and
weak in various ends of the bookends, but clearly there is protec-
tion; and if we were to pass this draft legislation, there would be
many new problems for all of us to face.

It is remarkable that when you think about the enormous num-
ber of databases that our children use and we use and that all your
staffs use every day, and the equally enormous number of opportu-
nities for some kind of serious infringement is that no one here is
telling you about one that has happened. Six years ago the Copy-
right Office told the Congress that they could pass legislation to
add additional protection. The Congress has not, during that period
of time, with the introduction of new technology, with people car-
rying Blackberries around on their belt so they can access all kinds
of information, we haven’t had these problems.

This is a solution in search of a problem, and we ought to be very
careful about that.

Now, your mission in the Congress—the Congress has many mis-
sions, but in this instance it is to specifically identify and define
the problem and then craft some legislation to fix it. I think you
will have to spend the majority of your time looking for the prob-
lem.
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Let me go to the second concern I have, which is even more crit-
ical, and that is this legislation with its vague terms and allowance
for excessive penalties—and I will say something about that at the
end—would significantly add to the country’s frivolous litigation
nightmare.

For example, if this legislation were enacted, an individual or an
organization such as the Chamber could be sued for taking the text
of existing laws and reformatting them to make them easier for
people to understand. It could also stop a replacements part manu-
facturer from being able to compare and hence advertise their prod-
ucts as alternatives to other more expensive originals; and with the
legislation’s vague and expansive definition of the term time-sen-
sitive, information—time-sensitive information, an individual or an
organization could be the target of a lawsuit for using information
in a database that is decades old.

Ladies and gentlemen, I think for a minute of where our society
would be without sharing database information. We owe an incred-
ible advances in medicine, science, technology and the arts to the
availability of that information to researchers all over the place.

That is not to say, however, that access to database information
should necessarily be available free. When people reformat and lay
it out in a usable and a helpful way, they can and should charge
for it, and the user should pay for it.

Passing this legislation—let me conclude—would put a chill on
business investment, deprive consumers of new information prod-
ucts and threaten a litigation bonanza that we can’t afford, and it
would then put penalties that will quadruple the fines when the
things we do in RICO statutes only triple them. This would be a
very unfortunate piece of legislation.

Thank you very much, Mr. Chairman.

Mr. SMITH. Thank you, Mr. Donohue.

[The prepared statement of Mr. Donohue follows:]

PREPARED STATEMENT OF MR. THOMAS J. DONOHUE
INTRODUCTION

Chairman Stearns, Chairman Smith, Ranking Member Schakowsky, Ranking
Member Berman and Members of the Committees. Thank you for the opportunity
to be here today to testify on “the Database and Collections of Information Mis-
appropriation Act”.

I'm Tom Donohue, President and Chief Executive Officer of the U.S. Chamber of
Commerce, the world’s largest business federation, representing more than 3 million
businesses of every size, sector and region of the country.

I have previously written to both Committees to express my serious concerns
about the draft legislation. I ask that copies of my correspondence be made a part
of the record.

I recognize that the staffs of your two Committees have worked hard to address
the concerns that the Chamber and others have expressed regarding this issue. Un-
fortunately, I believe that the draft Database and Collections of Information Mis-
appropriation Act does not adequately address those concerns. Instead, this legisla-
tion continues to pose a serious threat to the business community, as well as to the
academic and science community. I strongly urge you not to move forward with this
legislation.

Although the discussion draft has been shared with the public for barely three
weeks, it has already attracted a firestorm of thoughtful criticism. Along with the
Chamber’s objections, additional detailed and persuasive criticisms have been lodged
by an extraordinarily diverse array of public and private entities. When the U.S.
Chamber of Commerce, Consumers Union, the American Conservative Union, Asso-
ciation of Research Libraries NetCoalition and the Eagle Forum, all join hands in
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opposition to a legislative initiative, it’s fair to ask what could unite groups which
so often see the world in very different ways.

The reason why so many organizations are so concerned about the discussion
draft is simple. There has been no threshold showing that there is a problem that
needs to be addressed by legislation. However, there is enormous concern that were
this draft enacted, it may well create enormous problems for information users and
producers, stifling innovation and adding to the excessive litigation burdens already
facing American businesses.

We live in the “Information Age” - an age in which advances in information tech-
nology have helped fuel economic growth and enhanced productivity. Fundamental
changes in basic information policy will affect virtually every American, as well as
virtually every business, not just those commonly thought of as information compa-
nies.

Our country’s basic information policy provides that facts - the building blocks of
information - cannot be owned. That historic policy was underscored in a unanimous
1991 Supreme Court decision Feist v. Rural Telephone. In that landmark case, the
Supreme Court reaffirmed that the U.S. Constitution prohibits copyright protections
for facts contained in a database. The Court concluded that the Constitution’s objec-
tive of promoting “the Progress of Science and useful arts” is accomplished by “en-
couraging others to build freely upon the ideas and information conveyed by a
work.”

The basic goal of copyright, indeed of all intellectual property law, is to encourage
creative activity. That is why the Feist court underscored that intellectual property
protection can only be provided to those portions of a database that reflect a mini-
mal level of creativity. Notwithstanding this unanimous Supreme Court decision,
however, proponents of broad database legislation continue to seek protection for in-
formation that they haven’t created.

That is not to say that access to these databases should necessarily be available
for free. Indeed, the Chamber strongly believes that current protections, such as ap-
propriate intellectual property protections, along with contract and licensing agree-
ments and state trespass and misappropriation protections, as well as other protec-
tions, should be utilized and enforced. Companies need and deserve protection for
the time, effort and expense that they undertake to create databases, but new intel-
lectual property protections like those envisioned by the discussion draft are too
broad and unnecessary.

WHAT’S THE PROBLEM? WHERE IS THE “GAP” IN CURRENT LAW?

The Chamber has always believed that the best way to legislate is to specifically
identify and define problems, and then carefully craft legislation to deal with those
particular real-world harms. Whenever Congress legislates - especially in an area
with the broad ramifications such as those inherent in changing basic and long-
standing copyright and information policy - that legislation should be narrowly tar-
geted to resolving a demonstrated real-world harm, with as little collateral damage
as possible.

In this arena, throughout the seven-year consideration of this issue, proponents
of changing how our nation regulates information have yet to provide a real-world
example of a database that can’t be protected under current law. There are an astro-
nomical number of opportunities daily for some kind of infringement. Yet the inabil-
ity to cite gaps in the law is profoundly telling. Indeed, this inability to cite real
gaps in existing laws underscores our concern that some proponents of broad data-
base legislation seek to leverage dominance in existing markets into dominance in
other markets - without having to gain these advantages via competition in the
marketplace.

Most persuasive to me is the reaction of the Chamber’s members to the discussion
draft. Our broad membership includes many of America’s most significant database
producers. These companies invest enormous sums of money producing creative,
new information products. These companies currently enjoy myriad legal protections
for their databases, including contract, copyright, state- law misappropriation, tres-
pass, federal computer anti-hacking statutes and numerous other protections.

If our Chamber members believed for a second that they couldn’t protect their
substantial investments in database production, they would be urging me to affirm-
atively fight for new law. Instead, 'm hearing that there is little or no upside for
the business community in database legislation, and potentially a significant, anti-
competitive downside.
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THREAT OF EXCESSIVE LITIGATION

As you know, the Chamber has long been concerned about the threat excessive
litigation poses to the economy and American business. This legislation, if enacted,
would combine vague terms and excessive penalties to create a frivolous litigation
nightmare for businesses of all industries.

The reason for this begins with the core prohibition of the draft bill. Since the
Supreme Court’s 1918 decision in International News v. Associated Press, courts
have awarded relief in what became known as “hot news” misappropriation cases.
That line of cases established the tort of misappropriation, and found that even fac-
tual data could be protected if the data met a series of tests, including that the data
is “highly time sensitive”. The Court found in that case that wire stories were “hot”
and protected for a few hours. Subsequent cases have found, for example, that
sports scores are “hot” and potentially protected for a matter of minutes.

The discussion draft, however, creates a new definition of “time sensitivity” in the
context of this bill, significantly different than the “time sensitivity” that courts
have been familiar with for more than eighty years under the International News
line of cases. Specifically, this draft would potentially require courts to add the con-
cept of “value” to the determination of time sensitivity.

For example, this draft legislation works retroactively, ensnaring facts in data-
bases that are conceivably decades old. The draft protects facts in encyclopedias,
even though the lead-time in publishing means that data is generally months old
before it reaches the bookstores. In short, it is impossible to state definitively what
this core prohibition means - though it can be definitely stated that this prohibition
bears only a superficial resemblance to the time-sensitivity standard created by the
Supreme Court in the International News case and expressly preserved in Feist.

The courts would be forced to determine whether the proposed prohibition can be
tightened to look like constitutionally sanctioned “hot news” misappropriation and
not like the copyright of facts forbidden by Feist. While the courts sort this out, the
combination of vague terms, a private right of action, quadruple damages and in-
credibly expansive subpoena power would create a litigation bonanza that will chill
investment and threaten business, depriving consumers of new information prod-
ucts.

CONCLUSION

On behalf of the Chamber, I want to thank you for the opportunity to share some
of our more serious concerns regarding the discussion draft. The Chamber has al-
ways believed that the best way to legislate is to identify and define specific prob-
lems, and then carefully craft legislation to deal with them. While some urge “mov-
ing beyond” discussing the problem in order to legislate, we are convinced that, if
there 1s to be legislation it should be narrowly targeted to resolving a demonstrated
real-world harm, with as little collateral damage as possible.

Appropriate information policy is critical to American business. While we may be
willing to support compromise legislation carefully targeted to deal with specific,
demonstrated “gaps” in existing law, there has been no demonstrated need for such
legislation at this time.

On behalf of American businesses and our three million members, I want to thank
you again for inviting me to testify and share our concerns.

Mr. SmITH. Mr. Kupferschmid.

STATEMENT OF KEITH KUPFERSCHMID, VICE PRESIDENT, IN-
TELLECTUAL PROPERTY POLICY AND ENFORCEMENT SOFT-
WARE AND INFORMATION INDUSTRY ASSOCIATION, ON BE-
HALF OF THE COALITION AGAINST DATABASE PIRACY

Mr. KUPFERSCHMID. Chairman Smith and Stearns and Members
of both Subcommittees, I appreciate the opportunity to testify be-
fore you today to discuss the need for legislation that protects
America’s databases from piracy. I also would like to especially
thank Chairman Sensenbrenner and Chairman Tauzin for their
strong leadership on this important issue and appreciate the com-
mitment of the two Committees to work together to produce and
enact meaningful database legislation.
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I am Keith Kupferschmid, vice president of intellectual property
for the Software and Information Industry Association, and I am
here today on behalf of the coalition against database piracy. CADP
is a broad-based coalition that was formed for the sole purpose of
pursuing enactment of a Federal law to prevent misappropriation
of databases. Its members include large and small database pro-
ducers who devote substantial resources to creating and distrib-
uting database products and services.

The value of reliable and comprehensive databases that these
companies make available to researchers, to businesses, to Govern-
ment officials, to citizens is immeasurable. Farmers use databases
to get weather and soil information; lawyers to rely on legal prece-
dent; doctors to determine safe and effective medical procedures;
workers to search for new jobs; pharmacists to understand drug
interactions; home buyers to find the right house, and the list goes
on.

Database piracy is a major concern to America’s database pub-
lishers. With the Internet and advances in technologies, databases
can be easily stolen and made available to others in ways that
cause great harm to the original database producer.

Unfortunately, U.S. copyright law and other existing laws do not
adequately protect against such piracy. A recent case, Schoolhouse
versus Anderson, decided in 2002, demonstrates the glaring inad-
equacies of current law. In that case the defendant copied and post-
ed on the Internet a minimum of 74 percent of a small magazine
publisher’s database of school information. Although the defendant
admitted to copying the database, the court held that the defendant
was not liable for copyright infringement.

Shortly after that case, the plaintiffs in the case got out of the
database business. This is just one example. There are many other
cases, including Skinder-Strauss v. MCLE, EPM Communications
v. Notara Warren Publishing v. Microdos, Ticketmaster v. Tick-
ets.com and many others.

In addition to the database piracy cases that have resulted in
litigation, there are numerous other instances of piracy that never
make it to the courtroom. Many database producers are simply un-
willing to spend the significant amounts of money litigating ques-
tionable causes of action and in the process draw attention to the
vulnerabilities of their company’s databases.

Clearly there is a definite and significant need for database pro-
tection legislation. In addition, the risk of potential future in-
stances of database piracy and the adverse effects that piracy
would have on investment in databases and consumer protection is
certainly sufficient justification for Congress to enact database pro-
tection legislation.

I would like to focus the remainder of my remarks on the draft
legislation. The discussion draft reflects years of discussions and
negotiations between the two Committee staffs and stakeholders.
The draft legislation they have developed takes a very targeted and
very narrow approach to addressing the problem of database pi-
racy.

It is based on a misappropriation approach that only covers the
act of making a database available that causes significant commer-
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cial harm to the database producer. It protects the database itself,
not the information or the facts in the database.

The draft legislation creates a narrowly focused prohibition that
applies only if ten criteria are met. These ten criteria, all of which
must be satisfied, set a very high standard for qualifying for pro-
tection under this draft bill. This standard is even higher when one
also considers the exceptions to liability that are contained in the
draft.

We believe that some of the substantive provisions of the draft
will provide protection against database piracy while also account-
ing for the legitimate concerns of database users.

However, we believe that some of the language contained in the
draft requires clarification, notably the preemption and time sensi-
tivity provisions, among others. We are also concerned that the dis-
cussion draft does not recognize database thefts that cause non-
competitive harms. We look forward to working with the two Com-
mittees to ensure that these concerns are addressed.

We note that a few groups, many of whom were part of the proc-
ess initiated by the two Committees to come up with a com-
promised text, have voiced their opposition to the discussion draft.
The approach of the discussion draft, relying on a standard of mis-
appropriation, is precisely the standard that was recommended by
many of those who are now writing to express their concern. Their
continued opposition amply demonstrates that they simply do not
accept the conclusions that the chairmen have both reached: that
Congress should legislate to improve legal protection available for
databases.

Our goal throughout this whole process has been to get narrowly
targeted legislation that will address the problem of database pi-
racy while also addressing the legitimate concerns of the database
user community. To the extent that the opponents believe that the
draft falls short of this goal, we continue to stand ready to address
those concerns in exchange for their support for this important
piece of legislation and their recognition that the bill must address
the needs of the database publishing community.

We look forward to working with the Congress and the other
stakeholders to achieve a legislative solution that eliminates the
unfairness we discuss today. Thank you again for all your work on
this important legislation. I will be happy to answer any questions.

Mr. SMITH. Thank you, Mr. Kupferschmid.

[The prepared statement of Mr. Kupferschmid follows:]
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Summary

America’s database producers have invested hundreds of millions of dollars to collect,
organize and maintain information contained in thousands of databases. These large investments
have been made to provide easy-to-use valuable information to users in settings ranging from the
general public to business and specialized user communities—information that is important in
their work and everyday lives. It is critical that database producers be able to protect their
investments and encourage new investments in these important information resources.

Misappropriation of databases threatens the availability of organized, timely,
comprehensive information. If investments in databases continue to be destroyed, there will be
fewer and fewer people willing to make the investment necessary to create and disseminate these
valuable database. Moreover, those database compilers who decide to stay in the database
business will be forced to keep locked up the information in their databases to avoid destruction
of their investment. ITnevitably, this will result in fewer and less reliable databases and thus, less
information to fuel the information age.

Despite the acknowledged value provided by America’s databases, there is presently a
lack of meaningful national legal protection for these databases. Certainly, there are some laws
available that provide some small amount of protection to database providers, but more often
than not these laws fail to adequately deter or prevent databases from piracy. There are a long
list of cases that establish this point.

To be clear, we are secking a very narrowly targeted approach to this problem. We are
not seeking “copyright plus.” to expand copyright law, to acquire exclusive rights in the database
or to lock up information. We are merely trying to protect from free-riders taking our databases
and making them available in a way that hurts our businesses. We think this is a reasonable
request.

We believe that some of the substantive provisions of the discussion draft, the “Database
and Collections of [nformation Misappropriation Act,” will provide protection against database
piracy while also accounting for the legitimate concerns of database users through narrowly-
crafted exceptions and limitations on liability. Like many other stakeholders, we have concerns
with the language used in some of the provisions of the draft. Most significantly, we believe the
language in some of the provisions — notably the preemption provisions and time sensitivity
provisions, among others -- is somewhat ambiguous and could cause inadvertent consequences.
Equally as disconcerting, is that the discussion draft does not recognize database thefts that cause
noncompetitive economic harms that adversely affect 1SPs and others that have commercial
databases. We look forward to working with the Committees to ensure that any preemption of
state law is narrowly tailored and does not impede effective licensing of databases or other
measures that might otherwise be available, and seeking some appropriate clarifications of the
text, including protection against database theft when carried out by or on behalf of parties other
than direct competitors.
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Statement Text

Chairmen Smith and Stearns, Ranking Members Berman and Schakowsky and members
of both Subcommittees, | appreciate the opportunity to testify before you today on the need for
legislation that adequately and effectively protects America’s databases from piracy. T also
welcome the opportunity to comment on your discussion draft, titled the “Database and
Collections of Information Misappropriation Act,” and would like to especially thank Chairman
Sensenbrenner and Chairman Tauzin for their strong leadership on this important issue. We
appreciate the commitment of the two committees to work together to produce and enact

meaningful database protection legislation.

T am Keith Kupferschmid, Vice President of Intellectual Property Policy and
Enforcement for the Software & Tnformation Tndustry Association. Tam here today to testify on
behalf of the Coalition Against Database Piracy (CADP). CADP is an ad hoc advocacy group
that was formed for the sole purpose of pursuing enactment of a federal law to prevent
misappropriation of databases. Its members include large and small database producers who
devote substantial resources in compiling, organizing, and distributing database products and
providing services that rely on databases. A listing of those companies and organizations that

support meaningful database protection is attached.

Database protection is a critical issue to America’s database publishers. These
companies and organizations have invested hundreds of millions of dollars to collect and

organize information contained in thousands of databases. Database publishers not only collect.
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compile, and organize the information, they also keep it updated and reliable. These investments
are worthy and deserving of protection. Investments in these databases have been made to
provide eagy-to-use valuable information to users in settings ranging from the general public to
business and specialized user communities—information that is important in their work and
everyday lives. The value of reliable and comprehensive databases that these companies make
available to researchers, businesses, government officials, and citizens is immeasurable. Farmers
use databases to get weather and soil information; lawyers, to rely on legal precedent; doctors, to
determine safe and effective medical procedures: workers, to search for new jobs: pharmacists,

to understand drug interactions; home buyers, to find the right house, and the list goes on.

Given the important role that databases play in our capital markets, law enforcement, and
science and research, it is critical that database producers be able to protect their investments
from free-riders and pernicious commercial exploitation and that new investments in these
important information resources be encouraged. Protection of database investments will
stimulate the economy by creating incentives for investments in new databases and accelerating
job growth in large and small businesses in our nation’s vital U.S. information industry. U.S.
database and directory publishers were estimated to generate $15.4 billion in annual revenue in

1999." Without effective statutory protection, private firms are deterred from investing in

" A few examples of the value of today’s databases:

“Poislndex is an index of approximately one million entries on a wide variety of poisonous substances, including
drugs, chemicals, commercial and houschold products, and biologic substances. Substances are reviewed for entry
into the database by a group of skilled medical professionals, who also scan the world's medical literature for
pertinent data on toxic exposure and management. Approximately 200 actively practicing clinicians from over 20
countries participate in the editorial and selection process, Each substance entry in the database is linked with up to
four full-text documents outlining clinical effects, range of toxicity, treatment measures, and other toxicologi
information. Soliware engineers are employed to maintain, test, produce and support the database and the soliware
required (o store, edil, sort and retrieve the data. The typical Poislndex user is a medical professional, usually an
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database production, resulting in fewer jobs and a shortfall of reliable, accurate and up-to-date
information. Protection will promote investments in the creation of new jobs and information

services, increase the pace of technological progress, and fulfill the economy's growth potential.

While databases play a key role in supporting America’s information based economy,
they are also important in protecting our health and well-being. Databases ensure that our
prescription medications are safe and will not adversely interact, provide healthcare professionals
with vital information on countless topics such as proper antidotes for poisons, and serve as an

important resource for mapping out cures for deadly diseases.

Meaningful database protection legislation will also ensure that consumers and
businesses have access to the most accurate and reliable information. While database producers

are constantly updating their information, those who pirate databases cannot be relied on to do

cmergency physician or poison center specialist, who needs instant access o such information in life-threatening.
circumstances.”

“The MDI. Drug Data Report (MDDR }, produced by MDT. Information Systems ... is a database of approximately
85,000 chemical compounds with potential drug applications. Tt is updated on a monthly basis from a specialized
search of published reports, patent applications and scientific papers so as to make data available on new
biologically active conipounds as soon as they are disclosed. MDDR tracks these compounds through stages of
development and into clinical trials. Accompanying sollware permils researchers 1o analyze the ellects of
modifications of a drug compound's structure on its properties. Researchers can also combine the results of their
own internal and external results with the database supplied by MDL to develop their own specialized research
tool.”

“Derwent World Patents Index {s a comprehensive database ol more than seven million separate inventions culled
from more than 13 million patent documents worldwide. Coverage includes patents of products from the
pharmaceutical industry, agricultural and veterinary medicine, polymers and plastics, chemistry, electronics,
electrical and mechanical engineering. All patent information is presented in a uniform, user-friendly format
consisting of a simplified English-language abstract explaining key technical details and highlighting applications.
In addition to bibliographic information, technical drawings or diagrams are included as available. The Index is
updated weekly with inlormation [rom 40 pateni-issuing authorities around the world, 1200 scientific journals, and
papers presented at international conferences. Users of the Derwent Tndex include patent and information
professionals, research scientists, engineers, universities, research institutes, libraries, and individual inventors and
entrepreneurs.” Examples quoted from a report by Laura D'Andrea T'yson and Edward . Sherry entitled “Statutory
Protection for Dalabases: Economic and Public Policy Issues.™
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the same. As a result, consumers and businesses may end up relying on outdated information, in
some cases to the detriment of their health. For example, a mother trying to find the
contraindications for a particular medicine could get the incorrect or out-of-date information by
unwittingly accessing a stolen outdated database rather than the original compiler's current

database.

Consumers need high quality databases which contribute to their ease, productivity, and
innovation. Databases save consumers time and effort. Finding that needle in a haystack from
diverse and unorganized sources could take an individual weeks or months. Fortunately,

database publishers provide quick and easy answers in their databases.

Misappropriation of databases threatens the availability of organized, timely,
comprehensive information. Tf investments in databases continue to be destroyed, there will be
fewer and fewer people willing to make the investment necessary to create and disseminate these
valuable database. Moreover, those database compilers who decide to stay in the database
business will be reluctant to expose their most valuable wares to a thieves® market on the
Tnternet. They will keep tight technical or contractual security on their products and only make
them available to smaller, more lucrative markets. Inevitably. this will result in fewer and less

reliable databases and thus, less information to fuel the information age.

Despite the acknowledged value provided by America’s databases, there is presently a
lack ot meaningtul national legal protection for these databases. While database producers rely

on several potential legal theories, none adequately nor effectively deter or prevent database
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piracy. Depending on the facts of a particular case, database producers may consider raising
claims under: U.S. copyright law, state misappropriation law, state trespass law, state contract
law, the Computer Fraud and Abuse Act, federal or state trademark or unfair competition law,
and trade secret law. However, none of these claims are sufficient. A list of possible claims and
an explanation of their shortcomings is provided in the attached appendix, including references
to examples where appropriate. The cases identified here are not an exhaustive list of cases
illustrating the shortcomings of the current environment, nor do they capture the scores of
instances in which the lack of adequate remedies has prevented database producers from

bringing suit to combat known instances of piracy.

In addition to the database piracy cases that have resulted in litigation, there are
numerous other instances of piracy that never make it to the court room. Many database
producers are unwilling to spend signiticant amounts of money litigating the questionable causes
of action discussed above with the very real possibility that they will lose the case and, in the
process, draw attention to the vulnerabilities of the company’s databases. For example, National
Ad Search (NAS), a Wisconsin-based company, takes and uploads employment classifieds from
print newspapers in the top 60 markets and sells them to job seekers. Tt has no authorization to
do so (by contract or otherwise). This type of piracy results in loss of good will of advertisers
and customers. Newspapers get complaints from advertisers who place classified ads who
continue to get haragsed by phone calls long after the ad was published and the job has been
filled. Cease and desist letters have failed to deter this company which continues to operate
today -- NAS refuses to recognize the newspapers' copyright protection and the newspapers have

not found a viable state to bring a misappropriation action. Furthermore, neither the Computer
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Fraud and Abuse Act nor section 120Tof the Copyright Act would apply because the initial

takings are both non-electronic and unencrypted.

Based on the long list of database piracy cases that have occurred over the course of the
past ten years or so there can be no doubt that there is a definite and significant need for database
protection legislation. Moreover, the risk of potential future instances of database piracy and the
adverse aftects such piracy would have on investments in databases and consumer protection is
certainly sufficient justification for Congress to enact database protection legislation. Congress
has a long history of legislating to protect against potential future harms. [n fact, just last
session, Congress passed the TEACH Act creating a new exemption in the copyright law in order
to encourage certain educational institutions to create distance education courses. There was no
demonstrable evidence establishing that an exemption was necessary, but Congress chose to
enact the law based on anticipated — rather than actual — problems using copyrighted works for
these courses. There is no reason to think that database protection legislation should be treated

any differently.

To be clear, we are not secking “copyright plus,” to expand copyright law, to acquire
exclusive rights in the database or to lock up information. We are merely trying to protect
against free-riders taking our databases and making them available in a way that hurts our
businesses. We think this is a reasonable request. Tt legislation passes that provides a
meaningful legal foundation to fall back on when someone steals a database, companies will be
more willing to provide widespread access to their databases and take the risk that it might be

stolen. Without this legal basis they are forced to be more cautious about how they disseminate
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their databases, how much they should invest in maintaining their databases and, in many

instances, whether to create a new database in the first case.

We commend Chairman Sensenbrenner and Chairman Tauzin for their leadership in
drafting legislation that seeks to address the problem of theft of our nation’s databases. The
discussion draft, the “Database and Collections of Information Misappropriation Act” - reflects
years of discussions and negotiations between the Judiciary and Energy & Commerce Committee
staff and the stakeholders. The legislation they have developed takes a very targeted and narrow

approach to addressing the problem of database piracy.

Unlike prior bills that have addressed the problem of database piracy by providing
database producer with exclusive rights to control the use and distribution of a database in any
context, the draft legislation developed by the two Committee chairmen, is based on a
misappropriation approach that only covers acts of making a database available that cause
commercial harm to the database producer. More specifically, the draft legislation creates a
narrowly focused prohibition that applies only if ten criteria are met: (1) plaintiff’s database
must contain a “large number of discrete items;” (2) it must be the result of a “substantial
expenditure of financial resources or time;” (3) the defendant must make its database “available
in commerce to others;” (4) the amount made available must be at least a “quantitatively
substantial part of” the plaintiff’s database; (5) the defendant must know that he is not authorized
to make the database available; (6) the database is made available “in a time sensitive manner;”
(7) the database must serve “as a functional equivalent” of the plaintiff’s database; (8) in making

the database available the defendant must have caused a loss in revenue to the plaintiff; (9) the
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loss in revenue must occur in the same market that the plaintiff’s database seeks to exploit; and
(10) letting this act of misappropriation go unpunished would substantially reduce the incentive
of the plaintiff to produce (i.e., create and distribute) the database. These ten criteria — all of
which must be satisfied for liability to accrue-- set a very high standard for establishing liability
under the draft bill. This standard is even higher when one also considers the exceptions to

liability contained in the draft legislation.

We believe that some of the substantive provisions of the draft will provide protection
against database piracy while also accounting for the legitimate concerns of database users
through narrowly-crafted exceptions and limitations on liability. We also have concerns with the
language used in some of the provisions of the draft. Most significantly, we believe the language
in some of the provisions — notably the preemption and time sensitivity provisions, among others
- is somewhat ambiguous and could cause inadvertent consequences. Equally as disconcerting,
is that the discussion draft does not recognize database thefts that cause noncompetitive harms
that adversely atfect TSPs and others that have commercial databases. We look forward to
working with the Committees to ensure that any preemption of state law is narrowly tailored and
does not impede eftective licensing of databases or other measures that might otherwise be
available, and seeking some appropriate clarifications of the text, including protection against

database theft when carried out on behalf of parties other than direct competitors.

We know that a few groups, many of whom were part of the process initiated by the two
Committees to come up with a compromise text, have voiced their opposition to the discussion

draft. [n fact, the discussion draft has a very limited and targeted reach. [t protects the database



33

itself, not the information or facts in a database. The focus of the discussion draft is to protect
against unauthorized distributions of a database that cause commercial harm, not to prohibit use
or extraction of information from a database. The approach of the discussion draft — relying on a
standard of “misappropriation” — is precisely the standard that was recommended by many of
those writing now expressing concern.” Theit continued opposition amply demonstrates that
they simply do not accept the conclusion that the Chairmen have both reached: that Congress

should legislate to improve the legal protection available for databases

Just as importantly, several of the letters sent opposing the discussion draft recognize that
many of their concerns have been addressed. Tn particular, the draft will not affect the day-to-
day activities of librarians, researchers, scientists, and educators or impede their ability to obtain
and use facts. The legal standards to establish liability are extremely high. This is so that only
database pirates fall within the draft's reach. The customary activities of a librarian, scientist, or
educator would not fall within the reach of this draft legislation. As an additional safety valve,
there is an additional exception in the legislation that ensures that nonprofit librariang, scientists,

or educators are not swept up by the general prohibition in the discussion draft.

Throughout the process initiated by Chairmen Sensenbrenner and Tauzin we have stated
our intention to get narrowly targeted and meaningful legislation that addresses the problem of

database piracy while also addressing the legitimate concerns of the database user community.

2 Tna paper submitled lo the two Commitiees in $pring 2001 groups representing various librarics and universitics
and industry stakcholders that participated in the database protection discussions and negotiations initiated by the
two Committee Chairmen in March 2001 acknowledged that they “would support a true misappropriation bill  for
example, one which closely follows the historic standards laid out in NBA v. Motorola  which would be
constitutional and would not stifle innovation, would not impede scientific progress, and would not ultimately hurt
the growth of exciling new database products.”
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To the extent that the opponents believe that the draft falls short of this goal, we continue to
stand ready to address those concerns in exchange for their support for this important piece of
legislation and their recognition that the bill must recognize database thefts that result in
noncompetitive harms and address other concerns of the database publishing community on

several of the provisions, including preemption of state laws.

We look forward to working with the Congress and the other stakeholders to achieve a
legislative solution that eliminates the unfairness we discussed today. Thank you again for all
your work on these very complex issues that have arisen before the two Subcommittees and
thank you for your commitment and work to address our concerns in this area. T will be happy to

answer any questions.
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APPENDIX

THE

ORTCOMINGS OF EXISTING LAW

(1) Copyright Law: Copyright law does not provide adequate protection for most
databases. Copyright law does not prevent a person from taking the non-copyrightable contents
of a database, repackaging or reformatting those contents, and distributing the “new” database.
As set forth in the Supreme Court decision of Feisr Publications v. Rural Telephone Service Co.,
499 U.S. 340 (1991), copyright law only protects a compilation (i.e., a database) if there is
sufficient creativity in the selection, arrangement or coordination of the compilation. Most of the
characteristics that make a database valuable and user-friendly—its comprehensiveness and its
logical order (whether alphabetical in print products or random in electronic products)—are

routinely deemed to invalve no "creative” selection, arrangement or coordination by the courts.®

* Prime examples of why copyright law docs not protect most databases can be found in:

Warren Publishing, Inc. v. Microdos Data Corp., 115 F.3d 1509 {11th Cir. 1997) vacating 67 F.3d 276
(11th Cir. 1993). In this case the Lleventh Circuit reversed the district court's order pranting an injunction against
defendant Microdos Data for copyright infringement of plainti['s compilation - a dircctory of information on U.S.
cable television ms. Plaintiff's database contained exten: information on cable systems. The entrics were
arranged state by state in alphabetical order, and within each state, all of the communities receiving cable television
services were also listed alphabetically. Plaintiff collected and arranged all of the information about cable systems
by selecting the principal community served by a particular cable operator and then cross-referencing additional
communities o the principal communily listing. Delendant copied plaintifCs directory into its soltware package.
I'hat soliwarc package allowed users (o rearrange the data in a format ol their choosing and to construct scarches of
the databasc.

The Fleventh Cirenit found that the plaintift's selection of cable systems contained in its database did not
meet the originality requirement under copyright law because the database included all cable systems and, thus,
there was no creativily in the selection of what systems were included in the database. In elfeet, the plainull could
not prevail because ils database was comprehensive. Sinee the defendant's software Tell the arrangement of the
system up to the user, even if the court had held the arrangement of the data to be copyrightable (which was unlikely
because the data was arranged in alphabetical order), there could not have been a copyright infringement because the
defendant did not copy the arrangement,

Mid America Title Co. v. Kirk, 39 F.3d 719 (7th Cir. 1995). Mid America, a company that produces
compiladons ol land title data, sucd James Kirk [or copyright infringement alter it discoverced that Kirk had copicd

11
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For example, (i) if a database includes all the facts on a given topic, the court will hold that there
is no creativity in the selection because every item in that universe was selected, (ii) if a database
is arranged in an order that is logical and useful to the user, the court will hold that there is no
creativity in the arrangement because the order is typical; and (iii) if an electronic database is in
random order and arranged by the user according to parameters established by the user, the court
will hold that there is no creativity in the arrangement because there is no arrangement at all.
Therefore, the more useful, complete, and up-to-date a database is (i.¢., the qualities that benefit

database users the most), the less likely it is to be protected by copyright.

Even when courts find that a database containg elements of selection, arrangement or
coordination that are creative enough to warrant copyright protection, the scope of protection
afforded has been extremely narrow. For instance, the usual standard for determining copyright
infringement is whether there is "substantial similarity” between the allegedly infringing work
and the copyrighted work. However, where databases are involved, the standard is heightened to

a "virtually identical” standard. That standard has led many courts to hold that a copyrighted

one of its compilations. The district court held that neither the selection nor the arrangement of the Mid America
database was sufficiently creative to qualify for copyright protection and thus, there was no copyright infringement.
The appellate court agreed, expressly acknowledging that the large "amounts of time and effort which Mid America
invested in order to gather and report such information [was] irrelevant."

Skinder-Strauss Assocs. v. Massachusetts Contimdng Legad fidu., Inc., 914 I'. Supp. 665 (D. Mass. 1995).
Skinder-Sirauss Associales, the publisher ol the Massachusclls Lawyer Diary and Manual, known as the "Red
Book," sued its compelitor MC: which publishes the Magsachuselis T.epal Directory, known as the "Ilue Book,"
for copyright infringement and unfair and deceptive trade practices under Magsachusetts law, Tn creating its
directory, the plaintiff listed actively practicing Massachusetts attormneys and judges alphabetically and by
jurisdiction. The court found that such arrangement by geography and selection by active bar membership was
lypical for any attempl to compile a legal dircctory for a cerlain service arca." Consequently, the courl found that
the plaintift "did not even exercise a minimal degree of creativity...." and that the directory lacked the requisite
originality to be protected by copyright. Moreover, the court held that even though "most of the listings published in
the Red Book also appear in the Blue Book” (including the fictitious names ( eeds) planted by the plaintitf), the
plaintiff's database was not copyrightable; and thus, there could be no copyright violation. In addition, the court
held that plaintill’s claims for unlair and deceptive rade practices were preempled by copyright law.
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database is not infringed even when the differences between the original database and the copied
database are trivial. Courts have also ruled that no infringement occurs when any elements of
selection, coordination, or arrangement of the database that was copied did not constitute
creative authorship. Accordingly, while some databases may receive copyright protection in

theory, in practice the scope of this protection has proven to be minimal.*

It has been suggested that Section 1201 of the U.S. Copyright Act would provide a
sufficient remedy against database piracy. There is no legal or factual support for this
conclusion. Section 1201 was enacted as part of the Digital Millennium Copyright Act
(DMCA). Tt prohibits both the act of circumventing technological protection measures to gain
unauthorized access to copyrighted works and the trafficking in any anticircumvention tools that
permit unauthorized access. This provision does not come remotely close to addressing the real
problem of database piracy because, most significantly, it only applies when the underlying work

that is protected by the technological safeguard is a copyrighted work. As noted above, many

* One example of this oceurred in EPM Communications Inc. v. Notara Inc., 56 U.S.P.Q.2d 1144 (STIN.Y. 2000),
where the U.S, District Court for the Southem District of New York found insufficient evidence of similarity to
issue a preliminary injunction against a website accused of infringing a printed compilation of licensing sources.
LPM Communications loc. sued Notara Lne. (or copyright infringement, alleging that Notara copied substantial
portions ofits "Ticensing T.ctier Sourccbooks” in Notara's www.notara.net website, Citing the Telst decision, the
court found at the outset that EPM's Sourcchooks were entitled to copyright protection as factual compilations
because their creation required the selection of businesses of interest to persons involved in Ticensing. That selection
and subsequent arrangement, when viewed in the aggregate, was sufficiently original to be copyrightable.

As o inlringement, however, the court denied the plaintifl's request for a preliminary injunciion even alter
acknowledging that Notara copicd filty-live percemt (55%) ol the listings in LPM's Sourccbook. The court
explained that comparison ol a printed compilation and an clectronic data base was diflicult because the
arrangement of the printed compilation could not be pereeived in the electronic database unless someone uses (he
computer "to re -arrange the |database | material into the | Sourcebook| copyright holder's arrangement.”

Another recent example of this occurred in Schoolhouse Inc. v. Anderson, 2002 U.S. App. LTXIS 63 (8th
ir, 2002). Schoolhouse publishes a magazine marketed to prospective home buyers. The magazine features tables
of information on area public and private schools. On January 9th, 2002, the U.S. Court of Appeals for the Eighth
Circnit held that defendant’s copying and posting of approximately 74%-87% of plaintiff's database of school
information on its website did not infringe the plaintiff’s copyright in the selection and arrangement of its database.
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databases are not protected by copyright and, therefore, could not receive the protections
afforded by Section 1201. In sum, the same problems that exist with regard to protecting
databases under copyright apply to database providers seeking to assert claims under Section
1201. In fact, those difficulties are elevated in a Section 1201 claim because not only does the
database producer have to successfully leap the hurdle of proving that the database was protected
by copyright, but also must prove that a technical measure was circumvented in violation of the
criteria set forth in Section 1201. In addition, section 1201 provides no remedy against a person
who distributes a pirated database that was received from a person who circumvented a technical

measure to get it.

Furthermore, access control measures protected under the DMCA, like other technology-
based solutions, are, at best, only a partial solution. Technical measures do not work at all where
the database is in nonelectronic form, such as classified ads in print newspapers, or directories,
such as the McGraw-Hill Companies' World Aviation directory. Similarly, it would not apply to
Tnternet companies, such as eBay. Reed-Elsevier and ExpertPages.com, that elect to allow their
customers and users to have open access to some or all of their databases. So, while

technological protections may be useful in some business models, in many others they are not.

(2) State Misappropriation Law: State misappropriation law does not provide
meaningful national protection to databases. First, each state’s misappropriation law -- which is
usually a common law doctrine -- is different. [n the Internet environment this proves

problematic. For example, when a company makes its database available over the Tnternet,

Ihe court found that, although the defendant admitted to copying the database, much of what was copied was
attributable to an incvitable selection and obvious arrangement of topics that lacked copyrightable originality.

14
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should it prevent persons from states without misappropriation laws or with inadequate
misappropriation laws from accessing its database? Even if it wanted to prevent such access,

how would it do so? National uniformity is clearly needed in this area.

Second, many state misappropriation laws are restricted to “hot news”. Under these
regimes, a database might be protected if it contains "hot news," but only for a short period of
time, such as the first fifteen minutes after its inception. The great majority of databases,

however, have a value long after the fifteen minutes have expired.

Third, because state misappropriation laws are largely common law, many courts have
held their respective state's misappropriation laws to be presmpted by federal copyright law.”

Thus, there must be federal legislation that addresses the misappropriation of databases.

(3) State Trespass Law: State trespass law provides a remedy against database piracy

only in the rarest of cases.® A significant limitation on state trespass claims is that they do not

® Another example of database piracy for which a misappropriation claim (and several other state claims) proved
iling oceurred in Information Handling Services, Inc. v. LRP Publications, 54 U.S.P.Q.2d 1571 (ED. Pa. April
18, 2000), 2000 Copr. T.. Dec. P28,177 (E.D. Pa. Sept. 20, 2000). Tnformation TTandling Services (ITT8), a company
that creates value-added databases of publicly available government information, brought the action when it found
that LRP had copied its product and produced a less expensive alternative. Consequently, 1118 "sullered significant
losses." As arcsult, 1HS sucd on several theories, including violations ol statc unfair competition laws,
misappropriation laws, and wrade sceret laws. However, the District Court for the Lastern District of Pennsylvania
held that cach of these state law claims, excepl for the contract claims, were preempiced by the Copyright Act. To
addition, the court expressed doubt that the contract was enforeeable, but because the court was merely deciding a
motion to dismiss, it determined that the ultimate enforceability of the contract did not need to be decided. See also
Ticketmaster v. Tickets.com, discussed below, and Lowry's Reports, Inc. v. Legg Mason, Inc. 186 1. Supp. 2d 592
(1. Md. 2002), in which T.cgg Mason employees posted a single subscription email reporl Lo a company intranct and
distributed the report internally, 4 federal court in Maryland held that T.owry’s hot news misappropriation claim was
preempted by copyright law. The court stated that ““|f|ree-riding’ ..., the only element that constitutes a wrongful
act, seems indistinguishable from the right to reproduce, perform, distribute or display o work. The other elements
do not describe any behavior at all. The cost of generating the information, its time sensitivity, and direct
competition between the parties merely deline pre-existing conditions; the (hreat (o the plaintif’s business merely

“identifics a consequence ol the act of “[rec-riding”.
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apply to non-electronic databases or databases distributed on CD-ROM. Also, trespass claims
will likely only be successful where a plaintiff can prove server or network damage. Most

database publishers are not likely to be able to prove this.”

Tn addition, because of the novelty of applying state trespass claims to the Tnternet, there
is no guarantee that other states will interpret these claims the same way that the district courts in
California and New York did. As in other cases of reliance on state law, there are substantial
variations among states, and national uniformity is needed. Once again, this highlights the need

for a uniform federal law providing meaningful database protection.

¢ See LBay v. Bidder's Edge, 100 1°. Supp. 2d 1058 (N.D. Ca. 2000). Unlike real-time aggregators, which merely
scarch the relevant web sile pursuant 1o a search request, Bidder's Lidge (BLY) copicd cBay's entire databas
cmploying automated data extraction tools, called “web crawlers,” “robols,” or “spiders™ (o extract eBay auction
listings lor posting on BT sile. cBay brought several ¢laims against BT, including a trespass claim under
California law. The court agreed with eBay's trespass claim, holding that, it BE’s crawling activities were allowed
to contimue unchecked, it would encourage other auction aggregators to engage in similar \cardlmg activities. The
cumulative effect caused i y ing fe
gaps in service crash altogether (despite the fact that B present act vere found to have a minimally
detrimental effect on eBay's site). As evidenced in other court cases since this decision, the eBay decision has no
dpp]lLdbllm to most of the databases on the market. Tt applies only to those companies that find their services

“crawled” by electronic agents to such a magnitude that the hosting system or network may beconie overburdened.
It also important 1o note that the injunction issued in this case: (1) does not prevent the pirate [rom distribuling the
information it extracted, (2) docs not apply outside the siate ol California, and (3) docs not protcet databasc
publishers who distribute their databases on printed materials, CD-ROMSs, or other traditional media. Sce also,
Register.com v. Verio, 126 T.Supp.2d 238 {S.DIN.Y. 2000), on appeal.

7 The limitations on a trespass claim can be seen in the case of Ticketmaster v. Tickets.com, 2000 WT. 1887522
(C.I. Cal. August 10, 2000); 2001 WT, 51509 (9th Cir. Jan 8, 2001); 2003 Cop. T.. Dec. P. 28,607 (C.T). Cal. March
The lacts arc as lollows: Tickets.com established a deep link to the concert information located on
Ticketmaster's web site,. When Ticketmaster became aware of the deep link, Ticketmaster sued Tickets.com under
various claims based on the unauthorized deep linking. After the court ruled against Ticketmaster, Ticketmaster
implemented technology which prevented deep-linking to its concert listings.  Tickets.com thereafter found a way to
circumvent this technology by using "spiders” or web crawlers to copy Ticketmaster's intemnal web pages, extract the
concert information (such as the date, price, lime, venue, and band playing) and post it on Tickels.com's web sile in
a different format. Ticketmaster then sued Tickets.com [or copyright infringement, breach of contract,
misappropriation and wespass. None of these claims were successful and no injunction was issued. With regard to
the trespass claim, the court found thal the facts presented by Ticketmaster were Lom]u,llmglv different from l]\ObC
offered by eBay in its i inst Bidder's Edge. Unlike the situation in the Bidder's Fd. i
could not "present the specture |sic| of dozens or more parasites joining the fray." Ticketmaster subsequently Imt its

Mr. SMITH. Mr. Wulf.

STATEMENT OF WILLIAM WULF, PRESIDENT, NATIONAL ACAD-
EMY OF ENGINEERING AND VICE CHAIRMAN, NATIONAL RE-
SEARCH COUNCIL

Mr. WuLF. Thank you, Mr. Chairman. Like my predecessors
here, I am very grateful to have the opportunity to testify on this
important legislation today. I should clarify that I am testifying on
behalf of the U.S. National Academies. That is The Academy of
Sciences, The Academy of Engineering, and institute of Medicine,
but also on Behalf of the Association of American Universities, the
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1b&merican Library Association and the Association of Research Li-
raries.

The proposed legislation concerns a topic about which the sci-
entific research, education and library communities have had an
abiding and continuing concern. For all of those communities, the
free and open sharing of information is essential for progress, and
that progress is in large measure responsible for our quality—you
are improving quality of life. It is estimated that one half of our
GDP growth is due to advances in science and technology. It is esti-
mated that two-thirds of our productivity growth, the real source
of wealth creation, is due to advances in science and technology.

A hundred years ago this year, the Wright brothers flew the first
heavier-than-air aircraft. A hundred years ago this year, Henry
Ford opened his mass production plant making affordable auto-
mobiles available to all of us. A hundred years ago this year, the
average life expectancy of an American was 46. It is now 77 an in-
crease of 31 years.

On the light side, I suppose it is interesting to speculate how
many of us in this room would be here if it weren’t for those ad-
vances in science and technology.

On the serious side, my point is that this is a system that one
tampers with very carefully. An unintended consequence of well-in-
tended legislation on the free and open sharing of information
could have enormous implications on our prosperity, our health and
indeed on our national security.

I would just like to make a few points about the draft legislation.
First of all, I want to acknowledge that, in fact, the draft has a
number of significant improvements, and we are very grateful for
that. I must admit that my own analysis is incomplete, but I be-
lieve that there are also still problems and ambiguities, some of
which are in my written testimony. As a consequence, the Academy
has remained committed to being helpful in producing a balanced
and fair bill, assuming that one is deemed necessary.

The key I think is that there are several principles that ought
to inform the process of crafting any new legislation in this area,
an(il I would like to focus the rest of my testimony on those prin-
ciples.

The first is that the public domain status of factual noncopy-
rightable information must be preserved. Any new protection re-
gime should leave a wide buffer zone to ensure that factual infor-
mation will not be subjected to proprietary claims.

Two, only significant problems of unfair competition in market
failure that have been proven should be addressed. And negative
unintended consequences must be avoided.

Three, a reasonable balance of interest among the stakeholders
in an information economy should be maintained. Congress should
proceed cautiously in creating new protection regimes, because
once created, a new protection regime is virtually impossible to dis-
mantle.

Four, healthy competition in the information industry needs to
be promoted, while the further strengthening of unwarranted mo-
nopolies should be avoided.

Five, exclusive control by private parties over information in
databases produced by the Government must be prevented.
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Six, new protection regimes should not create any doubt or con-
troversy about the lawfulness of traditional and customary access
to and use of factual information for not-for-profit science, research
and education, effective exceptions must be adopted.

And finely, the important role and function of our Nation’s librar-
ies must not be undermined.

Before concluding, let me note that there is little evidence, as far
as I can tell, since the last time we testified on this issue that data-
bases or other collections of information are routinely stolen or that
there is a significant market failure in the information industry for
such products.

Indeed, database producers have already enjoy a broad range of
legal technological and self-help methods, many of which have been
further strengthened in recent years, that protect the fruits of their
investment.

Nevertheless, the academies and the other organizations rep-
resented in this testimony remain committed to playing a construc-
tive role in helping Congress to consider the issues of database pro-
tection in a way that is consistent with the principles I have identi-
fied above. Thank you.

Mr. SMITH. Thank you, Mr. Wulf. And thank you all for your
very strong testimony today.

[The prepared statement of Mr. Wulf follows:]

PREPARED STATEMENT OF WM. A. WULF
INTRODUCTION

My name is Bill Wulf. I have been asked to testify on behalf of the U.S. National
Academy of Sciences, the National Academy of Engineering, and the Institute of
Medicine (the “Academies”). As you know, the three Academies were chartered by
Congress to provide advice to the federal government and to the nation on scientific,
technical, and medical issues. My testimony is also being given on behalf of the As-
sociation of American Universities, the American Library Association, and the Asso-
ciation of Research Libraries.

I am grateful to have the opportunity to testify to you today about the draft legis-
lation called the “Database and Collections of Information Misappropriation Act of
2003.” This proposed legislation concerns a topic about which the scientific, re-
search, education, and library communities have had an abiding interest and con-
tinuing concerns. Indeed, this is the third time that the Academies have testified
on congressional legislation in this area since 1997, and both the Academies and
their operating arm, the National Research Council (NRC), have published exten-
sively on these issues over the past seven years. A list of recent relevant NRC re-
ports and my biographical summary are provided at the end of this statement. Cop-
ies of the referenced NRC reports, as well as the Academies’ previous testimony, let-
ters to Congress, and background analyses that we have written on previous
versions of this legislation, are available on request.

Although I am authorized to speak only on behalf of the organizations that I rep-
resent here today, the issues I wish to raise with you pertain broadly to our nation’s
scientific, research, education, and library concerns. And although I do not address
directly the important issues raised by this legislation for the commercial sector,
which are the focus of other testimony before you, my remarks are cognizant of the
broader implications to our nation’s economic and social progress.

My testimony makes the following points, which build on our previous analyses:

P> As a matter of public policy, there are several key principles that must in-
form the process of crafting any new legislation in this area, including the
following:

1) The public-domain status of factual, non-copyrightable information must
be preserved, and any new protection regime should leave a wide buffer
zone to ensure that factual information will not be subjected to propri-
etary claims.
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2) Only significant problems of unfair competition and market failure that
have been proven should be addressed, and negative unintended con-
sequences must be avoided.

A reasonable balance of interests among all stakeholders in the informa-
tion economy should be maintained. Congress should proceed cautiously
in creating new protection regimes, because once created, a new protec-
tion regime is virtually impossible to dismantle.

Healthy competition in the information industry needs to be promoted,
while the further strengthening of unwarranted monopolies should be
avoided.

Exclusive control, either de jure or de facto, by private parties over infor-
mation and databases produced by the government must be prevented.

6) New protection regimes should not create any doubt or controversy
about the lawfulness of traditional and customary access to and use of
factual information for not-for-profit science, research, and education. Ef-
fective exceptions must be adopted.

7) The important role and functions of our nation’s libraries must not be
undermined.
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P> The draft legislation includes a number of improvements over previous
versions of this legislation that have been introduced by the House Com-
mittee on the Judiciary since 1996.

P> There are still major problems and ambiguities in the current draft bill that
can and should be addressed, assuming that the creation of a new statutory
remedy is still deemed necessary.

P> The Academies and the other organizations represented in this testimony
remain committed to playing a constructive role in helping Congress to con-
sider the issues of database protection in a way that is consistent with the
principles identified in this testimony and that avoids negative unintended
consequences.

A. KEY PRINCIPLES

1) The public-domain status of factual, non-copyrightable information must
be preserved, and any new protection regime should leave a wide buffer
zone to ensure that factual information will not be subjected to propri-
etary claims.

As we have noted in previous testimony on this issue, access to and use of factual
data in the public domain is essential to furthering our understanding of nature,
to the validation of scientific claims, and to the progress of science and our nation’s
system of innovation. The advent of digital technologies for collecting, processing,
storing, and transmitting data has led to an exponential increase in the size and
number of databases created and used. A hallmark trait of modern research is to
obtain and use dozens or even hundreds of databases, extracting and merging por-
tions of each to create new databases and new sources for knowledge and innova-
tion.

Not only researchers and educators, but all citizens with access to computers and
networks, constantly create new databases and information products for both com-
mercial and noncommercial applications by extracting and recombining public-do-
main data and information from multiple sources. The rapid and continuous syn-
thesis of disparate data by all segments of our society is one of the defining charac-
teristics of the information age. Moreover, the serendipitous nature of research and
the need of scientists and others to make transformative uses of non-copyrightable
facts are such that one cannot predict when or how a database will be used. The
ability of individuals and organizations to use information in a wide variety of inno-
vative ways is also a measure of success of the original data-collection efforts.

Society uses the fruits of such research and innovation to expand the world’s base
of knowledge and applies that knowledge in myriad downstream applications to cre-
ate new wealth and to enhance the public welfare. Indeed, the policy of the United
States has been to support a vibrant research enterprise and to assure that its pro-
ductivity is exploited for national gain. Thus, freedom of inquiry, the availability of
scientific and other factual data in the public domain, and the open publication of
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results are cornerstones of our research system that U.S. law and tradition have
long upheld.

The results of these wise policies have been spectacular. For many decades, the
United States has been the leader in the collection and dissemination of scientific
and technical data and in the discovery and creation of new knowledge. Our nation
has used that knowledge more effectively than any other nation to support new in-
dustries and applications, such as the biotechnology industry and the discovery of
new diagnostics and cures for hereditary and other diseases.

In addition to the critical importance to our progress in science and innovation
for factual information to remain in the public domain, it also is essential for many
other compelling American values and needs, including 1st Amendment rights of
freedom of expression, the promotion of the information economy, democracy and
good governance, and other public- interest uses by consumers and society generally.

Because of the overriding importance of non-copyrightable factual information re-
maining in the public domain, any new legislation in this area must be limited to
remedying unfair conduct in commerce rather than extending any exclusive property
rights in the factual information itself.

Where there is uncertainty or doubt about the effect of potential new legislation,
Congress should be careful to err on the side of caution. When the subject matter
consists of the fundamental building blocks of knowledge, science and expression,
the cost of over-protection far exceeds the cost of under-protection.

2) Only significant problems of unfair competition and market failure that
have been proven should be addressed, and negative unintended con-
sequences must be avoided.

Proponents of new database protection legislation have long argued that the mis-
appropriation of databases is a major problem in the U.S. information industry and
that existing methods of protection and remedies are inadequate. We find both as-
sertions to be of increasingly dubious validity.

There is little evidence since the last time we testified on this issue before Con-
gress that databases or other collections of information are routinely stolen or that
there is massive market failure in the information industry. Indeed, database pro-
ducers already enjoy a broad range of legal, technological, and self-help methods-
many of which have been further strengthened in recent years-that protect the
fruits of their investments. Available legal remedies at the federal level include tra-
ditional copyright law, new rights to prevent the circumvention of technological pro-
tection measures granted under the Digital Millennium Copyright Act, and the new
Computer Fraud and Abuse Act. Under state law, many jurisdictions have a com-
mon law prohibition against misappropriation of “hot news,” and a claim for tres-
pass to chattels to protect databases.

Contracts and licenses are now used universally by database owners to make
their products available under a range of custom-tailored, restrictive conditions.
Technologies that protect digital databases and help enforce the existing statutory
and contractual rights of owners are constantly being refined and strengthened, in-
cluding such methods as encryption, online database access controls, software and
hardware based trusted systems, and digital object identifiers and electronic water-
marks. Indeed, these contracts and technologies are increasingly employed to limit
uses of data and information that would otherwise be permitted by law. Congress
should carefully monitor their use and consider whether limits on their use are
needed to preserve the balance between access to and use of factual information and
the incentives to invest in the collection of such information, both of which are es-
sential to the vigorous growth of science and knowledge.

Finally, market based protections of databases through self-help business prac-
tices such as frequent updating and customizing can help make misappropriation
less effective. Taken together, these database protection methods have helped make
the commercial database market expand successfully in the United States.

The Academies, the Association of American Universities, the American Library
Association, and the Association of Research Libraries nonetheless are committed to
playing a constructive role in helping Congress to consider the issues of database
protection in a way that is consistent with the principles identified in this testimony
and avoids unintended negative consequences. The National Research Council re-
ports referenced at the end of this testimony analyze the far- reaching negative im-
plications to research and innovation that could result from legislation that is overly
protective of data and non-copyrightable factual information.

3) A reasonable balance of interests among all stakeholders in the informa-
tion economy should be maintained. Congress should proceed cautiously
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in creating new protection regimes, because once created, a new protec-
tion regime is virtually impossible to dismantle.

It is essential to consider fully and to promote a healthy balance of the interests
of all the stakeholders in the information economy and society, including the general
public. The trend in recent years has been to increase the breadth, depth, and
length of all types of intellectual property protection. The creation of any new statu-
tory rights, particularly for subject matter as sensitive as non-copyrightable factual
information, must be done in full cognizance of the interaction of these rights with
other parallel rights conferred by other statutes to avoid negative synergistic effects.
In this regard, a major concern for the research community, as discussed further
below, are the potential negative effects on access to and use of databases from un-
bridled, highly restrictive licensing practices, especially through increasingly legiti-
mized adhesion contracts (e.g., shrink-wrap and click-on licenses), in concert with
any additional new statutory rights in databases.

Further, history has demonstrated that once granted, intellectual property rights
are rarely, if ever, reduced or limited. Thus, if there is uncertainty about the effect
of any proposed new protection, it is important err on the side of caution and the
preservation of the status quo.

4) Healthy competition in the information industry needs to be promoted,
while the further strengthening of unwarranted monopolies should be
avoided.

The promotion of competition is primarily an economic issue of direct interest to
our colleagues in industry, but the benefits of competitive prices and increased qual-
ity accrue to the public. It is important, nonetheless, to emphasize that a preponder-
ance of scientific databases are produced by sole sources, whether in the public or
the private sector. For example, the vast majority of observational data sets of phe-
nomena in the natural world, as well as all unique historical factual compilations,
can never be recreated independently and are therefore frequently available only
from a single, original source. In other cases, scientific databases are de facto
unique natural monopolies because the cost of producing the data and the potential
market are such that the economics will not support multiple sources. Even when
data that are similar, but not identical, to original research results or observations
are available for use in non-technical applications, researchers and educators are
unlikely to consider an inexact replica of a database to be a suitable substitute if
it does not meet fully the original specifications. For this reason, scientific databases
are particularly prone to monopoly control. Any new legislation therefore must not
enhance the market power of sole-source providers in any segment of the informa-
tion industry without adequate public-interest safeguards.

5) Exclusive control, either de jure or de facto, by private parties over infor-
mation and databases produced by the government must be prevented.

Consistent with principle #1 above, the public domain status of governmental
databases and other information products is a key factor for the success of our na-
tion’s research enterprise, as well as for other compelling national values and inter-
ests. Legislation that confers new rights on the private sector must fully exempt
government databases from the scope of protection and avoid the possibility of ex-
clusive capture by private-sector entities.

6) New protection regimes should not create any doubt or controversy
about the lawfulness of traditional and customary access to and use of
factual information for not-for-profit science, research, and education. Ef-
fective exceptions must be adopted.

Also in keeping with principle #1 above, it is important to provide clear immunity
for customary non-commercial scientific, research, and educational uses from the
scope of a database protection statute. Non-profit institutions should not be required
to have expert intellectual property counsel looking over the shoulder of every sci-
entist and scholar. Customary activities should not be chilled. Because in the case
of databases, facts themselves are at issue, the legislation should include an express
presumption that such customary uses are exempt from liability and the burden of
proof on the plaintiff of demonstrating a violation should be heightened.

7) The important role and functions of our nation’s libraries must not be
undermined.

Libraries traditionally have served the important public-interest function of pro-
viding access to information to our nation’s citizens, and performed essential preser-
vation and archiving activities. Any new rights conferred by new legislation on data-
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base owners must not undermine the libraries’ ability to continue its role as public-
interest intermediary for the access to and preservation of factual information re-
sources.

B. PRELIMINARY COMMENTS ON THE DRAFT LEGISLATION

We have not had sufficient opportunity to analyze comprehensively the draft
“Database and Collections of Information Misappropriation Act of 2003.” The issues
and competing interests in this legislation are complex and difficult to reconcile. Al-
though the process has been long and difficult, we believe that it has led to a deeper
understanding of the issues, which was so palpably lacking when the first legislative
proposal, based on the European Union’s database directive, was introduced in 1996.
It also has demonstrated the inherent problems with introducing any new rights in
this Constitutionally sensitive area and the importance of addressing adequately the
competing legitimate interests of the many stakeholders in the information econ-
omy, not only the economic interests of the originators of commercial databases.

Our preliminary analysis of this new version of the legislation is consistent with
the views expressed by the major university organizations in the September 9, 2003
letter from Nils Hasselmo, President of the Association of American Universities, to
the two cognizant Committee Chairmen. We conclude that although improvements
have been made over the previous legislative proposals introduced by the Committee
on the Judiciary, very significant problems still remain to be resolved. Moreover, the
current draft contains a number of new provisions whose intent and impact are am-
biguous and which could have serious unintended consequences for the research and
education enterprise.

We appreciate, in particular, several improvements that have been made in re-
sponse to the concerns expressed earlier by the Academies and other parties to this
process. The move toward a standard of hability grounded more in unfair competi-
tion law and the elimination of some of the most unacceptable aspects of previous
versions of the Committee on the Judiciary’s proposed statutes, are certainly wel-
come. Among the specific improvements that we see are the elimination of quali-
tative substantiality, the effort to tie liability to direct competition in the same mar-
ket as the existing database, the adoption of a knowledge requirement as a condi-
tion of liability, and a limitation to databases that require substantial effort to de-
velop. The elimination of criminal penalties and the explicit recognition of the doc-
trine of misuse as a limiting factor on lawsuits are also positive developments.

Although the discussion draft addresses some of the concerns we identified pre-
viously, many serious problems remain nonetheless, while new ambiguities have
been introduced by the recent changes. We note here only the issues of greatest con-
cern to the scientific, research, education, and library communities, consistent with
the principles articulated above, and also incorporate by reference the additional
concerns expressed in the September 9 letter from Nils Hasselmo. In particular:

P With regard to the liability standard, the discussion draft could confer per-
petual ownership rights in a wide variety of data by virtue of protecting in-
vestment based on open-ended maintenance of a database. In addition, the
concept of “making available to others” appears to be overly broad, posing
a threat to customary collaborative work within or among universities and
research institutions. Moreover, a minimal amount of harm-even one lost
sale or a single lost source of data-could lead to a finding of liability and
to a chilling of the use of public-domain factual information, contrary to the
values articulated under principle #1 above.

P> The exception for educational, scientific, and research institutions applies
only if the institutions are nonprofit and their “making available” is for non-
profit purposes. This would discourage joint research and development ac-
tivities between nonprofit institutions and corporations. Especially troubling
is that the exception can be overridden by a shrink- wrap or click-on license
and render the exception meaningless—a major concern noted under prin-
ciples #3 and 6. Any new legislation must preclude such a possibility. Fi-
nally, we continue to urge that the burden of proof of demonstrating that
customary not-for- profit scientific, research, and educational uses of factual
information are unreasonable should be a heavy one and should be borne
by the plaintiff.

P> The scope of the exclusion for government information in the discussion
draft is uncertain as well. It appears that a publisher that incorporates gov-
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ernment information in its database could prevent others from making
available that government information - even if it is not available from any
other source, contrary to principle #5.

P> By failing to address the problem of sole-source databases, the discussion
draft increases monopolists’ control over competitive uses of information.
This is of particular concern in the market for databases used in scientific
research and education, as noted under principle #4. The provision on mis-
use, which could help mitigate harmful conduct of database monopolists,
lacks any guidance for courts to determine whether misuse occurred. The
misuse provision should specifically address the issue of sole-source data-
bases. H.R. 1858 contained appropriate language in this regard.

While we believe that the Committees have made progress on this legislation, it
is clear that the current discussion draft is still not ready to be adopted and would
introduce serious problems in its present form for many stakeholders in the infor-
mation economy, including the scientific, research, educational, and library sectors.

In closing, I would like to reiterate that the Academies, and all of the organiza-
tions I represent in my testimony today, have sought to play a constructive role in
the congressional efforts to craft appropriate legislation in this complex and sen-
sitive area. We look forward to working with Congress on this issue to develop a
consensus on how best to move forward from here.

Thank you again for providing us with the opportunity to testify at this hearing.

B

Recent relevant National Research Council reports, published by the National
Academies Press and all freely available at: www.nap.edu :

The Role of Scientific and Technical Data and Information in the Public Domain
(2003)

The Digital Dilemma: Intellectual Property in the Information Age (2000)

A Question of Balance: Private Rights and the Public Interest in Scientific and
Technical Databases (1999)

Bits of Power: Issues in Global Access to Scientific Data (1997)

Mr. SMITH. At this point, I am going to turn the Chair over to
Congressman Stearns, and we will continue with the hearing.

Mr. STEARNS. I thank my colleague, and I certainly would defer
to him to start with his questions.

Mr. SMITH. Thank you, Mr. Chairman. Mr. Carson, let me direct
my first question to you, and this goes to page 8 of Mr. Wulf’s pre-
pared testimony, and he mentions several examples of serious prob-
lems with the proposed legislation, and let me read you the first
fwo and ask you to tell us why they are or are not serious prob-
ems.

Now, he says, first with regard to the liability standard the dis-
cussion draft could confer perpetual ownership rights in a wide va-
riety of data by virtue of protecting investment based on open-
ended maintenance of a database. And second, the exception for
educational, scientific and research institutions arise only if the in-
stitutions are nonprofit and their making available is for nonprofit
purposes.

D?o you consider those to be serious problems, and if not, why
not?

Mr. CARSON. We understand the concern, Mr. Chairman. How-
ever, we are not certain how serious they are in the context of this
bill. Let’s take the first one. Would this discussion draft confer per-
petual ownership rights? We don’t think so, and we don’t think so
primarily because of one of the requirements that the unauthorized
making available in commerce has to occur in a time-sensitive
manner.
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As we stated in our testimony, there is, we think, some ambi-
guity in the current draft that suggests what is meant by that. If,
as we understand, this is simply a codification of the “hot news”
doctrine, then we don’t see how there can be any conceivable prob-
lem with perpetual ownership rights. If it goes beyond “hot news,”
then we really have to give it further thought and have a clear un-
derstanding of what is meant by this time-sensitive component and
the elaboration that a court should consider the temporal value of
the information in the database within the context of the industry
sector involved. That, we think, does need some amplification and
clarification, and depending on where that leaves us, we may or
may not have some kind of problem.

On the second aspect, whether the restriction of the exception for
educational, scientific and research institutions to nonprofit institu-
tions is a problem, I guess my first reaction to that would be that
while we think it is a good thing that this legislation—this pro-
posed legislation—would have an exclusion for nonprofit edu-
cational scientific and research institutions, when you look at the
scope of the prohibitions set forth in section 3, which is clearly ad-
dressed to competitive activity which is serving as a functional
equivalent in the same market as the data base—the proprietor’s
database—it is really hard to imagine too many situations, if any,
when a nonprofit, scientific or educational research facility would
be engaging in an act which would even implicate that primary
prohibition.

So that would be the first part of my answer, and the second part
would be—we think there is a distinction between nonprofit insti-
tutions and for-profit institutions. If you are in this business for a
profit, then maybe you should be on the same playing field as any
other for-profit actors.

Mr. SMITH. Thank you, Mr. Carson.

Mr. Kupferschmid, in the appendix to your prepared testimony,
you give several examples of databases that are not currently pro-
tected by copyright law. Two of the examples you gave are the di-
rectory of information on U.S. cable television systems, and the sec-
ond was a Massachusetts lawyer diary and manual.

My question for you is why should they be protected? And my
question for Mr. Donohue and Mr. Wulf is why not?

Mr. KUPFERSCHMID. One of the cases you are talking about, War-
ren Publishing v. Microdos, was a case involving a cable directory,
and in that case Microdos came along and copied and sold the data-
base in competition with Warren, a typical case of free riding, the
exact type of situation we are trying to address here.

Since that case has come down Warren Publishing has taken
steps to try to protect themselves. What they have done is they
have now put a shrink wrap license around the cable directory, be-
cause they feel that is pretty much the only way that they can pro-
tect themselves.

I think it is quite interesting that because there is no law to pro-
tect themselves and they have taken this step, they have gotten
this directory sent back to them from libraries and from others who
do not want to adhere to the shrink wrap agreement. They won’t
open it up. So what that means is because there is no law and be-
cause Warren Publishing has had to take these steps to protect
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themselves, in essence, there is information that is not getting out
there. And that is because there is no law and they have had to
use other means to protect themselves. If there were a law, then
presumably they would not have to do that and——

Mr. SmiTH. Thank you. Mr. Donohue and Mr. Wulf, very briefly,
why shouldn’t we protect that directory and that—directory of in-
formation U.S. cable television systems and the Massachusetts law-
yer diary and manual? Why shouldn’t we protect those databases?

Mr. Donohue.

Mr. DONOHUE. I believe that there is enough law on the books
to give most companies the protection that they would need. What
we are doing here, when you think about the Internet, when you
think about the databases that are available—and there are mil-
lions of them—what we are doing here is talking not about the
facts, as my colleague said here, but about the format, how they
are put together. And certain of those things ought to be paid for.
If they are not paid for appropriately, then the law which we now
have should be used to protect those that are injured.

To put together a new piece of legislation, to run around and look
within those millions of databases for somebody that has been
harmed is—in some ways this is getting ridiculous, because we are
looking around for a problem for this solution.

Mr. SMITH. Mr. Donohue, if current law was not sufficient, would
you support legislation that would close that loophole?

Mr. DONOHUE. If I saw it and it made sense and if there was a
serious enough problem to be resolved, of course.

Mr. SMITH. Okay. Thank you, Mr. Donohue, and thank you, Mr.
Chairman.

Mr. STEARNS. I thank my colleague.

Mr. Carson, let me just follow up here a little bit with what my
colleague talked about. Now, you expressed the view that mis-
appropriation is the best approach to this issue. Right?

Mr. CARSON. That’s correct.

Mr. STEARNS. And so when you say misappropriation, you are
talking about products versus rights of facts. Is that a good inter-
pretation of what misappropriation is? In other words, you are say-
ing misappropriation as a rule could be used to say that the facts
themselves as developed could be used as property, products. No?
Why don’t you define misappropriations for me.

Mr. CARSON. No. Misappropriations—in fact on the opposite end
of the spectrum from the property right—is an aspect of unfair
competition, Mr. Chairman, and therefore the—basically the focus
of a misappropriation claim would be the act of competition, the
taking of someone else’s database and using it in competition with
them.

Mr. STEARNS. Okay. Now, in the Supreme Court International
News Service v. Associated Press, do you believe that it is necessary
for that approach to closely track the language that is in that deci-
sion?

Mr. CARSON. I don’t think it is necessary, Mr. Chairman. I think
it is probably the minimum. It is my understanding that this dis-
cussion draft, in fact, is an attempt and not a bad attempt to track
the language in the INS decision and subsequently the NBA deci-
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sion which also follows that, but it doesn’t necessarily have to be
that narrow.

Mr. STEARNS. And yet in the Supreme Court decision with Feist,
it says no copyright protection for noncreative databases no prop-
erty right. Now, does that go against what you just said?

Mr. CARSON. Not at all. It is talking about copyright. We are not
talking about copyright here. We are talking about an entirely dif-
ferent species of protection.

Mr. STEARNS. So you would agree that what the bill in tracking
the INS decision is the appropriate way to go?

Mr. CARSON. We would think that that is an appropriate way to
go, I think, is how I would put it.

Mr. STEARNS. An appropriate way.

Okay. Mr. Donohue, how do you respond to the specific example
cited by Mr. Kupferschmid of court cases that have not offered pro-
tection to databases? And we hear all the time, you know, that
there is no protection for these databases. What would be your re-
sponse that the courts are not helping out?

Mr. DoNOHUE. Well, we have a couple of examples here of legal
situations that narrowed the scope of what is protected, and there-
fore, it is seen to be not helping out. The issue here, you know, we
have gone through a phenomena over the last 10 years in this
country in the expansion of databases that are no longer held in
our hand. We look at them on the screen or we pull them off from
an electronic system. We have gone through the whole question of
taxing and how do you pay for these issues and the protection and
privacy.

This issue is so small compared to everything else, I would not
argue with you, Mr. Chairman, that you somewhere can find some-
one that was injured; but the preponderance of evidence is that the
benefits far outweigh the loss in terms of what is happening with
this valuable information without intentionally injuring anybody’s
economic well-being. What is the benefit for our society versus—
and you have to ask a question, why do we really want this legisla-
tion? Do we want it because every day people have economic loss
or intellectual property loss? Or do we want it because certain peo-
ple are looking for a way to perhaps capture information for their
own economic gain? And I am not suggesting that that is the only
interest here.

What I am suggesting is that our members, AT&T and Yahoo
and Bloomberg and Schwab and people that maintain extraor-
dinary databases are saying, Tom, we are not being injured. We
don’t really think this legislation is going to help. And what it is
going to be is a retirement opportunity for certain class action or
mass action or straight-action lawyers. We don’t need this type of
new legislation, because we don’t have a problem to fix.

I wouldn’t argue, though, Mr. Chairman, that a very smart guy
from a good organization that it itself is divided on this issue can’t
find an exception or a circumstance where somebody was injured.

Mr. STEARNS. My time has expired. You probably could have
touched on the fact that the bill allows for quadruple damages.

Mr. DONOHUE. I said that in my testimony.

Mr. STEARNS. Okay.

Mr. Berman.
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Mr. BERMAN. Thank you, Mr. Chairman. Just to clarify, Mr.
Donohue, you are not saying that there is something inherently
wrong when people try to capture information for their economic
gain, are you?

Mr. DONOHUE. No. As a matter of fact, that is what I represent
on a fair and equitable way without disadvantaging others through
the use of the Government.

Mr. BERMAN. Mr. Carson, the ACLU writes in opposition to the
draft legislation they raise first amendment concerns, which I
think the Committees should appropriately—should consider and
give way to, but they also state that the copyright clause of the
Constitution stands as an affirmative bar to protection of
unoriginal compilations of facts and that therefore the draft bill
violates the copyright clause. While Chairman Stearns didn’t quite
say that in his opening statement, he came pretty close to saying
that. What does the Copyright Office think of this assertion that
the copyright clause of the Constitution prevents Congress from
protecting facts and that the bill attempts to evade an important
Congressional limitation on—constitutional limitation on Congres-
sional power?

Mr. CARSON. Mr. Berman, clearly the copyright clause prevents
Congress from protecting facts through the vehicle of the copyright
laws, and there is a pretty good argument that the copyright clause
might as well prevent Congress from protecting databases through
conferring a property right that is essentially the same as a copy-
right on database producers; but the copyright clause does not
speak to Congress’s power under the commerce clause to regulate
competition in this industry if what the legislation is in fact regu-
lating is that competition and is not conferring exclusive rights,
which is the copyright package and which is what the copyright
clause, in fact, addresses.

Mr. BERMAN. Thank you.

Dr. Wulf, you argue that new database legislation is unnecessary
because the DMCA copyright laws, trespass actions and contracts
provide database producers with adequate protection, yet many of
the organizations that you represent today advocate in other con-
texts rolling back the DMCA, weakening copyright law and placing
Government limitations on the freedom to contract in the form of
compulsory licenses and things like that.

Isn’t there an inconsistency between these positions? The organi-
zations you represent appear to be proposing that we take away
the very protections that they assert through you, provide adequate
protection to database creators. Will they support strong database
legislation if they succeed in rolling back protection in these other
areas?

Mr. WULF. I think inflating the two issues is probably a mistake.
You are absolutely right, there are organizations which have dif-
fering views from my own on some of these issues. I happen to
have been an entrepreneur who spun out from a university and
started a software company and intellectual property rights in soft-
ware which is very much a gut issue for me.

Mr. BERMAN. I don’t think I inflated the two issues. I think the
organization you represent has.



52

Mr. WULF. I am representing those organizations with respect to
this particular bill and not with respect to everything that they
have ever said or done.

Look, I think the essential point here is—and by the way, you
probably know that in earlier testimony we said—we, the acad-
emies, not everybody I represent here, said that we thought there
was potentially a gap that needs to be filled. Things have happened
since then. We need to now, I think, stand back very carefully and
ask whether the things that have happened, like the Digital Mil-
lennium Copyright Act, have closed that gap to the point where
this legislation is no longer needed. I was not advocating not doing
it. I am advocating taking a very careful look.

Mr. BERMAN. At whether or not the DMC

Mr. WuLF. Whether that gap still exists.

Mr. BERMAN. And if it doesn’t, it is because the Digital Millen-
nium Copyright Act may have closed that gap.

Mr. WULF. And the Computer Fraud and Abuse Act and new
technology in cryptography and, you know, a lot of things. It is not
the one thing.

Mr. BERMAN. Thank you very much, Mr. Chairman. I yield back.

Mr. STEARNS. I thank the gentleman.

Mr. Keller, my colleague from Florida.

Mr. KELLER. Thank you, Mr. Chairman. Let me begin with Mr.
Kupferschmid. I was taking some notes when Mr. Donohue was
speaking. He said there is no real world example of a database not
protected under current law. I got the gist of his testimony was
there is not really a problem, because you have the adequate exist-
ing laws to cover it. If you were speaking to a sixth grade class,
what would you say is a real word example they could relate to
that is not protected by existing law?

Mr. KupFERSCHMID. Well, the example I would give them would
probably be Ticketmaster v. Tickets.com, because that involved con-
cert information. So why not go with that since we are dealing with
a teenage crowd here. In that case, Tickets.com originally deep-
linked to the information in Ticketmaster’s Web site. Ticketmaster
didn’t want them to do that, so they were able to use technology
to prevent them from deep-linking. The technology didn’t work be-
cause Tickets.com then came and sent out a Spider, Robot, Web
Crawler, whatever you want to call it, and copied the information
and put it into their database. So Ticketmaster then sues Tick-
ets.Com since the technology didn’t work.

Well, Ticketmaster then sues for four claims. They sue for copy-
right infringement, misappropriation law, breach of contract and
also trespass law. Guess what? They lost on all four claims. They
lost on copyright because there was no copyrightable expression in
the concert data that was taken. They lost on misappropriation, be-
cause there is a “hot news” misappropriation requirement, and the
information was not considered to be time-sensitive or highly time-
sensitive under that criteria.

Under breach of contract theory, there was held to be no con-
tract. This was just a Web page with terms and conditions at the
end. Browse wrap licenses like that are usually not enforceable.

And lastly in trespass, this was the same court that heard the
trespass claim in the eBay Bidder’s Edge case; but yet, they turned
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around and said there was no damage to a server or any type of
damage to hardware that Ticketmaster had and therefore there
was no trespass. So they tried technology, it didn’t work. They tried
contract, it didn’t work. They tried misappropriation. They tried
trespassing. They tried copyright. All out of luck. They lost. That
is a typical case.

Mr. KELLER. That is a sophisticated sixth grade class. All right.
In fairness to the other side, Mr. Donohue let me ask you a tough
question here. You argue that there is essentially not a problem,
because existing laws offer protection in a database. At least that
is how I inferred your testimony. However, I understand that some
opponents, including I guess some of your members such as
Bloomberg, are making arguments in court now such as the day
star versus 20th century case, the one they signed on to, that the
current protections provided by contracts, State laws on trespass
and the Computer Fraud and Abuse Act should be precluded from
protecting databases.

How do those two positions coexist?

Mr. DONOHUE. A sixth grade answer?

Mr. KELLER. I hope so. That is all I can understand up here.

Mr. DONOHUE. My first argument is there is not a repetitive com-
pelling problem of any size or shape that would compel the Con-
gress of the United States to act and pass new legislation. My sec-
ond issue is that we heard what the court didn’t do and regularly
doesn’t do with the occasional case that it gets. I think that de-
serves some consideration in terms of maybe what is happening is
people are using, for the most part, information that should be
available. I make no argument for even a sixth grader that there
aren’t occasional problems that we would all feel badly about, but
we don’t need a massive new set of legislation that is going to give
the trial lawyers a whole new retirement program just to deal with
those occasional issues. Thank you very much to the sixth grade.

Mr. KELLER. Well, if this legislation had the misappropriations
standard, which I think you previously wanted and didn’t have, the
quadruple penalties and had a couple of other things that were
changed, would this be something that you think would merit sup-
pogt or do you think it is just a fatally flawed idea from the get-
207
Mr. DONOHUE. Well, for the reasons I expressed, I rather think
it is flawed. Of course, any time the Congress and the Committee
with smart people like this change a piece of legislation around and
narrow its scope, we would always look at it and we would look at
it thoughtfully.

What I am commenting on is the draft that was put before us,
and that would be a mistake for this Committee to advance.

Mr. KELLER. Thank you, Mr. Chairman. I have nothing further.

Mr. STEARNS. I thank my colleague.

The Ranking Member on the Commerce Consumer Protection
and Trade, we welcome her, Ms. Schakowsky.

Ms. ScHAKOWSKY. Mr. Kupferschmid, Mr. Donohue said that he
has members of his association which has taken a very strong posi-
tion against this legislation who themselves have databases, and I
am trying to understand then what the difference is between the
interest that you represent and the interest—and I would welcome
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Mr. Donohue’s comment as well. If one segment doesn’t have a
problem, are you just finding—you know, as Mr. Donohue has sug-
gested—a couple of examples but that industry wide it is not a
major problem that needs our addressing?

Mr. KUPFERSCHMID. I think the difference between the number
and the types of database producers that we represent compared
to the chamber of commerce, I think it is significantly different. We
have in our coalition here 70 companies that are pure database
producers that are supportive and they know that there is a need
for legislation. I won’t speak for the Chamber. I will let Mr.
Donohue speak for himself, but I highly doubt that there is that
number of companies in his association interested in this issue. I
know he referenced the fact that we are divided on this issue.
Nothing could be further from the truth. I mean, SIIA and CADP
are very supportive of database legislation protection, and recog-
nize the need for it. The coalition against database piracy, which
involves members like Dow Jones, eBay, the Newspaper Associa-
tion of America, McGraw-Hill, the National Association of Realtors,
and smaller companies like Carfax and Berkshire Publishing, they
are all supportive and there is they believe that there is a definite
]I;eed. These are companies that their business is producing data-

ases.

Ms. SCHAKOWSKY. Mr. Donohue.

Mr. DoNOHUE. Thank you very much for the opportunity to com-
ment. First, we have more than 3 million members. We have a ma-
jority of the major database holders as our members. The list that
you have been submitted on the other side has 14 subsidiaries of
one company, has a number of people, who I think if they had an
opportunity to review this legislation might have another view, but
let me say, Congresswoman, that the interesting thing about my
job is not dealing with the Congress, because that is easy.

It is dealing with my members. But the great majority of our
members have made it very clear that an added legislation that
opened up this litigation problem and that made it more difficult
for people to use their product and access their information would
be a difficulty for them. And if the Committee would like, I would
be very happy to give you an extensive list. I think it would be a
little longer than the one over here.

Ms. SCHAKOWSKY. Thank you. I am looking at the letter from the
American Civil Liberties Union, and one of the issues that they
raise is the issue of subpoena powers. They say subpoena powers
pose serious privacy concerns. Section 7 of the bill gives database
owners broad subpoena powers with no judicial discretion. A clerk
must grant a subpoena as long as the proposed subpoena “is in
proper form,” and that “the accompanying declaration is properly
executed.” there is no prescription for due process protections or
even a requirement that an applicant may prime fascia dem-
onstrate that a proposed defendant has, indeed, violated the law
before violating her privacy.

This lack of privacy related safeguards seem ripe for abuse. I
don’t know if it is Mr. Carson, Mr. Wulf who would want to com-
ment on that.

Mr. CARSON. Yes. This is an issue that goes certainly beyond this
particular bill. And let me make clear that we have no particular
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position whether such a provision is appropriate in database legis-
lation. I think we would need to hear the case to be made for that.
But to the extent that you are referring to a controversy that is
very much in the air with respect to section 512 of title 17, which
does have the process that you described, we are quite familiar
with that and we think most of the complaints that you have just
described frankly have very little to them when you peek beneath
the hood.

The fact of the matter is that the types of problems that people
have claimed exist in that respect first of all are to some extent ob-
viated by the protections that are built into section 512 of title 17,
some of which are not in this discussion draft, and we think that
if you continue to consider such a provision in this discussion draft
you need to consider including such provisions—in particular provi-
sions that require that before you get the subpoena you file some-
thing with the court that lays out the basis for your need, including
identifying what work is being infringed and where you can find
the infringing material.

Beyond that, though, what you have described, if you think about
it, isn’t so very different from what happens every day in civil liti-
gation. Subpoenas are issued by attorneys in civil litigation without
any judge reviewing them. They can seek information about third
parties. The third party has no right even to be aware that it is
being sought from the person to whom the subpoena is directed
until after the fact. So what you are describing is simply a matter
of fact, every day in civil litigation in this country.

Mr. KUPFERSCHMID. If I could just supplement what David said,
and I agree with everything that he said. To give some context to
this, the subpoena provision that is in this bill was drafted at the
very outset when the negotiations over this draft legislation had
first started. As we all know, a lot has changed over that period
of time. But at the time when this provision was drafted the ISPs
were supportive of this exact provision that is in the bill. Like I
said, I know a lot has changed in the legal regime certainly within
those 3 years, but this remains to be an important provision to
database producers. We will be, willing to discuss changes to it or
to address their concerns, as I mentioned before, if that is nec-
essary.

Ms. SCHAKOWSKY. Did you want to say anything?

Mr. WULF. I am not a lawyer and so I would be happy to respond
in writing if that would be all right. I must admit that what I just
heard, however, as a layman scares me.

Ms. SCHAKOWSKY. It is disturbing, isn’t it?

Mr. WULF. Yes.

Ms. ScHAKOWSKY. Thank you, Mr. Chairman.

Mr. STEARNS. Gentleman from New Jersey, Mr. Ferguson.

Mr. FERGUSON. Thank you, Mr. Chairman. I am not a lawyer ei-
ther, thankfully. We are beating up on lawyers a good bit today
and I usually will jump right in there. I have the AT&Ts of the
world in my district. I also have Reed Elsevier, Martindale Hubbell
in my district. They obviously are coming at this issue from dif-
ferent sides. I think some very good points have been made quite
articulately by our panel today, and I appreciate all of your testi-
mony. My concern 1s with this chilling effect that we have heard
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talked about and actually if I am not mistaken it has been cited
on both sides of this debate and this conversation. And to Mr.
Donohue I wanted to kind of engage you a little bit on this.

As I have said, I wholeheartedly agree with you and the Cham-
ber on the need for tort reform, for less litigation, for all of the
above and you know I have been a loyal foot soldier in that battle
and will continue to be.

Mr. DONOHUE. Thank you, sir.

Mr. FERGUSON. And I certainly can appreciate the desire to stay
away from increased litigation, increased frivolous lawsuits, et
cetera, in the future. And I agree that frivolous lawsuits, litigation
trial lawyers, et cetera, have had a chilling effect on business job
creation, et cetera, in a whole host of areas. My concern is that—
and the way I am seeing this kind of break down a little bit and
also with what I have heard in our own office, from folks in my dis-
trict on various sides of this, is that the folks who are somewhat
in the database business, like the AT&Ts of the world, but who
have many other business interests are not as interested in this
legislation or certainly not supportive of it because they see it as
more of a litigation magnet rather than a protection for their busi-
ness. And the folks at, say, Martindale Hubbell, for instance, and
Reed Elsevier, this is their entire business. So they are much more
interested in these protections that they would be afforded and
their products would be afforded under this legislation. And my
question, I guess, is what about the chilling effect on the database
collection and management companies? What about the—I guess
we are talking about—we have discussed a little bit about a prob-
lem that may or may not exist. But some of what we do in the Con-
gress, as you know, is trying to preempt problems that may exist
in the future. Maybe we see examples of now, but may become
much worse. And there are companies who would probably be
doing a lot more investment, a lot more work, a lot more with re-
gard to database collection and providing products to their cus-
tomers, but maybe aren’t doing so today because they know they
don’t have the protections.

ffWh;lt are your thoughts on kind of the opposite kind of chilling
effect?

Mr. DoNOHUE. Well, first one sentence to say thank you for your
appreciation of the legal questions here and the possibility that this
draft would create far more legal difference of opinion and there-
fore far more cost and, by the way, in those circumstances much
less likely for people to invest in database expansion. Second, I
think you have to look at the record, and the record is that the
database business and the products they are producing become
more sophisticated, more expansive and more helpful every day.
And the question is, and you could ask that sixth grade class about
it because they even use it, the question is what benefit would we
get in size and scope to encourage investment, to expand databases
or to make us more comfortable with this legislation? And I think
there have been some good arguments made here. But I think that
the potential, talking about potential difficulty is far more expan-
sive than the potential benefit.

If somebody came back and brought a lot of these extraordinary
people that run this business in here and they laid out a whole se-
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ries of economic and intellectual property and business difficulties,
I would listen because you know what, those people would be my
members. But that is not what is going on right now. And I under-
stand that you have a split in your district. But it is pretty clear
that we ought not fix it if it is not broken.

Mr. FERGUSON. But what we are hearing from a number of folks,
70 some folks or however many, even it was five, that say that
there is a problem.

Mr. DONOHUE. Right. Then I would want to dissect the problem
a little more carefully and I would recommend that before you
passed a piece of legislation that will affect the information base
of an information based economy that is absolutely dependent on
it for economic expansion and the creation of future jobs in this
country.

Mr. FERGUSON. Very quickly, Mr. Chairman. I know my time is
up. You talked about the vague terms of the draft bill and the ex-
cessive penalties. I think there probably is going to continue to be
a very healthy debate on that. I think probably a lot of us who
maybe agree with some points on one side would agree with other
points on the other side. If some of those issues were resolved, if
this were narrowed and sharpened a little bit, could you see an in-
stance where you could be supportive of this bill?

Mr. DONOHUE. You know I testify a lot here and I like to be very
clear, not, you know, take some of the points that others do. But
allow me the protection of saying I would have to see it and talk
to my members. But from everything I see now, I am opposed to
and it would have to be significantly changed.

Mr. FERGUSON. I know my time is up.

Mr. DONOHUE. Thank you very much.

Mr. STEARNS. I thank the gentleman. Mr. Boucher, the gen-
tleman from Virginia.

Mr. BoucHER. Well, thank you very much, Mr. Chairman. I want
to thank these witnesses for being with us today and sharing your
views on the subject. You have presented to us well prepared and
thoughtful testimony.

We find ourselves, I think, at a fairly curious juncture here. The
bill that is before us in draft form is said to be a compromise be-
tween the Commerce and Judiciary Committees. I have the privi-
lege of serving on both of those Committees. I may be the only
Member here who has that opportunity, and I have had some con-
versations with many Members of the Commerce Committee in
particular about this measure, and I don’t believe there is a single
Member of the Commerce Committee who is prepared to support
this bill. And so I find it very curious that it is being presented
today as a compromise measure with the two Committees partici-
pating and putting forward this consensus draft. I really find it to
be very much to the contrary.

I oppose this measure also, and I want to commend Mr. Donohue
in particular for his statement today. I think it was compelling. I
think it was incisive. I think he hit all the right points. The rem-
edies that are available under copyright, under trespass, under
misappropriation, under contract law itself have proven successful
in the cases that have been litigated in protecting databases where
there were genuine harms that would arise from the taking of facts
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within that database. To legislate at this point, I really think, in
the absence of a clearly delineated problem that requires a solu-
tion, is simply mischievous and would create an anti-competitive
effect, potentially locking away facts that are available to the pub-
lic today and, at a minimum, requiring that people pay for facts
that are free and available for public use presently.

And then, as many Members and some of the witnesses have in-
dicated, there are very substantial constitutional concerns about
this measure. So put me down among the opponents. I think the
best course we could take is to put this aside and go on to our more
urgent legislative business.

Having said that, I just want to ask a couple of questions and,
Mr. Carson, I am going to direct these to you. First of all, I am a
little bit perplexed by your answer about the subpoenas. What the
bill authorizes is subpoenas being issued before any lawsuit has
been filed. Now, you talked about the normal discovery process in
which lawyers issue subpoenas in civil litigation. But you know
there is a fundamental difference between that kind of cir-
cumstance and the circumstance presented by this bill. In the cir-
cumstance you cite a lawsuit is pending. And in that pending liti-
gation, if the person to whom a subpoena is directed believes that
there is some impropriety in that discovery, he has the opportunity
to go to the judge before whom that case is pending and seek an
order that protects him from this abusive and improper discovery.
That happens all the time in our litigation. Under the provisions
of this bill that could not happen.

Mr. CARSON. Not at all true, Mr. Boucher. Not at all true. And
again I am focusing primarily on what we find in section 512.

Mr. BOUCHER. What is not at all true?

Mr. CARSON. It is not at all true that someone under this bill
would be at a disadvantage with respect to someone who is the
subject of a subpoena in pending litigation.

Mr. BOUCHER. How does a person under this bill go to a judge
and say, Judge, protect me from the issuance of this subpoena or
from having to comply with the requirements of this subpoena?
How do you do that? You would agree, would you not, that you can
do that this regular civil litigation?

Mr. CARSON. You can do it under 17 USC section 512 and al-
though I haven’t studied the provision in this discussion draft and
I am certainly not here to suggest that it needs to be in here—we
have no view on it—assuming that this does track what is in sec-
tion 512, the subpoenas issued pursuant to section 512 are subject
to the Federal Rules of Civil Procedure. In fact, under section 512
people have gone to the District Court here in Washington to seek
protection.

Mr. BOUCHER. But you would have to go ab initio. You would
have to initiate your own proceeding before the court while there
is no judge sitting overseeing that case.

Mr. CARSON. That is not how it works, Mr. Boucher.

Mr. BoUCHER. Well, you and I have a difference of opinion about
that and it is obviously something that would need to be examined.
I would continue this discussion with you except that I have one
other question of you and my time is almost up.
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I find another series of provisions in this bill to be curious and
I wonder how they can coexist. Perhaps you can help me with this.
One of those is the requirement of time sensitivity before the pro-
tections this bill would extend to database creators would apply.
The other is the fact that this bill is made retroactive. Can you give
me an example of a database that contains facts where the protec-
tion of those facts is required because of their time sensitivity,
where that database is already in existence?

Mr. CARSON. Mr. Boucher, I actually hadn’t studied the bill to
the point where you saw the retroactivity provision. We have al-
ready expressed our concern about the vagueness of the time sensi-
tivity provision.

Mr. BOUCHER. I appreciate that you are not prepared to answer
the question.

Mr. CARSON. No, Mr. Boucher. That is not exactly what I said,
sir.

Mr. BoucHER. Well, go ahead if you have an answer.

Mr. CARSON. I have said already we have problems with the time
sensitivity provision because we think it is ambiguous and we have
already expressed that if the time sensitivity thing carries over for
a long period of time there may be problems.

Mr. BOoUCHER. Thank you, Mr. Carson. Thank you, Mr. Chair-
man.

Mr. STEARNS. Ms. Baldwin. Yes.

Ms. BALDWIN. Thank you, Mr. Chairman. Thank you all for being
here today. I appreciate your testimony. As the people have been
asking questions before, there has been disclosure, so I am a law-
yer, but much more importantly, I am the granddaughter and niece
of scientists and both belong to one the organizations that Mr. Wulf
is representing today. I also represent a major research university,
the University of Wisconsin, Madison campus, and so have very
strong concerns about the impact of this on the conduct of science.

But before—just as a—given the draft in front of us, there is a
question of course of the need for this legislation. If there is need
for additional protection for digital databases, I would think that
those could ultimately benefit universities and university research
efforts both by providing greater incentives to create databases and
providing additional protection for university created databases.
But obviously I have heard a lot of very generalized concerns from
the scientific community about the potential harmful effects of
overprotection of databases.

Mr. Wulf, if you can, somewhere between the sixth grade level
and the post-doctoral level, elaborate on some of your concerns
about the overprotection of databases and its impact on the conduct
of science, and especially I want to tease out some details from you,
if you can identify some real or hypothetical examples of what
might be in store if this legislation were to pass as is.

Mr. WULF. I think something—let me address an issue that you
mentioned and that is the value potentially to universities and to
researchers of having protection in databases. I have spent about
two-thirds of my career in academia and something that is kind
hard for people to understand sometimes is that the real motiva-
tion, the real inducement for academics to do research is not finan-
cial. It is rather peer recognition, and that tends to argue in favor
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of as much free flow of information to your peers as possible. So
I am not at all sure that in fact additional restrictive legislation
here would be beneficial.

The term “chilling” has been used a couple of times here, and I
think that is another point that needs to be made. Academics tend
to be risk averse. And we will of course never know what they de-
cide not to do because there might be a potential litigation. But
academics will, by and large, stay as far away as possible from the
potential of litigation. So again we are talking about lost opportuni-
ties. We are talking about opportunity costs. Those are very hard
to measure. But one should never make the mistake of thinking
that because they are hard to measure they are not real. They are
very real.

I think some of the kinds of issues that we worry about include
access to Government generated information. We worry about ac-
cess to information generated by sole sources. Much of the scientific
data that is collected is observational and it happens at a moment
in time with an instrument being available. It is not reproducible.
And if that kind of information became inaccessible because of ex-
cessive protection, it could have a tremendously chilling effect on
the conduct of research. We typically—I shouldn’t say typically.
Often, often enough to be scary—cannot predict what the use of a
database will be. The existence of the ozone hole over Antarctica
was verified using databases which had been collected for an en-
tirely different purpose at an entirely different time with no antici-
pation of this kind of use.

So if access to information that you could not predict would be
needed, were restricted, we might not still know about the exist-
ence of this enormously environmentally dangerous ozone hole.

Does that help?

Ms. BALDWIN. Yep. Thank you.

Mr. STEARNS. Mr. Delahunt.

Mr. DELAHUNT. Mr. Wulf, I appreciate the concerns that you ar-
ticulated. You used the term “risk averse and chilling effect.” I will
tell you what my concern is, that database providers are for profit
corporations, and capital oftentimes is risk averse. And I thought
Mr. Donohue’s observations were correct. You know, his judgment
there is not a problem. We hear that there was a case, I think it
was the Schoolhouse case and other cases that Mr. Kupferschmid
referred to or alluded to during the course of his testimony. It is
my belief that there is a problem. But clearly there is a perception
among the database community that there is a problem. I know if
I were to invest or I know if I were, you know, corporate manage-
ment and I had capital to invest, I would be looking for new oppor-
tunities to diversify. And the concern that I have is all of these
great achievements that really have come about because of data-
base and access to information we will not maintain that here in
the United States, we will not maintain the level of current data
to give us a competitive advantage. And the kind of research that
the academies have been interested in will be provided by our, you
know, European data providers, data companies. That is the con-
cern that I have.

Now, I think that is a potential problem that impacts exactly
what you are talking about because I sense that—and we are only
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starting to see in the aftermath much of what was accomplished in
terms of the advances that I and others have alluded to was based
on work that was protected prior to the Fist case. Now we find our-
selves in uncharted waters here, and what I am concerned about
is the potential for, again, these data—the database industry diver-
sifying and not investing the kind of resources that are necessary
to maintain that absolute current state of data and access to infor-
mation that provides our scientific community and our economy the
kind of advantages that we have enjoyed. I don’t know. Would you
care to comment or anyone for that matter?

Mr. WuLr. Well, I could only repeat myself. We clearly have an
innovation system in this country that works. It is an innovation
system which is fed by the basic research done in our academic re-
search universities. We just need to be very careful that we don’t
destroy that in the process. The point I tried to make in my oral
testimony was

Mr. DELAHUNT. Right, and just let me interrupt because we don’t
have a lot of time. But I agree with that. And I think you testified
and it was my understanding that this particular draft that is be-
fore us was generated as a result of the various groups whom you
testify in behalf of and others sitting down and trying to develop
a consensus so that the concerns you express are addressed. Now,
presumably, fine-tuning is required. But I guess the bottom line
question is who is right? Is it Mr. Kupferschmid or is it Mr.
Donohue? You know, is there a problem? If there is a perception
of a problem, you know what, there is not a lot of folk that are
going to be running out looking to invest in database.

Mr. KUPFERSCHMID. If I could interject here, I mean there are ac-
tually numbers that bear that out. In 1996, the EU data base direc-
tive was passed. Since that time the percentage of U.S.-produced
databases has shrunk from 69 percent to 60 percent .

Mr. DELAHUNT. Well, this is the kind of information I think that
this Committee needs. And Mr. Donohue?

Mr. DONOHUE. Well, if you take the primary—the company that
has really been behind a lot of this discussion, Reed Elsevier, they
have made 20 some acquisitions since 1991, spent in excess of $7
billion and a lot more than that. Those are the numbers that I
have here, and their operating margins are still annually over 20
percent. So one might understand why they want to protect their
product. But they certainly think it is a good business because they
keep expanding it every year and they are getting a hell of a re-
turn. I might buy some stock now that I am looking at this.

Mr. DELAHUNT. Well, I will take a look myself. But I guess my
question is these new acquisitions, are they an effort to diversify
to protect themselves from the kind of liability that I presume they
fear that they have, so that, you know, if their stuff continues to
get pirated or if any of it gets pirated they are out of—you know,
they continue to survive. I don’t know. Now, I know that you read
that Wall Street Journal, you know, religiously. And maybe you
can tell us whether those 19 acquisitions were an effort to diversify
or are they just simply building on the so-called core business?

Mr. DONOHUE. Well, Congressman, if we were on their board we
would have encouraged the acquisitions because they did diversify
their fact base to attract a broader group of fact users. But that
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is not the question here and, as my colleague said, this isn’t an ar-
gument about fact. This is an argument about structure and access
to that fact. And what I am having difficulty with is the question
of where is the problem? Now——

Mr. DELAHUNT. Well, there was a problem in that Schoolhouse
case. 74 percent, that web of laws that you were referring to in
your testimony certainly didn’t protect that individual.

Mr. DONOHUE. Well, then maybe we ought to go back and look
at the case and maybe find out, maybe it didn’t deserve to be pro-
investigated. Look, I think this joint Committee has done a very
useful thing here, because you are having what amounts to a col-
loquy on the subject, which—and I want to congratulate you on
that and tell you I think that is essential and I think you have
learned a couple of things, that we are worried about the litigation
side of this, that we are very concerned about finding the problem
before we get the solution, and that there is legitimate concern on
the part of some people about going forward that they protect their
assets. Well, what role should the Committee and the Congress
have in that and what is in place to do it now, and I think it has
been a good discussion and I appreciate the opportunity to partici-
pate.

Mr. KUPFERSCHMID. If I could respond. I think Mr. Donohue has
done a marvelous job sort of redirecting the questions and staying
on script. But this isn’t about you know, one company. This isn’t
just about, Reed Elsevier. There are lots of other companies, a lot
of mom and pop companies like Schoolhouse, like Berkshire Pub-
lishing, like Carfax, other smaller database producers that are hav-
ing problems with database piracy. These are companies that really
put all their money, all their investment into this one database and
if this database is pirated they are out of luck and they are out of
business. And so this is not just a one company issue. Like I said
earlier, there are lots of members of CADP and they are all sup-
portive.

What I have heard today is that I honestly don’t think we can
come up with enough examples to ever satisfy Mr. Donohue. He re-
fers to the occasional case. We have got lots and lots of cases and
there are a lot of other cases that never make it into the courtroom
because the database producers are worried about precisely what
you are talking about, that people aren’t going to invest in the com-
pany or invest in the database if they know how vulnerable the
database is. And, you know, there are thousands of realtors out
there worried about their databases being on pornography sites. It
is a totally different type of concern here. But there is definitely
a problem here that needs to be addressed.

Now, if Mr. Donohue doesn’t want to recognize that, no matter
how many examples we give, I just feel that we will never be able
to satisfy him.

Mr. STEARNS. The gentleman’s time has expired. We certainly
are at a consensus we are not going to have a second round, and
we are going to let Chairman Smith close. Oh, okay. Yes, okay.
Someone has just come in. Ms. Lofgren, we welcome your ques-
tions.

Ms. LOFGREN. Thank you and apologies for my lateness. It is
United Airlines’ fault. Let me just ask, I guess Mr. Carson or who-
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ever wants to answer it. This is not the first time that we have vis-
ited this issue. And when last we passed something through Judici-
ary, I filed a lone dissenting view that in my judgment the measure
we passed was—didn’t meet the constitutional standard. And actu-
ally I was sort of a fan of the sweat of the brow doctrine. I thought
it was a very nifty little doctrine that served us well for many
years. But we no longer have that available. And I just—I am still
not getting how we can create a property right out of something
that cannot be copyrighted. And how we are—how this solves this
problem. Can anyone answer that for me?

Mr. CARSON. The answer is that no one is proposing that you do
that, Congresswoman Lofgren. This is not a property right. This is
based on an unfair competition, misappropriation scheme which
deals with wrongful use of someone else’s database in competition
with them. It is not an exclusive rights model such as you find in
copyright.

Ms. LOFGREN. Well, I understand that. But ultimately I think it
dodges the question, which is in order to protect something you
have to have a property right that cannot be created, that I can
see. I mean how do you get past that?

Mr. CARSON. You get past it by not giving anyone a property
right. This bill doesn’t create any property rights whatsoever. It is
a right against unfair competition by people who use your material
in the same realm that you are using it in direct competition with
you in a way that threatens to destroy your ability to continue in
business.

Ms. LorGREN. Well, I think that is a great creative answer, but
I don’t think it really answers the question. I don’t know if anyone
else wants to address it but I think that is the meat of what we
face here.

Mr. KUupFERSCHMID. Well, I will jump in here. I mean the bill
itself in the prohibition itself, forgetting about the exceptions or ex-
clusions in the bill, the bill itself has 10 requirements that any
database producer must meet before their database even gets pro-
tected here. I mean that pales in comparison to previous legislation
that has been out there, where legislation would prevent use or ex-
traction. It covered the potential market here. It has got to be the
functional equivalent in the same market. I mean that is a long
ways from potential market or related market that were in pre-
vious bills. It doesn’t cover use of data or information or accessing
a database. All it does is cover making available a database in a
way that causes commercial harm, and then commercial harm is
even defined by a very high standard such that it has got to sub-
stantially threaten the incentive to produce the database to begin
with. Along with lots of

other—you know, there are nine other requirements here that I
haven’t even mentioned, so there is a very high standard in the
bill. Then when you do include the exceptions and the exclusions
here, it would be pretty difficult to prove that there has actually
been a violation here.

Mr. DONOHUE. So what we have here then is a limited experi-
ence of a problem and a piece of legislation seeking to solve that
limited problem which has 10 standards and therefore is probably
not going to help very many people, and we have clearly a divided
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industry, database industry, looking at the legislation. I still think
we have a solution looking for a problem, and I hope we can be
very careful in what we do.

Mr. KUPFERSCHMID. With, these 10 criteria here we intended to
try to attempt to address the Chamber and other people’s concerns.
In fact, when this whole process started back in 2001 the Chamber
and the Libraries and the University Committee and others pro-
vided a document to both Committees, and I will quote exactly
from that document in which they said they would support a true
misappropriation bill. For example, one which closely follows the
historic standards laid out in NBA v. Motorola which would be con-
stitutional and would not stifle innovation, would not impede sci-
entific progress and would not ultimately hurt the growth of excit-
ing new database products.

Well, we heard the message 3 years ago, or 2 years ago. Here we
are. We have got a misappropriation-based approach. One based on
NBA v. Motorola, and we are still hearing the same message. It is
a little frustrating because I am not sure what else we can do.

Ms. LOFGREN. I am not sure there is anything you can do. Mr.
Wulf, you looked like you wanted to say something.

Mr. WULF. Well, I just—since you weren’t here earlier, let me re-
peat a little bit of what was in my oral testimony. It is estimated
that half of the growth in the GDP is due to the innovation system,
the advances in science and technology, two-thirds of the growth in
productivity due to the advances in science and technology. I am
just a little bit concerned here that a small amount of damage to
that innovation system in order to protect some pretty isolated
cases where this might be useful or appropriate is not the right
trade-off.

Ms. LOFGREN. Thank you very much. And given the lateness of
the hour, I will yield back the remainder of my time.

Mr. STEARNS. I thank the gentlelady. Mr. Smith will conclude. I
will make just a general comment. Mr. Kupferschmid, I think you
have made a very strong argument and passionate. Mr. Wulf is
saying, you know, between the Digital Millennium Copyright Act,
the Computer and Fraud Act, as well as I guess contract law deal-
ing with trespasses, we should move very slow. So maybe just a
comment to you is to more narrowly define, tailor your misappro-
priation statute and maybe come back again at it is a possibility.

But at that I would look to my distinguished Chairman, thank
him again for his hospitality here having this joint hearing and
allow him to have the last word.

Mr. SMITH. Thank you again, Mr. Chairman. Mr. Chairman, I
may have detected a very narrow thread of agreement here. Admit-
tedly it is probably only a nanometer wide, but it is there. And it
is this, that no one denies that there are at least some databases
that should be protected that are not protected. Mr. Donohue and
Mr. Wulf feel that those are isolated cases and that we don’t need
legislation to address them because they are not as widespread as
Mr. Kupferschmid and Mr. Carson believe.

What I wanted to do, Mr. Carson and Mr. Kupferschmid, is to
read part of your testimony or at least refer to part of your testi-
mony and ask Mr. Donohue and Mr. Wulf to reply and then you
can respond to their comments. The point here is that the proposed
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legislation does erect very high hurdles, very high standards that
have to be met before anybody is liable for piracy of databases.

Mr. Carson mentioned in his written testimony that basically the
legislation codifies the five elements of the Motorola case. Mr.
Kupferschmid mentioned in his testimony that the draft legislation
creates a narrowly focused prohibition that applies only if 10 cri-
teria are met. So my question really for Mr. Donohue and Mr. Wulf
is that, can you think of any example of someone who would meet
all these requirements, all these criteria and still be liable for pi-
racy of databases? In other words, aren’t these pretty narrowly
drawn and maybe your concerns are unwarranted?

Mr. Donohue first, then Mr. Wulf.

Mr. DONOHUE. Thank you, Mr. Chairman. I have observed dur-
ing my recent tenure at the Chamber over 6 years the work of
plaintiffs lawyers up close, and they can find the history of the
world written on the head of a pin, and we are creating a piece of
legislation with extraordinary penalties in it that will open up a
new retirement program.

Mr. SMITH. If we set aside the penalties and just focus on the cri-
teria though, are there any of those criteria that you feel are too
broad?

Mr. DONOHUE. I don’t have the 10 criteria here sir but I would
just say very specifically, if there is overwhelming evidence of eco-
nomic and intellectual property loss because of behavior against
databases I have not seen it. If it is there we want to see it and
we would be helpful.

Mr. SMmITH. Okay, good. Mr. Carson, can you respond very quick-
ly or perhaps Mr. Kupferschmid?

Mr. CARSON. Mr. Chairman, I don’t have fact patterns at my fin-
gertips, maybe Mr. Kupferschmid does, where I can tell you I know
of real world cases that would fall into this. Again there was the
INS case, there was the NBA case. That is what these are taken
from. So certainly there have historically been such cases.

Mr. SmiTH. Exactly. Thank you.

Mr. Kupferschmid.

Mr. KUPFERSCHMID. Certainly the goal of this bill was to provide
a very narrowly tailored misappropriation free riding type ap-
proach to database piracy, something that would address the con-
cerns of the database user community while also providing fairly
narrow protection. I think the bill comes pretty close to that mark
and the cases that we have described, I think, in most cases al-
though, I don’t know all the facts in those cases—would be covered
by the draft bill under those instances. I also don’t think that any
existing uses or the manner in which the database user commu-
nity, make available databases would be altered all under this bill.

Mr. SMITH. Okay. Thank you, Mr. Kupferschmid. Mr. Donohue,
if I could ask a final favor of you. Could you get back to us, take
a look at those criteria, because if we move ahead we might well
want to narrow the bill some more. I don’t know. I don’t want to
speak for the Chairman, but we would be interested in your views
as to which of those criteria you feel are too broad.

Mr. DONOHUE. I would be glad to.

[The information referred to follows:]
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The Honorable Lamar S. Smith, Chairman

Subcommittee on Courts; the Internet
and Intellectual Property

House Judiciary Committee

The Honorable Cliff Steams, Chairman.
Subcommittee on Commerce, Trade

and Conhsumer Protection
House Committee on Energy and Commerce

Dear Mr. Chairmen:
I want to thank you again for the opportunity to appear on behialf of the US,

Chambet of Commerce beforé your joint hearing to describe our serious concetns
regarding the discussion draft of “the Database and Collections of Information
Misappropriation Act.”. On behalf of the Chamber’s three million businesses, I also
appreciate the opportunity to elaborate on some of the Chamber’s concerns, as well as
to.address someé of the issues raised duting the hearing.

The Chamber has been actively engaged on the database issues since 1999, As'1
testified, we have not seenany “gap” in'current law that -would imperil the ability of
database producers ~ many of whom aré active Chiamber members ~ to protect their
investments-in databases, nor any decrease in incentives to companies to produice
databases. Indeed, the testimony of those more sympathetic to the discussion draft,
led by Mr. Kupferschmid, has underscored the Chamber’s concerns. Specifically,
while Mr. Kupferschmid was able to ¢ite a handful of cases that supposedly
demonstrated the “gap” in current law; hé did not produce the kind of hard economic
data of market failure that Congress should require' before enacting a-néw regulatory
regine.
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The US. Chamber typically objects to congressional attempts to legislate "fixes" to
anecdotal "crises.” -Congressional action must be employed to resolve important
national challenges, with methods based on quality data and sound science. For
example, the Chamber has been urging Congress for several years to implement a
comprehensive national energy strategy - a goal I know is shared by the Committee:
Vatious energy producers and consumers have produced an extensive collection of
dara and projections demonstrating the need for greater domestic energy production
and invesument to upgrade energy mfrastructure.: These industry leaders have
presented this information i various venues, inicluding in testimony before Energy
and Commerce and several other House and Senate committees in the 107 and 108
Congresses. .

Echoing the facts and statistics provided by companies and organizations has
been the testimony of key government leaders, including Enetgy Secretary Spencer
- Abraham and Federal Resetve Chairman Alan Greenspan, highlighting the energy
related challenges that Congress is working to deal with in the Energy Bill. It has
been real-world events from the past several years, such as the recent northeast
blackout; the California electricity crisis, gasoline disruptions and price spikes, and
skyrocketing natural gas costs, that have helped to provide some insight on the
complexity of energy issues.. Taken with the hard facts, this anecdotal evidence
underscores the need for Congress to act.

In contrast, the small number of database publishers advocating legislation (and
the number of signatories to Mr. Kupferschmid’s letter, which largely consist of
subsidiaries of a handful of companies) could not produce any specific numbers -
concerning their financial health or the amount of “database piracy” that is occurring,
Instead of facts, the proponeits offer anecdotes, and cite 2 handful of cases that
indicate why there are problems with current law. Indeed, when confronted with
figures demonstrating the robust growth and substantial profit margins that this
industry has experienced since the Feist decision; the proponents simply argue that
there is still a disincentive to produce additional databases; although basic economics
would indicate otherwise.
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What'is the problem? Where is the “gap” in current law?
Proponerts” aase exanples do nat stand up 1o scrtiny

"To make their case that there are indeed areas where broader database
protection is necessary, proponents of this draft, and Mr. Kupferschmid ini particular,
cite a number of cases 1o demonstrate “gaps™ in current law. However, a careful
examination of these examples clearly indicates just the opposite = current law does
protect investments in database production and distribution.

Schoolbausew Andeson; 275 F.3d 726 (8% Cir, 2002),

In this case, the plaintiff, Schoolhouse, accused the defendant of copying his
database, which was comprised of information regarding various school districts, such
as academic degrees of staff, class size, sports offered, and other publicly available
information.: Defendant Anderson directly competed with the plaintff, eventually
forcing the plaintiff out of business. However, the district court found that there was
no evidence of copying, and noted that Anderson gathered the information in his
database independently.

Mr: Kupferschmid asserted during the hearing and in his written testimony that
this is an example where a companyhad a substantial portion of its database copied
and then had no legal recourse to protect itself. . However, the facts of the case, as
found by the district court in granting Summary Judgment for the defendant (so the
facts are assumed in favor of the plaintiff), belie that assertion. - Specifically, in this
case, contrary to Mr. Kupferschmid’s assertion that defendant Anderson “admitted
[to] copying” 74 percent of the plaintiff’s database; the district couirt noted that the
subject beacings might be similar, but that the actual factual data ‘was separate and
distinct. . ‘Therefore; this case is anticipated and protected by the draft legisktion,
which specifically exempts independently-created databases from liability.

Further, Mr. Kupferschmid’s contention that this is a prime example of where
additional database protection is necessary actually helps to-demonstrate the litigation
. danger that this legislation poses. Specifically, if a database producer can be sued for
independently creating a database that the courts found not to. be similar to the
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plaintiff’s database, imagine what would happen if quadruple damages and other
vague, undefined terms, discussed further below, were thrown into the mix.

Rather than presenting a case where current law is lacking, this case
demonstrates that there is 70 gap in current law. Independent gathering of
-~ information is protected under curtent law; and it would continue to be protected
under this legislation.

Wanren Publishing u Microdes, 115 F.3d 1509 (11th Cir. 1997).

TIn this case, Warren Publishing accused Microdos of copyright infringement,
and sued 10 obrain a preliminary injunction to'stop Microdos from distributing its
product. Although the district court granited a preliminary injunction, that order was
vacated by the 11* Gircuit, and the Supreme Court dersied d@rionari on the preliminary
injunction appeal. Warren Publishing did not pursue the underlying case once the
Supreme Court denied the petition.

The facts of this case and the underlying remedies.again do not demonstrite
the proponents’ case that there is 4 “gap” in current law. Instead, they actually
underscore the strong protections that current law already provides. Specifically, as
Mr. Kupferschmid pointed out in the hearing, after Warren Publishing failed to obtain -
a preliminary injuriction, they began using a shrink-wrap license to protect their
publications. In other words, Warren Publishing availed itself of protections that
already exist under current law, in contrast to Mr, Kupferschmid’s assertion that further
legal protection is necessary: Not a sirigle case has followed the holding in Warien's
unsuccesstul effort to obtain a preliminary injunction.

There are extremely high hurdles that must be overcome to obtain a
preliminary injunction; and it is not surprising that the preliminary injunction in this
case was denied. - However, in this case, Warren Publishinig exercised its rights snder
amrent law and not only failed to exhaust its judicial remedies but also failed o avail
itself of judicial remedies as to the merits of its underlying allegations.
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This case does not provide the Committees with an example of 2 gap in current
law. 'This case reinforces the notion that current law does protect these types of
databases.

Ticketrmaster v Tidkets.com 2003 Cop. L. Dec. P. 28,607 (C.D- Cal. 2003); 2001 WL
51509 (C.D. Cal. 2001);2000 WL 1887522 (CD. Cal. 2000).

Tideetruster is the third case that was highlighted as an example of the
shortcomings in current law. In this case, Tickets.com sent an electronic “spider”
onto the Ticketmaster web site to extract factual information about upcoming shows,
(date, time; venue, eic.), and then created 2 “deep link” to the Ticketmaster web site,
providing its customers an opportnity to purchase tickets to shows and concerts that
it did not have access to directly from Ticketrruster.

Five courts have considered similar cases, where the plaintiff alleges a state
common law trespass to chattels claim. - The other four found that sending a “spider”
onto someorne else’s network to extract information, even if it is just factual .
information, and the presence of the “spider” causes no actual harm to the plaintiff’s
computer, doés rise to liability for trespass to chattels. Tidkerruster was the fifth, and

outlier, case. -

* In interpreting California law, the federal district court specifically noted that it
would stick to'its interpretation of the common law “pending appellate guidance.”
Since the: Ticketnaster decision, the California Supreme Court has indicated that the
reasoning in those other four cases was correct, and that extracting information
electronically could constitute 2 trespass 1o chattels claim. Given the California
Supreme Court’s decision, the Tickemuster court likely would reach a different
conclusion if it were ruling now.

Further, this case is still ongoing, - In particular, the court recently ordered that
Ticketmaster’s contract claim proceed to trial; meaning that at least one of the
plaintiff’s claims is still viable. It is also worth noting that Ticketmaster’s lawyers
failed to allege a violation of the Computer Fraud and Abuse Act, enacted prior to
this case, and revised in large part to address these types of issues.
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Congress should not.change fundamental information policy to address a case
in which counsel failed to cite significant existing law, in which subsequent rulings of
the state Supreme Gourt suggested a likelihood that plaintiff would prevail, and in
which the plaintff may yet prevail on its still-pending contract claim,

Skinder-Strauss u MCLE, 914 F. Supp. 665(D. Mass. 1995).

Mr. Rupferschmid also alluded to Skirder-Strasss w MCLE. In this case,
Skinder-Strauss accused MCLE, a non-profit corporation sponsored by the
Massachusetts-and Boston Bar Associations; of copying Skinder:Strauss’s directory of
attorneys.. While:the court held that the listing of attomeys was uncopyrightable, it
found thar the Skinder-Strauss directory as a whole, which contained a variety of .~
different databases, reflected protectable selection and arrangement. The court has
left it to further proceedings to decide whether the ovelap constitited copyright
infringement. Again, nothing about this case suggests a need for new liw; but
demonstrates how cutrent law can and does protect databases.

These three examples unfortunately represent the best examples that
proponents have been able to cite after more than six years of pursuing this
legislation; and more than twelve years since Feist supposedly stripped away their
database protections. None of these examples stands up to further scrutiny, and we
suggest there is 16 need 10 create a paradigm shift in the nation’s historic intellectual
property and information protection regime.

This review of the “horror stories” cited by the proponents underscores the
Chamber’s belief that there is nosignificant “gap” in the law. -Given the enormous
number of databases being utilized, there is enormous opportunity every day for some
kind of infringement, Instead, however, Congress has been presented with a short
list of examples where the databases have been protectable under current law.
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The European Union - Another Flawed Experiment in Database “protection”

In his oral and written testimony, Mr. Kupferschmid indicated a positive
experience with the EU Database Directive as justification for the discussion draft.

However, the' Chamber’s experience with the EU database directive is far less
positive. Adoptior of the European Database Directive has led to widespread
litigation across Europe. In fact, there have already been close to 100 reported
judicial decisions under the EU Database Directive since its adoption in 1996, not
. including pending actions or cases settled before adjudication. “These cases often end
with inconsistent results, providing little guidance or comfort, Further, the Royal
Society, the British equivalent of the National Academy of Sciences, concluded in
April 2003 that the Database Directive “is inappropriate for scientific data and we
recommend that it be repealed or substantially amended...”

We believe the United States should not undertake steps to move towards an
EU style intellectual property system without a far more systematic review of its
implications and a far more careful weighing of the serious risks and potential
benefits: :

Specific Problems with Discussion Draft

During the House hearing, a number of Members. requested that I provide
specific examples of problems with this draft, Given the discussion above; and the
fact that'even with more than ten years to find examples of shortcomings in the law,
proponents of legislation stll.cannot poirit. to any compelling example where current
law failed to provide protection: toa database, 1 see no need for such legislation at this
time;

However, there are several significant problems that this draft creates that
would like to highlighit for the Committees.
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This is nota misappropriation statute.

In the past, the Chamber has been willing to support a “misappropriation”
statiute along the lines of HLR. 1858 in the 106" Congress, although legishtive
proponents sl have not demonstrated any problems created by a shortcoming in the
intervening time framie. - Proponents of this draft have incorrectly characterized this
draft as a simple “misapproptiation” statute designed to stop database “piracy.”
However, the draft bill subtly; but significanty, expands the traditional notion of
“misappropriation,” and turns the traditional elements of misappropriation on their
head.

The five elements of traditional misappropriation law, as articulated by the
court in NBA u Motorola 105 F.3d 841 (2d Cir. 1997) are: a plaindiff generates or
gathers information at a cost; the information is time-sensitive; the defendant is in
direct competition with a product or service offered by the phintiffs; a defendant’s
use of the information constitutes free-riding on the plaintiff's efforts; and the ability
of other parties to free-ride on the efforts of the plaintiff or others would so reduce
the incentive to produce the product or service that its existence or quality would be
substantially threatened. In at least three of these iristances, discussed further below,
the definitions and elements of traditional misappropriation law have been
dramatically expanded.

The draft bill’s “time sensitivity” and “maintenance of database”
provisions could create perpetual protection for information contained in
databases, far longer than current copyright protection

*Time Sensitivity: - The tort of misappropriation: has its origins in the Supreme
Court's 1918 decision in frtermational Neus Service u A ssodiated Press, 284 'US. 215 (1918)
(“INS”), which provided a very limited-in-time protection for “hot news.”

Specifically; the Supreme Court held that basic facts could receive wery limted -
protection, if free-riding could result in direct competition for a very limited period of
time.- Since then, courts have awarded relief in what became known as “hot news”
misappropriation cases. Subsequent cases have found, for example, that sports
scores are “hot” and potentially protected for a- matier of miriutes.
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The discussion draft, however, creates a new definition of “time sensitivity” in
the context of this bill, significantly different from the “time sensitivity” that courts
have been: familiar with for more than eighty years under the ZNS line of cases.
Spécifically, this draft would potentially require courts-to add the concept of “value”
to the determination of time sensitivity, eviscerating the traditional undetstanding of

“time sensitive,” Specifically, because some information may retain “value” long after
the timeliness of the information has passed, this could extend protection for as long as
information bolds widue. - For example, legal cases that were written years ago still retain

“value,” and therefore could still receive protection under this regime. “Additionally,
the draft explicitly protects facts in encyclopedias; even though the lead-time in
publishing means that data is generally months old befote it reachies bookstores.  In
short, this prohibition bears only a superficial resemblance to-any logical
understanding of “time sensitivity,” and instéad uses a “value”™ definition that has listle
or 6 relationship to current misappropriation law.

Maintenance: - Traditional misappropriation law has also required that a
person seeking protection must invest tesources in thecreatzon of a database to qualify
for its limited protection. However, the draft bill dramatically extends that protection
by providing protection if the database producer expends resources to create or
mutntaina database. This extension creates the possibility of perpetual protection for
databases; even those that hiave material that may be decades old, as long as the
producet updates-any aspect of the database.

Vague definitions of “database” and “quantitatively substantial part” of
a database invite uncertainty and litigation:

The proposed definition of “database” taises obvious threshold questions of
how large a number of items would qualify as a collection of information, and just
how much need to be “taken” to invoke the prohibition. That question is made
particularly difficult by the proposed inclusion of “compilations” and “collective
works,” which. are traditionally the subject matter of copyright and which ‘will test the
liwnits Of how much 1$ a “large number™ in the context of such works. The ideathara
subset of a “database” ¢an also be a “database” promises further confusion,
Moreover, even the most trivial of databases arguably contain large numbers of
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discrete items. Even an individual’s monthly credit card statement, for example,
typically contains hundreds of discrete facts and pieces of information.

Additionally, the determination of ‘what is a “quantitatively substantial” part of
an undefined “database” is unclear. - Cise-by case; fact-intensive determinations and
adjudications of that sort of question are likely to produce little guidance and
conflicting results that give no useful direction to-businesses. These ambiguities
invite costly litigation.

The draft legislation is retroactive, so it would not only provide petpetual
protection to new databases, but would cover data that is decades old.

One key elemént of misappropriation law is that misappropriation could reduce
the incentives to continue to produce databases. However, as we have seen from the
phenomenal success of the database industry; such incentives to produce databases
are certainly not lacking in the current marketplace. However, the retroactivity of this
legislation underscotes our concerns that this legislation is not intended to create an
incentive to produce databases in the future, but could be used to severely restrict the
ability to use facts that are currently in the public domain a # going fortwird busis.

The “remedies” that the bill proposes will setve to encourage litigation
and stifle innovation,

As discussed above, this draft legislation contains vague terms which will
discourage the use of databases for all of the innovative purposes that Mr,
Kupferschmid cited in his testimony. It will also encourage litigation, because no
party will know how strong a case is until the court has ruled, Further, because those
rulings will be very fact specific inquiries, few decisions will provide any certainty for
future conduct or cases.

In addition, the monetary awards-are substantial, and will encourage ftivolous
livigatiori and settlements. The draft not only provides the plaintiff with recovery of
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“acwual damages,” but those damages are based upon the profiss of the deferdart, not the
harm 1o the plaintiff.. Additionally, the defendant is charged with'the burden.of

demonstrating that any revenues.should not be included as part of the damage award.
That creates a strong incentive for a plaintiff to bring a case, even if the chances of
success are small.

Additionally, the draft contains what are in effect threats to defendants if they
‘do not settle. For instance; unlike antitrust or other commercial law; this draft awards
plaintiffs with up to guadmple damages.- The determination of whether such an award
is'justified is based on factors such as ability to pay and “good faith efforts] to rectify
the misappropriation.”. In other words, if a defendant vigorously defends itself in
court and refuses 1o settle, that may be construed as bad faith, and could result in'a
substantially higher reward for a plantiff.

Conclusion

On behalf of the Chamber’s three million businesses, I want to again thank you
for the opportunity to discuss the Chamber’s serious concemns regarding the database
discussion draft. The Chamber has been an active participant in this process for four
years, during which time we have not seen a demonstrated need for this legisltion.
The examples broached at the hearing - and discussed above — underscore the
absence of a “gap” in the law.” I'reiterate the common-sense observation that, if
Chamber members couldn’t protect their investment in database production; they
would be strongly urging me to fight for new protection. - Instead I'm hearing that
there is litfle or o upside for the business community in database legislation, and
potentially a significant, anti-competitive downside,

This legislation, if enacted, would combine vague terms with excessive penalties
to not only stifle innovation, but to create  litigation nightmare for businesses of all
industries. The ten criteria articulated in the draft legislation collectively create a
statute that - while superficially resembling a misappropriation bill - bears littlé actual
relation to misappropriation standards business has lived with and courts have
interpreted for more than eighty years, ‘To simply focus on the corc prohibition of
“1ime sensitivity,” for instanice, the draft moves from the standard created by the
Supreme Court in INS and preserved by the Supreme Court in Fesst - int which facts
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in wire stories were “hot” for hours and sports scores are “hot” for minutes - to a
standard of retroactivity that ensnares facts in databases that are conceivably decades
old. . :

Clearly this prohibition looks more like the copyright of facts forbidden by Feist
than the constitutionally sanctioned “hot news” misappropriation with which business
1s familiar. Tt is clear that these vague terms, private right of action, quadruple
damages, and incredibly expansive subpoena power will encourage frivolous litigation,

In the Information Age; fundamental changes in basic information policy will
affect virtually every American, as well as virtually every business, not just those
commonly thought of as information companies. -'The discussion draft creates an
environment more fertile for unnecessary litigation than for database production.

Again, on behalf of American business and our three million members, I want
to thank you for inviting me to testify and share our serious concems.

(Or?

Thomas J. Donohue

Mr. SmiTH. Okay. Thank you again, Mr. Chairman.

Mr. WuULF. Let’s see. Could I just jump in with a 10-second one
here because I would second what Tom Donohue said. I would just
like to add to that that we need to look at this in the light of the
developments that have happened since the last time we went
around this race track. Things have changed. The environment has
changed, and so we need to be very careful that we take into ac-
count those changes.

Mr. SMmITH. Okay. Thank you, Mr. Chairman.
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Mr. STEARNS. I thank my distinguished colleague. And with that,
we thank the witnesses very much for your enthusiastic, energetic
testimony, and we look forward to continuing discussion.

With that, the Committees are adjourned.

[The prepared statement of Mr. Dingell follows in the Appendix]
4 [The prepared statement of Mr. Shimkus follows in the Appen-

ix]

[Whereupon, at 5:50 p.m., the Subcommittees were adjourned.]
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MATERIAL SUBMITTED FOR THE HEARING RECORD

PREPARED STATEMENT OF THE HONORABLE W. J. BILLY TAUZIN, CHAIRMAN,
COMMITTEE ON ENERGY AND COMMERCE

Thank you Mr. Chairman for holding this hearing today. It is always a pleasure
to work with my colleagues at the Judiciary Committee. I value the insights the
members of your Committee bring to the issues over which we share jurisdiction.

The database issue has been around for some time now. I remember the first bill
being introduced in the 104th Congress and reaching a peak of contention in the
106th Congress. At that time there was a stalemate between these two Committees.
Each Committee passed its own bill - staking out its own position on the issue. Nei-
ther Committee was willing to move toward the other. When I took the gavel at En-
ergy and Commerce and Chairman Sensenbrenner took over at the Judiciary Com-
mittee, we decided we would work through this issue in a different way. The two
Committees have worked amicably towards a draft bill - and I believe this is a cred-
it to the fine members on both Committees.

So here we are today . . . We devoted 2 1/2 years of resources to get a draft piece
of legislation and to get that legislation before the two Committees for a full and
fair vetting of the issues. And that is what I expect today - a fair hearing on the
issues involved. I do not expect the issue to be less contentious than it has been
in the past but I do expect it will take on a new civility due to the cooperative na-
ture in which the two Committees have been working.

We have a distinguished panel of witnesses with significant expertise on these
issues. The witnesses on the panel have been active in the database debate over the
last several Congresses and are no strangers to those of us who have followed the
debate. I look forward to hearing your perspectives on the draft legislation and
drawing on your expertise as we talk through the issues before us. I thank you all
for being here this afternoon and yield back the balance of my time.

PREPARED STATEMENT OF REPRESENTATIVE BART STUPAK, SUBCOMMITTEE ON
COMMERCE, TRADE AND CONSUMER PROTECTION

I appreciate this joint committee forum to discuss this bill- and want to express
my concerns with moving forward with such legislation.

In today’s information age, databases are the tools that make vast amounts of
facts and information understandable and manageable.

The facts the databases rely upon are public domain. Facts cannot be owned.

But this bill seeks to do just that- to grant the compiler of a database unprece-
dented ownership rights to facts.

Current law is sufficient to deal with the misappropriation of information or in-
fringement upon creative works.

The broad opposition to this bill, ranging from consumer groups to database pro-
ducers themselves, is very telling.

If a need existed for such legislation, surely multiple database producers would
be clamoring for such a bill, rather than expressing major concerns.

To move this bill forward would be to move the flow of facts and information back-
wards, and would disadvantage consumers.

I certainly believe that this hearing is informative, but do not believe that any
further steps should be taken on this bill to advance it.

Thank you.

(79)
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PREPARED STATEMENT OF REPRESENTATIVE BARBARA CUBIN

Thank you to both Chairmen for their commitment to working together on this
issue and holding this hearing today. It is important that the discussion continue,
as we seek to determine what, if any, remedy would be most appropriate.

I would also like to thank the distinguished panelists that have joined us today.
Your testimony is valuable and essential in furthering the debate on database man-
agement and protections.

A well balanced policy in this and every realm is an important goal for Congress.
While this debate has historically dead ended in its search for that balance, it does
not mean we should forego our efforts altogether.

One’s creation, original or compilation, should certainly be afforded rights and
protections. It is equally important, particularly in today’s world of ever changing
and exponentially growing technological advances, that these protections not inhibit
further development and available options.

Again, I thank the panelists and am certain that today’s testimony will further
illuminate the path that this legislation must take in a timely manner.

I thank the Chairman again and yield back the remainder of my time.

PREPARED STATEMENT OF REPRESENTATIVE GENE GREEN

Thank you to our Chairmen and Ranking Members for holding this hearing on
the need for expanded legal protection for databases. I appreciate our witnesses
coming before us today to give us their views on this draft legislation.

This country has a long-honored tradition of considering factual information part
of the public domain. In fact, the ability of scientists and researchers to have unre-
stricted access to this public information has contributed to the tremendous innova-
tion on which this country’s economic strength rests.

For several years now, the database industry has come to Congress with their
concerns about database piracy and the effect that it will have on the industry’s
willingness to invest sufficiently in new products.

While I understand their concerns, my initial thought is that these concerns seem
a little premature considering that the digital age has only contributed to the pro-
liferation of databases. And, to date, I have not seen any real evidence of investment
in databases being stymied.

Even if we assume that this threat to the database industry is real, I have ques-
tions about the necessity of enacting such a broad piece of legislation to protect
them. In the past, the Energy and Commerce Committee has approved legislation
to narrowly address this very issue, and I question why we are not taking a similar
approach today.

Again, I thank our witnesses for appearing before us today. I look forward to your
testimony and the light that it will shed on this important issue.

PREPARED STATEMENT OF THE HONORABLE TED STRICKLAND, A REPRESENTATIVE IN
CONGRESS FROM THE STATE OF OHIO

Thank you Mr. Chairman. Briefly, I would like to express my reservations regard-
ing the Database and Collections of Information Misappropriation Act. I have heard
from a number of interested parties about their concerns with this legislation and
I hope this hearing encourages Congress to continue thinking about legislation that
would create broad new protections for databases.

In the 106th Congress, I supported H.R. 1858, the “Consumer and Investor Access
to Information Act of 1999.” This bill was more narrowly written to create new pro-
tections against the selling or distributing of duplicated databases in interstate and
foreign commerce. While H.R. 1858 would have offered new legal protections for
database owners, these protections would not have limited the American public’s ac-
cess to information. It may be that additional protections for database owners are
worthy of pursuit. However, facts that are part of the public domain should remain
so and I hope we are careful to ensure we preserve the public’s access to data and
information and avoid unintended consequences as this debate continues.

I think the Database and Collections of Information Misappropriation Act of 2003
is too broad. I fear it would change our current information policy to a point where
we could stifle innovation, hamper scientific progress and get in the way of develop-
ment in the electronic commerce marketplace.

Again, thank you Mr. Chairman.
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The Honorable W J. “Billy” Tauzin

Chair, House Committee on Energy and Commerce
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Washington, D.C. 20515

Dear Chairman Sensenbrenner and Chairman Tauzini:

On September 2, 2003, your respective committees released a new proposal
for extra-copyright protection of databases (“the Proposal”). This Proposal is the
latest effort in our country to respond to the Supreme Court’s elimination of “sweat
of the brow” copyright protection of large, comprehensive databases in Feist
Publications v. Rural Telephone, 499 U.S. 340, 111 S.Ct. 1282 (1991) and the 1996
creation of a sui generis intellectual property right in the European Union to protect
investment in such comprehensive databases (The “EU Database Directive”?).

The present Proposal is clearly the result of enormous hard work. Those of
us who have worked on this issue in recent years know the difficulties committee
staff have faced in trying to reconcile sharply divergent perspectives on what kind of
extra-copyright protection, if any, is needed for databases.

Today the relevant subcommittees (the Subcommittee on Courts, the Internet,
and Intellectual Property and the Subcommittee on Commerce, Trade, and
Consumer Protection) will be holding a hearing on the Proposal. It also seemed like
an appropriate time for neutral parties to offer some initial impressions on the
Proposal. Ibelieve that the Proposal creates a cause of action that is clearly more
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limited to genuine misappropriation than some of the prior proposals that came
before Congress. At the same time, the Proposal has not completely solved many of
the problems in protecting database investments against misappropriation without:
disturbing the free flow of information necessary for science, education, and a
vibrant ‘information economy.” :

The analysis that follows is a preliminary review of the Proposal, divided into
a discussion of the Proposal’s “basic prohibition” (Part I); a discussion of other
important aspects of the Proposal (Part IT); and consideration of whether.this
Proposal is “comparable” to the EU Database Directive, such that under Article 11(3)
the European Union will grant its sui generis protection to American database
makers who would not otherwise qualify.

Parts I and II conclude that the Proposal is a better approach than prior bills
before your respective committees, but still has some elements that are likely to
trigger mischief and abuse. Part Il concludes, based on a recent presentation by an
EU official, that the Proposal would not be accepted by the European Commission
as “comparable” to the EU Database Directive.

The analysis that follows only occasionally touches upon the constitutionality
of the Proposal, although, as you know, that is a central consideration in drafting
‘ legislation in this area. A number of scholars and experts have written about the
" constitutionality of database protection.? To the degree the Proposal embraces a
genuine misappropriation approach, it increases its chances of passing constitutional
muster. The Proposal’s constitutional “profile” is also' an improvement over some
prior proposals in a number of areas, such as elimination of criminal liability.

To the degree the Proposal moves to embrace a genuine misappropriation
approach it also improves the theoretical case justifying additional federal law. We
must be cognizant that any database protection law is a proposal for additional
government regulation of the information economy. One of the basic problems with the
vetry strong extra-copyright database protection in the EU Database Directive is that
- there is no evidence that it has improved Europe’s information industries; the only
thing we know for certain is that the Database Directive has increased litigation in
Europe, principally over databases that already existed before the “incentive” of the
Directive was created. Similarly, in the U.S. there is no evidence of market failure —
and, therefore, no need for anything resembling the additional regulation of the
Directive. In the absence of such empirical evidence, the present Proposal offers a
more limited and narrow protection that is more easily justified by the basic
economic case for investment in information prodicts.
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All of us who have worked on database protection appreciate the time and
consideration you and your respective staffs” have put into this project — as well as
your willingness, signaled by this Proposal, to continue to listen to interested parties
and the public on this issue. ’

Cordially,

Prdfessor Justin Hughes

Attachment — Draft Analysis
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ANALYSIS -- Draft
Justin Hughes, Cardozo School of Law

Introduction

I Analysis of the Proposal’s Basic Prohibition

I Analysis of other elements of the Proposal

1.  Is this Proposal “comparable” to the EU Database Directive?
Conclusion

L Analysis of the Proposal’s Basic Prohibition

The basic prohibition of the Proposal is contained in section 3. Section 3 is
considerably more complex than the basic prohibitions that were in HR 354 and
HR 1858. It appears that the drafters of the Proposal wanted to limit the
“footprint” of the basic prohibition instead of creating a broader prohibition with
lots of exceptions, exemptions, and limitations. Generally speaking, that
approach should produce a simpler law, making it easier for citizens to
understand what is prohibited and what is permitted.

But a “basic prohibition” can itself become very complex and there are lots
of factors built into section 3. I would recommend against any additional
complexity in drafting this basic prohibition. The basic prohibition is broken into
its operative clauses for easier discussion below:

“Any person who

A. makes available in commerce to others

B. a quantitatively substantial part of the information

C in a database generated, gathered, or maintained by another person,
D knowing that such making available in commerce is without the

authorization of that person (including a successor in interest) or
that person’s licensee, when acting within the scope of its license,
shail be liable for the remedies set forth in section 7 if —

E. (1) the database was generated, gathered, or maintained through
substantial expenditure of financial resources or time;
F. (2) the unauthorized making available in commerce occurs in a

time sensitive manner and inflicts injury on the database or a
product or service offering access to multiple databases; and
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G. (3) the ability of other parties to free ride on the efforts of the
plaintiff would so reduce the incentive to produce the product or
service that its existence or quality would be substantially
threatened.

The meaning of many of these clauses depends on definitions explicitly laid out
in the bill. Your staff should be commended for their genuine effort to clarify
these elements through the section 2 and section 3(c) definitions. Let me address
each of the elements of the section 3 basic prohibition individually.

A, makes available in commerce to others

This is a substantial improvement over the broad proposal in the original
HR 354. As originally proposed, H.R. 354's basic prohibition consisted of three
basic elements, imposing liability on any person who “extracts or uses in
commerce” all or a substantial part of a database so as to cause “harm” to the
“actual or potential market” of the database creator. Instead, the Proposal’s
prohibition of “mak[ing] available in commerce to others” appears to be similar
to the scope of HR 1858, which would have created liability for those who “sell
or distribute to the public” a database belonging to another.

But, unlike HR 1858, the new bill adds a definition of “making available in
commerce to others” [section 2(14)] which tries to clarify which distributions
trigger liability and which distributions would not. It appeats that the section
2(14)(B)(i) definition is intended to ensure that distribution within a family or
small circle of friends or social acquaintances does NOT trigger liability (“a
family and its social acquaintances”). That is a laudable goal, but does the
“social” modifier in front of “acquaintances” mean that work colleagues are
excluded - with the intent that they fall under §2(14)(B)(ii)? If so, that points
needs to be clarified and discussed.?

Section 2(14)(B)(ii) creates liability when the distribution “extends
beyond . . . those who could reasonably anticipate to have a database made
available . . . to them . . . without a customary commercial relationship.” This is
also worth discussion. If the intent is to protect intramural distributions of data
within non-profit and educational institutions as well as many extramural
distributions of data among researchers, educators, and scientists, then the
legislative history could make this clear - and make clear that Congress intended
to protect what were customary, non-commercial distributions of data prior to the
passage of any bill.



86

Page 6 to Chairmen Sensenbrenner and Tauzin
September 21, 2003

But section 2(14)(B)(ii) may not help educators, researchers, and scientists
enough because of the present construction of section 2(14)(A) and (B).
Subsection (A) says “a substantial number of members of the public” and
subsection (B) says “a number of persons that extends beyond” either “a family
and its social acquaintances” [(B)i)] or the group that could reasonably
anticipate getting the database “without a customary commercial relationship”
[(B)@)]. The question is: what is the interaction of provisions (A) and (B)?

There is a danger that under (B) “a number” could be one person. In other
words, does distribution to one (1) person “beyond a family and its social
acquaintances” count as “making available in commerce to others”? Does
distribution to one (1) person “beyond . . . those who could reasonably
anticipate” getting the database “without a customary commercial relationship”
count as “making available in commerce to others”? If so, then (A) is of limited
importance and the Proposal could have a significant chilling effect on simple
data exchanges among citizens where commercial databases are involved
because no one will know when giving a single copy to someone will move them
“beyond . . . those who could reasonably anticipate” getting the database
“without a customary commercial relationship.”

To cure this serious problem, I suggest the Subcommittee consider
collapsing § 2(14)(A) and (B) to read, simply, “a substantial number of persons
beyond . . .” followed by the (B)(i) and (B)(ii) group descriptions.

A final point that warrants some emphasis. Because the Proposal can only
be passed under Congress’ general Commerce Clause power, “making available
in commerce to others” is constitutionally limited to commercial exchanges
affecting interstate commerce — a point correctly recognized by Section 2(2) of the
Proposal which provides that “commerce” means “all commerce which may be
lawfully regulated by Congress.”

Parallel language is used in the Lanham Act. 15 US.C. § 1227. See Larry
Harmon Picture Corp. v. Williams Restaurant Corp., 929 F.2d 662 (Fed. Cir. 1991),
cert. denied 502 U.S. 832 (1991) (finding, for purposes of Lanham Act, interstate
commerce in a restaurant with interstate customers). Even if the proposal were
silent on a definition of “commerce,” the limitation is a matter of Constitutional,
not statutory law. To the best of my knowledge, there have been no significant
tests of what constitutes interstate commerce for purposes of trademark law
since the Supreme Court’s decision in United States v. Lopez, 514 U.S. 549 (1995).
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The Lopez decision in tandem with existing jurisprudence under 15 U.S.C. § 1227
suggests that there will be some — possibly many — database distributions which
would not rise to the level of “interstate commerce” that can be regulated by
Congress.

B. a quantitatively substantial part of the information

The Proposal deserves praise for having eliminated the idea that a
quantitatively non-substantial, but qualitatively substantial redistribution of
information would be actionable under a database protection scheme.

The idea that a quantitatively small taking can still be substantial because
it takes the heart of a work was enshrined in copyright law in Harper & Row v.
Nation, 471 U.8. 539 (1985). In that case, the Court concluded that the copying of
300 words from former President Gerald Ford's 450-page biography constituted
actionable copying. While the Harper & Row reasoning makes sense with literary
and artistic works, it makes much less sense with large, comprehensive databases.
Yes, there will be some databases that have some entries that are more rare and
harder to obtain than other entries. But the added, miniscule “incentive” would
not be worth the risk of vexatious litigation from allowing plaintiffs to claim that
quantitatively non-substantial redistribution creates liability. See Justin Hughes,
How Extra-Copyright Database Protection Can be Constitutional, 28 U. Dayton L. Rev.
159, 212 - 213 (2002).

C in a database generated, gathered, or maintained by another person,

The important elements of this phrase in the basic prohibition are
discussed under “E” below.

D knowing that such making available in commerce is without the
authorization of that person (including a successor in interest) or that
person’s licensee, when acting within the scope of its license,

The addition of this knowledge standard is a new and welcome element to
the database protection discussions. This phrase appears to move the Proposal
away from a strict liability statute. Under the Proposal, knowledge of lack of
authorization would be required for liability under the statute, in contrast to
classical intellectual property laws. See, e.g. Shapiro, Bernstein v. 4636 S. Vermont,
367 F.2d 236, 238 (9* Cir. 1966) (“knowledge of lack of authorization is not
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required for a violation of the copyright law”); Bennett v. Flash 1-Hour Foto, 1994
U.S. Dist. LEXIS 6704 (N.D. IIl. 19%4) (same).

This knowledge standard also helps focus liability on commercial
enterprises, particularly competitors of a database maker, who will be familiar
with the “rules of engagement” and focuses liability away from private citizens
and individuals who do not understand well-established federal laws, let alone
completely new causes of action.

E. (1) the database was generated, gathered, or maintained through
substantial expenditure of financial resources or time;

The idea of investment in “generating” and “gathering” information seem
familiar and relatively non-controversial. The two most interesting points in this
clause are (a) what kind of “maintenance” of a database is sufficient to trigger
protection under the Proposal separate from “generating” and “gathering”; and
(b) what counts as a “substantial expenditure” of financial resources or time that
will trigger protection under the proposal.

The proposal clarifies/limits “maintenance” for purposes of section 3.
Section 2(13) states that “To ‘maintain’ a database means to update, validate, or
supplement the information contained in the database.” This helps eliminate
some overly broad understandings of “maintaining” a database: simply keeping a
server plugged into electricity would no longer count as “maintaining” an online
database. But, as [ understand it, the Proposal still does not solve the problem of
large, comprehensive databases which are maintained [in the section 2(13) sense]
over the course of years or decades. Under sections 2(13) and 3,
“supplementing” a huge database with a relatively small number of new entries
could count as “maintenance” justifying protection of the entire database. This
issue would come to the fore if the Proposal were amended to include a definite
term for database protection.

F. (2) the unauthorized making available in commerce occurs in a
time sensitive manner; and inflicts injury on the database or a
product or service offering access to multiple databases; and

It’s clear that inclusion of the “time sensitive” language here is intended to
echo the holding in National Basketball Association v. Motorola, 105 F.3d 841 (2d
Cir. 1997) which found that New York state common law misappropriation
could survive preemption by federal law under certain limited conditions. The
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NBA v. Motorola analysis was inspired by the circumstances and reasoning of the
Supreme Court in International News Service v. Associated Press, 248 U.S. 215 (1918).
In the INS case, the Supreme Court recognized a “quasi-property” right to
information beyond — but apparently compatible with — copyright law. The
Court implicitly was concerned with very “time sensitive” information, noting
that “[t]he peculiar value of news is in the spreading of it while it is fresh” 248
U.S. at 235. Court and scholars would later call this a “hot news” analysis,
although the two phrases — “hot news” and “time sensitive” were, for different
reasons, not the sort of language the 1918 Supreme Court employed.

But the Proposal likewise uses “time sensitive” in a way that would be
unrecognizable to courts and commentators. Section 3(c) leaves the “time
sensitive” status of data in the hands of courts, instructing only that “[TIjn
determining whether an unauthorized making available in commerce occurs in a
time sensitive manner, the court shall consider the temporal value of the
information in the database, within the context of the industry sector involved.”

The phrase “temporal value” appears to mean simply “value” such that
section 3(c) produces a ‘soft’ definition that information is “time sensitive” as
long as it is valuable. If information is valuable in a particular “industry sector”
for 20 years, then under section 3(c) the information is “time sensitive” for 20
years. That is not how any American courts have ever used the phrase. See, e.g.
National Resources Defense Council v. Evans, 316 F.3d 904 (9* Cir. 2003) (discussing
“time sensitive data”); NBA v. Motorola, supra (constantly changing sports scores
as “time-sensitive information”); Gustafson v. Jones, 290 F.3d 895 (7& Cir. 2001)
(discussing “time sensitive information” in the context of criminal investigation).
In an effort to reflect the NBA v. Motorola analysis, the Proposal stretches the
notion of “time sensitive” inappropriately.*

The result is that, instead of limiting protection, the “time sensitive”
concept in the Proposal creates the prospect of permanent protection. If
information is “time sensitive” as long as it is valuable, then anytime a plaintiff is
economically inspired to sue, they have a cause of action and any limitation
created by section 3(c) is illusory. This was one of the Administration’s principal
criticisms of HL.R. 1858 in 1999. As then Department of Commerce General
Counsel Andrew Pincus stated:

“We do not support the basic premise of H.R. 1858 . that a codification of
misappropriation principles should provide an open-ended term of
protection because common law misappropriation principles do not
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impose any fixed duration to such claims. We also believe that legislation
must specify the acts that initiate the term of protection.”s

This concern is as valid today as it was in 1999. An unusual definition of “time
sensitive” should not produce the prospect of permanent protection for any
database under the statute. There is absolutely no evidence that such an economic
incentive is needed for the production of any databases.

G. (3) the ability of other parties to free ride on the efforts of the
plaintiff would so reduce the incentive to produce the product or
service that its existence or quality would be substantially
threatened.

This is another component of section 3 which appears to be inspired by
the analysis in NBA v. Motorola (105 F.3d at 852) as well as the approach taken in
H.R. 1858. The problem with this requirement for liability is twofold: either (a)
it will apply in all or almost all situations or (b) it will be completely non-
transparent: how will a person who did not develop the database know when
“the ability of other parties to free ride on the efforts of the plaintiff would so
reduce the incentive to produce the product or service that its existence or
quality would be substantially threatened”? Again, this is a concern that the
Administration raised in 1999 in relation to H.R. 1858.

IL. Other elements of the Proposal

There are many other elements of the Proposal that deserve comment.
Again, in general, the staff deserve great credit for having worked to craft a
legislative proposal that strikes a middle ground aimed at addressing unfair
competition without unduly restricting the flow of information in society. At the
same time, the Proposal has some elements that should be removed, refined, or
adjusted.

A.“Discrete” subsections of databases as “databases”

Perhaps the most important element of the Proposal outside the basic
prohibition of section 3 is the Section 2(5)(C) treatment of “discrete sections” of
databases:
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“(C)Discrete sections. - The fact that a database is a subset of a database shall
not preclude such subset from treatment as a database under this Act.”

It is hard to overstate the importance of this a short provision on the scope of the
proposed database protection.

This provision in the Proposal is presumably inspired by a parallel provision
that existed in FLR. 1858. It was a troubling idea then and it is a troubling idea
now. The Administration criticized this type of provision in its 1999 testimony
on H.R, 1858:

“.. .. section 101(1) provides that a discrete section of a database ‘may
be treated as a database.” We recognize that the intent of this ‘discrete section’
provision is to protect identifiable subsections of databases from wholesale
misappropriations, but we very are concerned that this definition could create
liability for insubstantial distributions from databases, particularly in the digital
environment,

“For example, the book edition of a national database of hotels might

subdivide hotels by state and city; in such a situation, we understand that the
intent of section 101(1) would be to create Liability when a competitor
misappropriated all of the Sacramento, California or Cincinnati, Ohio listings
from the national database, even though this might only be a small part of the
national database. But in a digitized form, the same national hotel database can
have discrete sections organized by state, by city, by neighborhood, by quality
rating, by hotel ownership or chain participation, by price, by the availability of
particular services (conference rooms of such a size, gym facilities), etc. . so that
many, if not most, distributions of material from the database could trigger the
‘discrete section’ provision.
“Defining a database to include a discrete subset of the database invites
database producers to format their products so as to make small amounts of the
data appear as ‘discrete,’ therefore liability-triggering, subsets. We therefore
recommend against this approach.”®

On closer scrutiny, section 2(5)(C) may be more troubling than the provision
in H.R. 1858. Section 101(1) of H.R. 1858 provided “However, a discrete section
of a database that contains multiple discrete items of information may also be
treated as a database.” But while “discrete sections” is the title of section 2(5)(C)
of the Proposal, it is not in the operative legislative text. Section 2(5)(C) does
NOT say “[t]he fact that a database is a discrete, readily identifiable subset of a
database shall not preclude such subset from treatment as a database under this
Act”
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The danger of mischief, manipulation, and abuse with this kind of provision
is as great now as it was in 1999. For this reason, the “discrete sections”
language should be struck for the time being. In many ways, the problem of
identifying “the database” for purposes of a misappropriation claim are parallel
to the problem courts often confront in identifying the “work” for purposes of
copyright law. The 1976 Copyright Act has functioned quite well for almost
three decades with no definition of a “work.” Judges should alsoc be able to
make sensible determinations about what counts as a “database” vis-a-vis
protection against misappropriation.

If members of the Committees remain concerned that free-riders will
appropriate valuable portions of large databases without such a discrete
subsections provision, then one recommendation would be to include a
provision establishing that the issue should be studied 5-10 years after
implementation of the bill by the U.S. Patent and Trademark Office, the Federal
Trade Commission, and the Department of Justice, in cooperation with the
Copyright Office. Such a study provision could target this as a specific issue,
much as provisions of the Digital Millennium Copyright Act do. See 17 U.S.C.
§1201(a)(1)(C) [study on impact of §1201 on availability of particular classes of
works]; 17 U.5.C. §1201(g)(5) [study on impact of §1201 on encryption research].
Five to ten years would be a more suitable time frame then the shorter periods
that have been used for follow-up studies in the DMCA. As a general rule,
markets do not respond as quickly to changes in the incentive structure created
by intellectual property laws as many people in Washington have believed.

B. Simplifiying the Proposal: delete some definitions

The Proposal includes definitions of “Collective works” and “compilations”
at Section 2(1) and 2(3), respectively. These definitions are then used in the
Section 2(5)(B)(i) definition of a “database” to ensure that what are compilations
under copyright law are treated as databases under this law. Section 2(5)(B)(i)
states that a “work(s) of authorship” are excluded from database protection,
“other than a compilation or a collective work.”

Instead of these statutory definition, it would be simpler to provide in
Section 2(5)(B)(i) that protected databases exclude any “work of authorship,
other than a compilation under 17 US.C. § 101.” In Title 17. “compilations” are
statutory defined to “include collective works,” so it is even unnecessary to state
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“work of authorship, other than a collective work or compilation under 17 U.S.C.
§ 101.) (Although this too would eliminate the need for the definitions.)

Including the definitions of “collective work” and “compilation” in the
Proposal itself may have been intended to further separate the Proposal from
copyright law. But the definitions are taken verbatim from the copyright statute
and the relationship between the two forms of protection should be
acknowledged, not hidden. Companies that use intellectual property to protect
their investments, intellectual property practitioners, and the judiciary are all
accustomed to a jurisprudence in which more than one form of intellectual
property may protect one creation or work. Software may be protected by both
patent and copyright; cartoon characters may be protected by both copyright and
trademark; some elements of a technological advance may be protected by
patent, while other elements are protected by trade secrecy law. Some overlap
has come to be expected. See, e.g. U.S. PATENT AND TRADEMARK OFFICE & U.S.
COPYRIGHT OFFICE, PATENT-COPYRIGHT LAWS OVERLAP STUDY x (1991) (prepared
for the House Subcommittee on Intellectual Property and the Administration of
Justice, and concluding that "there appears to be minimal overlap between the
subject matter of copyrights and utility patents because the statutes make clear
that the areas of protected matter in each case are markedly different"); Mazer v.
Stein, 347 U.S. 201 (1954) (holding that copyright and design patents could
protect the same work).”

Since the early discussions of extra-copyright protection of databases, it has
been understood that any system would almost certainly apply to some works
already eligible for (at least some) protection under the Copyright Act. The EU’s
Database Directive is, for example, expressly drafted with two overlapping forms
of protection: the copyright protection of database selection/arrangement and the
sui generis protection of investment in databases. A statutory reference to Title
17's definitions will only clarify what is already understood by all who have
participated in these discussions.

C. Clarifiying the Proposal: refining some definitions

The definition of “Internet Access Service” in section 2(10) states that “[s]uch
term does not include telecommunication services” but the definition of
“telecommunications” and “telecommunications service” in section 2(15) and
(17), respectively, appear to include many Internet-related activities. The
relationship of these definitions to one another may become more clear as the
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Proposal is discussed further. But it may be appropriate for the Committees to
consider refining these definitions.

D. Placing the Proposal within the Lanham Act

The Proposal does not state where the statute would be placed. I believe
that reflects the Committee’s prudent recognition that a true misappropriation
statute does not belong in the Copyright Act.  See, e.g. Hughes, How Extra-
Copyright Protection of Databases can be Constitutional, supra at 212,

II.  Is this Proposal “comparable” to the EU Database Directive?

One of the reasons for continued U.S. attention to this issue is the
European Union’s creation of a sui generis form of database protection in 1996.
At the time of its enactment, the Database Directive was justified largely on the
grounds that Europe’s database industries needed to become more competitive
vis-a-vis the United States. Under Article 11 of the Directive, the sui generis
protection is only granted to foreigners under agreements “concluded by the
Council [of Ministers] acting on a proposal from the Commission.” Recital 56 of
the Directive further provides that this “reciprocal” will be offered to citizens of
third countries “only if such third countries offer comparable protection....”

Proponents of database protection in the United States point to these
reciprocity provisions and the spectre that some U.S. database producer will
have their database appropriated in Europe without having any protection under
national laws implementing the Directive. To the best of my knowledge, there
are no reported examples or cases of such database piracy in Europe. There are
several reasons for this. First, most American companies that would be
marketing databases in Europe maintain a sufficiently substantial presence to
qualify for protection under the Directive. Indeed, many American databases are
produced by U.S. companies that are wholly owned by European companies.
Second, even if a U.S. database maker could not avail themselves of national laws
directly implementing the Database Directive, many European countries have
unfair competition laws that can be used against free-riders. In fact, in some
early cases enforcing the Database Directive, national courts recognized that the
plaintiffs could proceed under unfair competition laws as well. See, e.g. Editorial
Aranzadi v. Dealing World Espafia, SA, Court of First Instance, Alicante, Spain,
Judgment of July 2, 1999.
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Nonetheless, gaining “protection” for American database makers is still
presented as an argument for legislating database protection in the United States.
For that reason, the Proposal needs to be measured on a simple question: is the
European Commission likely to judge the Proposal “comparable” to the
Directive? The answer appears to be: no.

In late August 2003, at a symposium at the University of Oslo, one of the
European Commission officials who drafted the Database Directive and oversees
its implementation, Dr. Jens Gaster, made a presentation to a group of
intellectual property professors and experts, principally from Europe, but
including academics from Japan and the United States. Dr. Gaster’s presentation
was informative and included a discussion of the two cases of “comparable”
protection that have been considered by the European Commission.

In the first, the Commission formally considered a request by the Isle of
Man - a British Crown Dependency — for recognition of its “comparable”
database protection. This was a very easy case of “comparable” protection
because the Isle of Man had adopted the United Kingdom law implementing the
Directive? If the UK. fulfilled the requirements of the Directive, the Isle of Man
law did so automatically. According to Dr. Gester, the EU recognized the
“comparable” protection in July 2003.

In contrast, Australia informally approached the Commission following
the Australian Federal Court’s decision in the Telstra litigation, a decision that
concluded that Telstra had copyright in telephone books from labor and
investment in gathering and compiling names, addresses, and telephone
numbers.® The Telstra decision essentially ruled that Australian law follows
English law prior to the Database Directive in providing “sweat of the brow”
protection. According to Dr. Gester the Comumission advised Australia that such
protection was not “comparable” to the Directive on the grounds that the “[r]e-
utilization right under Article 7 (2)(b) Directive goes beyond the traditional
bundle of copyright rights” and “[c]opyright term is much longer than sui
generis right’s term of 15 years from completion of manufacture.”?® According to
Dr. Gester, the informal “Australian request under Article 11(3) Directive [was]
turned down.”

Dr. Gester’s clear and insightful presentation of the Commission’s views
show that the Proposal would be unlikely to be viewed by the Commission as
offering “comparable” protection. Like the Australian law, the Proposal does not
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provide the wide range of protection against “re-utilization” that the Directive
does. Like the Australian law, the Proposal would provide a term of protection
potentially much longer than the Directive’s 15 years. On these grounds, the
Proposal, in its present form, would not achieve one of the frequently mentioned
goals of database protection legislation in the United States.

Conclusion

The issues surrounding extra-copyright protection of databases are complex.
The Committee staff have made a laudable effort to open up new possibilities to
craft a misappropriation law for the United States that can provide appropriate
protection domestically and a model internationally to contrast with the strong
protection provided by the European Union’s Database Directive.  There is
much in the Proposal that can and should be improved, but there is much in the
way of new ideas and approaches that merits serious study before it is
condemned.
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October 29, 2003

The Honorable Lamar Smith, Chairman

Subcommittee on the Courts, the Internet and Intellectual Property
House Judiciary Committee

B-351A Rayburn House Office Building

Washington, D.C. 20515

The Honorable Cliff Stearns, Chairman

Subcommittee on Commerce, Trade and Consumer Protection
House Energy and Commerce Committee

2125 Rayburn House Office Building

Washington, DC 20515

Re:  Submission for the record for the joint hearing before the Intellectual Property and
Consumer Protection Subcommittees on the “Database and Collections of Information
Misappropriations Act,” held on September 23rd, 2003

Dear Mr. Chairman Smith and Chairman Stearns:

The Coalition Against Database Piracy (CADP) hereby requests that the two documents
accompanying this cover letter be included in the record for the joint hearing before the Courts,
the Internet and Intellectual Property Subcommittee and the Commetce, Trade and Consumer
Protection Subcommittee on the Database and Collections of Information Misappropriations
Act, held on September 23rd, 2003. The first document is a memorandum authored by C.
Boyden Gray, Jamie Gorelick, Randolph D. Moss on October 27™, It establishes that the
allegations made by the U.S. Chamber of Commerce in its letter dated October 15, 2003, are
baseless by confirming that “numerous judicial decisions — along with common sense —
demonstrate that the gap left by the Feist decision is both real and detrimental.”

The second document is a report authored by Laura D'Andrea Tyson and Edward F. Sherry
entitled Statutory Protection for Databases: Economic and Public Policy Issues. This report
responds to the Chamber’s claims that there is a lack of economic data to support the need for
federal legislation to protect the investments of database producers. The Tyson report clearly
demonstrates that is not the case as it provides numerous real-life examples and economic
evidence validating the need for federal legislation to protect against database piracy.

Thank you for including these two documents in the record for the September 23 hearing.
Sincerely,

iz

Keith Kupferschmid
Counsel for CADP
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October 27, 2003

MEMORANDUM ON THE LEGAL NEED FOR H.R. 3261, THE “DATABASE AND
COLLECTIONS OF INFORMATION MISAPPROPRIATION ACT”

From: C. Boyden Gray, Jamie Gorelick, Randolph D. Moss
To: The Coalition Against Database Piracy (CADP)
EXECUTIVE SUMMARY

The distribution and analysis of data are at the core of the information economy. Before
performing these functions, however, it is necessary to gather the undertying data — a process
that often involves enormous effort and cost. H.R. 3261, the “Database and Collections of
Information Misappropriation Act,” seeks to protect the investment of those who develop the
databases that form the foundation of the information economy. Without meaningful legislation,
both businesses and consumers will suffer: businesses will risk the misappropriation of their
investment by free-riding competitors, and consumers will be harmed by the decreased
incentives that businesses will have to invest in developing and maintaining high-quality
databases.

In the face of the simple proposition that individuals and companies should be allowed to
protect their investment from misappropriation, opponents of the legislation have argued that
H.R. 3261 is unnecessary (and potentially harmful), overbroad, and arguably exceeds Congress’
authority. None of these arguments can withstand scrutiny.

First, some contend that there is no “gap” in existing law and that the creators of
databases are already adequately protected from piracy. That contention is baseless. In Feist
Publications, Inc. v. Rural Tel. Serv. Co., Inc., 499 U.S. 340 (1991), the Supreme Court
recognized that federal copyright law does not protect the most important element of a database,
namely, the facts that are actually compiled. Numerous judicial decisions under copyright and
other laws — along with common sense — demonstrate that the gap left by the Feist decision is
both real and detrimental. The attempts by the opponents of H.R. 3261 to distinguish judicial
decisions highlighting the gap in existing law all are unavailing.

Second, opponents of the legislation have argued that it is “not a misappropriation
statute” and that some of its principal terms apply too broadly. Even a cursory review of the bill,
however, confirms that it is, in fact, 2 misappropriation statute. The bill does not grant
“exclusive rights,” as was the case in some past proposals. The bill targets only those entities
that would “free ride” on the investment, hard work and reputations of database producers and
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cause them financial harm. Ironically, at the same time the opponents of the legislation argue
that it is flawed because it does not fill a gap left by common law remedies, they argue that it
should be narrowed in scope so that it merely replicates existing remedies.

Finally, while some have argued that because the Supreme Court recognized in Feist that
the Copyright Clause of the Constitution includes an “originality” requirement, Congress lacks
the authority to protect databases from piracy. The fact that Congress may lack authority to
provide meaningful protection to databases under the Copyright Clause, however, says nothing
about its authority to regulate under the Commerce Clause. And, given the enormous impact of
database misappropriation on the national economy, there can be no doubt that H.R. 3261 fits
easily within Congress’ power to regulate interstate commerce.

ANALYSIS

L AFTER FEIST, THE LAW PROVIDES THE CREATORS OF DATABASES
WITH LITTLE IF ANY PRACTICAL PROTECTION

In Feist, the Supreme Court held that the only elements of a compilation of facts that are
subject to protection under the Copyright Act are the selection and the arrangement of those facts
— and these elements are subject to protection only to the extent they satisfy the requirement of
“originality.” Thus, even where a compilation of data reflects the “sweat of the brow” efforts of
thousands of hours of work and highly-skilled data-collection, the Copyright Act does not
prevent a database pirate from waiting for the information to be collected and then simply
copying it in order to create a competing product. Those who do nothing more than compile
facts and present them for consumption in an essentially non-creative way thus receive no federal
protection for their investment. In fact, federal copyright law provides the least protection to the
databages that are most commercially valuable: those that are comprehensive (reflecting little
creativity in the “selection” of facts) and simple in their format (reflecting little creativity in the
“arrangement” of the facts). See Schoolhouse, Inc. v. Anderson, 275 F.3d 726, 729 (8th Cir.
2002) (“a competitor may take ‘the bulk of the factual material from a preexisting compilation’
without infringing the author’s copyright”).

The case law confirms that current federal and state law do not provide adequate
protection to the most commercially useful data compilations. Attempts by opponents of the
legislation to distinguish these cases, moreover, are all unavailing.

O In Warren Publishing, Inc. v. Microdos Data Corp., 115 F.3d 1509 (11th Cir. 1997),
Warren Publishing, which distributes an exhaustive directory of cable systems, could not prevent
a competitor from incorporating its directory into the competitor’s product. Under Feist, the facts
themselves were not subject to copyright protection, only their selection or arrangement. Id. at
1515. Hamstrung by Feist, Warren tried to establish that, at a minimum, the defendant had
infringed its system of sorting cable system data by “principal community,” but that was not
enough — even though, as the Eleventh Circuit noted, this method of sorting the data made it
“commercially useful,” it was not a sufficient basis for copyright protection. /d at 1518.
Although Warren went to enormous expense to create its “commercially useful” resource, a
competitor could simply copy the facts that Warren had gathered and market them in its own
products.
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The opponents of H.R. 3261 argue that Warren fails to show a need for database
protection legislation because, they assert, Warren subsequently began to use shrink-wrap
licenses to protect its database from misappropriation, and, in a future case, might bring a claim
for breach of contract. That answer, however, is wholly unsatisfactory. Contract remedies only
bind the parties to the agreement; thus, for example, if a pirate obtains the protected database
through a third party, the owner has no recourse against the pirate. Further, contract law varies
from state to state — posing particular difficulties for those whose databases are broadly
disseminated electronically, where the greatest potential for exploitation exists. In addition, the
enforceability of click-wrap agreements — the principal means of establishing contracts in the
context of electronic media — remains in flux. And, even if issues of enforceability could be
overcome, a contract law solution is inefficient and will limit the distribution of databases: If
contract law were the only source of protection, for example, then a database owner would have
to bury its database behind such an agreement to ensure that the database would be protected
from exploitation. A database protection law, on the other hand, would give the database owner
additional incentive to make its database available more freely, and to a wider audience, without
worrying about ensuring that every user of the database has explicitly assented to the terms of
adequate protection. Indeed, if contract law is the only source of remedy, database providers
would have strong incentives to offer their services only to large, institutional customers who are
more likely to be held to the terms of their contract.

© 1In Schoolhouse, Inc. v. Anderson, 275 F.3d 726 (8th Cir. 2002), the Eighth Circuit
explained that a service that painstakingly compiled data on public schools did not have a
copyright claim against a person who allegedly harvested data within 56 of those topics,
comprising 74% of the topics listed in the database, to create his own database service. Because
the defendant’s service was not arranged in a similar fashion to the plaintiff’s, and because the
plaintiff’s database was so comprehensive — thereby minimizing the “creativity” in the selection
of topics — the Eighth Circuit held that the defendant’s service was not infringing. Under
copyright law, “when it comes to factual compilations, after Feist, it takes virtually ‘extensive
verbatim copying’ to constitute infringement.” Id. at 729.

Bewilderingly, opponents of H.R. 3261 argue that the Schoolhouse case does not support
the need for legislation because, they assert, the district court found that there was no evidence
that the defendant had copied the data from Schoolhouse, Inc. Yet, not only did the district court
fail to make such a finding, the question was never before the court for one simple reason — as
the court correctly recognized, under existing law “[c]opying of the underlying factual material
contained in the compilation is not infringement.” Schoolhouse, Inc. v. Anderson, 2001 WL
1640081, at *4 (D. Minn. Nov. 8, 2001). In short, Schoolhouse, Inc. was never given the
opportunity to prove that its competitor copied substantial amounts of its data because, under
existing copyright law, the competitor was allowed to do so. This is precisely the gap that H.R.
3261 is intended to fill.

o In Ticketmaster Corp. v. Tickets.com, Copy. L. Rep. (CCH) P28,607 (C.D. Cal. 2003),
a competitor of Ticketmaster used electronic means (called a “spider™) to harvest in bulk ticket
information from the Ticketmaster web site, for the purpose of displaying that information on its
own online ticket service. Ticketmaster argued that its competitor had engaged in “trespass to
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chattels” by electronically harvesting ticket data from its web site in this way. The district court
expressly rejected economic harm (absent harm to the computer system) as a basis for trespass,
on the grounds that a trespass to chattel claim required some actual “tangible interference with
the use or operation of the computer being invaded by the spider,” and Ticketmaster had failed to
come up with evidence of such harm. In reaching this conclusion, the court noted that the
trospass theory constituted an attempt “to apply a medieval common law concept in an entirely
new situation which should be disposed of by modem law designed to protect intellectual
property interests” — highlighting the fact that no such law exists.

In response to this case, the opponents of H.R. 3261 assert that Ticketmaster Corp.’s
approach to the trespass to chattels claim is an outlier and that a recent decision of the California
Supreme Court has called Ticketmaster into question. Unfortunately, just the opposite is true.
The California Supreme Court actually refused to extend the tort of trespass to chattels to claims
based on electronic “trespassing” (there, through the delivery of unwanted emails to Intet
employees) that did not result in actual damage to the computers or otherwise harm their
operation, See Intel Corp. v. Hamidi, 30 Cal. 4th 1342, 1364 (2003) (“We therefore decline to
create an exception . . . to the general rule that a trespass to chattels is not actionable if it does not
involve actual or threatened injury to the personal property or to the possessor's legally protected
interest in the personal property.”). The opponents of H.R. 3261 also suggest that, regardless of
California law, Ticketmaster was protected by the Computer Fraud and Abuse Act (“CFAA™).
But, the CFAA prevents only unauthotized access to protected computers. Thus, it would not
have any bearing on databases and directories that are distributed by CD-ROM or in hard copy,
or that are lawfully downloaded before they are pirated. Further, it remains unclear whether the
CFAA applies to unauthorized harvesting of data from publicly available websites or other
services.

o In Skinder-Strauss A iates v. Mass. Continuing Legal Education, Inc., 914 F, Supp.
665 (D. Mass. 1995), the district court concluded that a directory of attorneys and judges was not
subject to protection under the Copyright Act — and therefore, freely reproducible in a
competing publication — precisely because the directory was itself exhaustive. In that case, the
plaintiff had assembled a directory of lawyers who practice in Massachusetts and Jjudges who sit
in that state, and presented evidence that the defendant had simply copied that information —
including by copying fictitious names or “‘seeds” planted in the text to detect copying — into its
own directory. Even assuming that the plaintiff’s competitor had slavishly copied the directory
information, however, the court held that such copying could not constitute copyright
infringement: after Feist, database providers are free to engage in wholesale copying of facts
from their competitor’s databases into their own, even if to do so is essentially cost-free.

Opponents of the legislation note that the district court in that case held that other
elements of the plaintiffs’ publication were copyrightable, and that this demonstrates that current
law provides adequate protection for database creators. That, of course, is an utter non-sequitur:
the plaintiff enjoyed no protection in the very aspect of its publication that made it most useful,
namely, the exhaustive directory of attorneys and judges.

In short, the attempt by opponents of the legislation to distinguish these cases are
unavailing. And in any event, these cases are simply emblematic of a much broader problem,
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evidenced by the raft of litigation in which database owners try (unsuccessfully) to prevent
others from pirating their hard-earned compilations, each of which demonstrate the increasingly
“thin” protection that the creators of databases enjoy as a matter of copyright law. For example,
in Bellsouth Advertising & Publishing Corp. v. D lley Information Publishing, Inc., 999 F.2d
1436 (11th Cir. 1993), the Eleventh Circuit held that the publisher of a “yellow pages” could not
use copyright law to prevent a competitor from simply copying the name, address, telephone
number, business type, and unit of advertising into its own database, even though that
information was collected only as a result of a “number of marketing techniques” that the
plaintiff deployed: because such “acts are not acts of authorship, but techniques for the
discovery of facts,” the Copyright Law provided the publisher no remedy at all. Id. at 1441,
Similarly, in Key Publicati Inc. v. Chi wn Today Pub. Enter., Inc., 945 F.2d 509, 515 (2d
Cir, 1991), a competitor in the market for directories of Chinese-American businesses in New
York evaded copyright liability, even though seventy-five percent of the competitor’s directory
was the result of “deliberate copying” of entries from the plaintiff’s directory. The plaintiff in
EPM Communications, Inc. v. Notara, Inc., 2000 Copy. L. Rep. (CCH) P28,135 (S.D.N.Y.
2000), faced the same problem: the court held that the publisher of a massive directory of
persons involved in the licensing business was not likely to prevail in its claim of copyright
infringement against the publisher of a competing directory, even assuming that nearly half of
the competitor’s listings were copied from the plaintiff's directory. Likewise, the plaintiff in
American Massage Therapy Ass'nv. Maxwell Petersen Assocs., Inc., 209 F. Supp. 2d 941 (N.D.
1IL. 2002), could not prevent its competitor from simply copying 17,617 names and addresses out
of its directory of professional massage therapists and into its own database, to be sold to third
parties for direct marketing purposes.

Opponents also suggest that there is a lack of “hard data” on the effect of this void in the
law on the market for database products. To be sure, there exists a market for database services.
But if H.R. 3261 were in place, the incentives of database providers to create and maintain
databases of increasingly high quality would undeniably increase. Moreover, it is fundamentaily
unfair to deprive a person of fair compensation for the value of his services. In this context, the
creators of databases, who expend vast resources to collect previously uncompiled facts, go
uncompensated for the value they provide to third parties whenever someone copies their work
and distributes it as their own. In a legal regime that authorizes such misappropriation, the
incentive of database providers to create the products in the future or invest in their quality is
diminished. For the same essential reasons, the protection afforded to database creators must be
retroactive: both to ensure compensation for past efforts expended and as an incentive to create
new databases and to maintain and to distribute existing databases going forward.

1L THE PROPOSED LEGISLATION IS CLEARLY DESIGNED TO PREVENT A
FORM OF “MISAPPROPRIATION”

The suggestion that H.R. 3261 is not a “misappropriation” bill is misplaced.
Misappropriation is simply “[t]he application of another's property or money dishonestly to one's
own use.” Black’s Law Dictionary (7th ed. 1999). And that is exactly what the bill sets out to
prevent. Morcover, unlike copyright law, the legislation is specifically limited to circumstances
in which piracy causes commercial harm, the database was generated at substantial cost, and the
misappropriated database is made available in commerce “in a time sensitive manner.” Plainly,
H.R. 3261 is a misappropriation bill.
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Ironically, at the same time that opponents of the bill argue that it does not fill any gap in
existing law, they also argue that it unduly expands the common law of misappropriation. Yet,
to the extent the legislation does so, it merely highlights the need for Congress to act. Thus,
opponents of the legislation argue that H.R. 3261 would protect databases beyond the period in
which the facts they contain are considered “hot news™ under International News Service v.
Associated Press, 248 U.S. 215 (1918). In fact, the legislation contains a time sensitivity
provision, which requires courts to “consider the temporal value of the information in the
database, within the context of the industry sector involved.” It is hardly troubling that the bill,
accordingly, protects a database during the period of time it is commercially valuable. Similarly,
opponents find fault with the legislation because it would protect the investment of resources in
the “maintenance” of a database as well as its creation. But a fundamental value that database
providers offer their customers is a “maintained” database — one that is subject to ongoing
revision for accuracy, ease of use, and exhaustiveness. It makes little sense to prevent database
pirates from free riding on the initial creation of the database but to allow them to profit from
similar efforts to maintain the database.

II. CONGRESS HAS CONSTITUTIONAL AUTHORITY TO ENACT H.R. 3261

Congress has ample constitutional authority to fill this obvious gap. Constitutional
scholar Paul Bender has written: “If a power given to Congress in order to serve a particular
constitutional purpose does not authorize certain federal legislation, there is ordinarily no reason
why a different power, designed to serve a different purpose, may not authorize the legislation
instead.” See Paul Bender, The Constitutionality of Proposed Federal Database Protection
Legislation, 28 U. Dayton L. Rev. 143, 146 (2002). Even if Congress lacks authority under the
Copyright Clause to protect the misappropriation of databases, it has broad authority under the
Commerce Clause, U.S. Const. Art. I, § 8, ¢l. 3, to prohibit database pirates from
misappropriating the labors expended by the database creators. For example, the Lanham Act —
a source of extensive federal intellectual property rights — is based on the Commerce Clause,
even though the Supreme Court specifically held that Congress could not base trademark
protections on Copyright Clause. See The Trade-Mark Cases, 100 U.S. 82 (1879). Similarly,
Congress has passed laws related to trade secrets (18 U.S.C. § 1831 et seg.) and the recording of
live performances (18 U.S.C. § 2319A), neither of which find their basis in the Copyright
Clause.

Some have suggested that this legislation would present substantial First Amendment
problems, but any First Amendment concern is wildly exaggerated. The law of false advertising,
trademarks, unfair competition, copyright, and trade secrets @/l involve regulation of information
or words used in a commercial context, and all peacefully coexist with the First Amendment.
And like these other established areas of commercial regulation, H.R. 3261 does not even apply
to most uses of the databases that would raise First Amendment concerns: it includes substantial
exemptions for non-profit, scientific, and educational uses, allows others to compile the same
facts independently, and is otherwise narrowly tailored to apply only to prevent true database
piracy that causes harm. Because current law provides only thin, inconsistent, and unpredictable
protection for database creators, Congress reasonably may — and should — legislate in this
important area of the law.
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* * *

‘We would be pleased to answer any questions you might have.
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STATUTORY PROTECTION FOR
DATABASES:

ECONOMIC AND PUBLIC POLICY
ISSUES

Laura D’Andrea Tyson and Edward F. Sherty!

EXECUTIVE SUMMARY

Introduction

In 1991, in a landmark case (Feist Publications, Inc. vs. Rural Telephone Service Co.), the Supreme
Court ruled that copytight protection did not extend to all or parts of databases that did not involve
some original “creative” selection and/or organization of data.2 Indeed, the Court went further and
ruled that such databases wete not encompassed within the scope of the constitutional provision
authotizing copyright protection. This sweeping decision eliminated the traditional “sweat of the brow”
rationale for database protection that had been accorded under copyright law and left database
producers in legal limbo in terms of their ability fo protect themselves from unauthorized copying and
dissemination of their products and from outright piracy.

Both scholats and patticipants in the database industry agree that the current situation is undesirable.

Because technology has expanded the potential applications of databases to myriad research,
educational, medical, and business uses, the lack of adequate legal protections for the efforts of database
providers poses a serious public policy challenge with widespread implications.
This paper presents the economic tationale for statutory protection of databases, building on the general
economic concepts of private propetty rights. It argues that datab produced and di i d
private producets tequire legal protection to ensute that they are provided in amounts and forms
consistent with their market demand. At the same time, there is a valid public interest both in
maintaining access to information among the scientific, educational and library ities and in
preventing the potential abuse of matket power by private database providers. The public policy
challenge is to find the appropriate legal means to balance the intetests of database producers—who are
concerned that without adequate legal protection they will not be able to eam an adequate retum on the
Is ial costs of developing and maintaining their ion products—and database wsers—who
are concerned that statutoty protection will impede the flow of ion by icting its availabili
and raising its price. In the end, both producers and users are seeking to ensure that there is information
available to support education, scientific progress, and econotnic growth. An apptoptately crafted law
providing statutory protection can meet this challenge to the benefit of both ptoducers and usets.

! Dr. Laura I>’Andsea Tyson is the Class of 1939 Professor of Economics and Business Administration at the University

of California at Berkeley. Dr. Edward Sherty is an attomey and Senior Economist with the Law and Econormics
Consulting Group, Inc. Research assistance and support on this projoct was provided by Alan Marco.

* It is important to cmphasize that, for databascs, idiosyncratic or creative selection or organization of data may be

undesisable. Hor many business and medical users, for cxample, the most valuable databases are those that contain
comprchensive, current information that is logically organized so as to be easy to navigate.
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2.E ic and Technological Issues

Incteasingly, the database market consists of electronic databases that allow users to
combine sol'mre and information into powetful tools for research, educational, and
licati and for i ma]or nanonal challenges, such as finding

cutes for cancer and AIDS. Many of today’s el d are developed along with
sophisticated software for their use, and even whm they rely on existing softwate
k they ate ti ing and costly to produce and maintain because of rapid

devel in software, p and Internet technol

¢  The database industry has grown rapidly, driven by new technologies. (Since 1979, the number of
databases on the market has grown nearly 20-fold))

*  Some observers atgue that rapid growth of the database industry shows that statutory protection is either
unnecessaty or can be delayed without significant cost. ‘This atgument fails to consider how fast the
industry might have grown with statutory protection, and overlooks the fact that growth in the industry
has been partly based on the expectation that policy makers will act to provide such protection in the
future. Furthermore, this atgument ignores the potential impact of the tecent European Community
Directive on future growth of the database industry in the United States.

* El ic technologies have d: cally increased our ability to store, update and rettieve virtually
limitless amounts of information. The paper desctibes several electronic databases that provide massive
amounts of information about medicine, chemistry, agriculture and the military.

®  Electronic technologies have also enhanced the ability of users to copy and sell databases, therehy
the vulnerability of database prod: 1o piracy.

* At the same time, however, technology has enhanced the ability of database publishers to use “self-help”
technical and contractual means to monitor the use and safeguard against the copying of theit products.
These means include encryption, passwords, on-line-only access to data, and contractual restrictions on
further dissemination. In the absence of statutory protection, the industry has had to zely on such self-
help approaches to protect their investments.

*  Without statutory protection, database producers can be expected to underprovide their products in
easilycopyable formats (such as CD-ROM). This has two effects: consumers are made worse off
because they are deprived of database format choices; and industry growth is slowed by the resources
spent on self-help means to prevent copying.

® The existence of technological and ] means of p ing i in the database industry
does not obviate the need for statatory protection, ]ust as fences or other methods of property
protection do not obviate the need for legal protection against trespass—both work together.

2.1 The Changing E ics of Information Devel

The absence of adequate property protection and the thteat of low rates of return for
database products will reduce the supply of reliable information produced by private

companies.
From an economic pomt of view, all databases ate m.n‘jr 1o producs but easy to reproduce or copy. These two
features of i and di have some simple but profoundly important
implications.

*  First, competing in the ever-expanding market to meet the modern demand for information is
expensive. A considerable amount of time, money and effort is required to construct and maintain a
databy ion must be d and compiled, verified for accuracy, searched for errors,

d for use and i bility with other hardware and software products, and continuously
updated over time. Innovations in Intemet and computer technologies have made these last two
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features the most critical for today’s users. Database providers must invest in their product to keep it
functioning at state-of-the-art efficiency. Databases must be reconstructed to accommodate new
conventions in computing power, new ways of “linking” to other electronic data (for example on the
Web), and the exponential growth in the size of the data sets themselves.

All , scientific, educationsl and ial —have come to expect instant access to
mfm:mznon The Internet will continue to explode the stock of information available to all users at the
relatively low cost of ing it to them. But datab provide a different service. ‘They organize,
interpret and interrelate vast amounts of data accord.mg to an un]ll’nlted numbet of minutely tuned
criteria that can be set and reset by the user. Infc hnol while ive, have made
possible research and discovery methods that were previously either unkaown or Jmpossxble

* Second, to protect our common interest in identifying, creating and making available the best
information, we must protect this valuable resoutce from pirating. Revolutions in electronic
technologies that have made databases easier to use and more potentially useful have also made them
easier to “pirate.” 'The ability of a potential competitor (o customer) to “free 1ide” on the substantial
investment of an original database developer by copying and selling (or re-selling) his database weakens
market incentives for investment in the database industry.

Broadly defined, intell | property rights—including pateat p ion, copytight ion and to some
extent trade secrets—seek to strike a2 balance between i i use of i and
encouraging its development by giving its developer a limited right to set the terms of its use in ordet to try to
recoup his investment with a reasonable rate of retun. It is this kind of balanced protection that the Feist
case eliminated.

As an economic matter, whether the government ot the private sector should produce a particular kind of
information depends on which method of production is most efficient or least costly in terms of society’s
resources.

will be the chezpesr—for example when the government is

reporting on xrs own activities or ‘when valuable isab of go activities,
such as law enforcement or space exploration.

¢ Even when the govemment is the least-cost provider of a kind of information, it is a mistake to
conclude that such information is free or should be made freely available. In the absence of explicit fees
ot charges for the production and dissemination of data, the government must pay for the costs
associated with these activities through taxation.

®  Por many kinds of information, however, thete is a strong presumption that the private sector will be the
low-cost provider. And there is also a strong that private production and market signals
will avoid wasting resources in generating information that has litfle of no value.

*  Concern about the potential fot the exercise of maket power by private producers of databases s a
major motivation behind concerns about statutory database protection, but there is lLittle empirical
evidence that the exercise of market powet is actually a significant problem, even in so-called niche
matkets.

2.2 Responsive Pricing

Thete is an incentive for private ptoducets to try to extend the audience for their
information products through a pricing strategy called price differentiation—that is,
through charging different prices for the same or very slmlln( information to different users
ot to users seeking different pack of infc i , datal developers will

> Concerns about possible govesnment censorship or control over information also bear on the question of whether the
government or the private sector should provide cectain kinds of information.
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not be able to extend the audience for their products through pnce differentiation unless
copying and resale are through adeqs Y p

Private producers of information typically will seek to recoup their investment costs by picing their product
above the cost of distributing that information to users. Such prices, while they may be necessary to insure

and i ion in the database industry, will deter some potential nsers. Concern that
such pricing strategies might limit access to information by scientists, educators, and libraries has motivated
opposition to statutory database ptotection.

However, information providers already widely employ the practice of price differentiation, recognizing that
it expands their potential market, not only for products of immediate concern, but also for future products,
as more users become accustomed to incorporating database services into their work or research,

@  Database usess differ significantly not only in their ability to pay but also in their needs for accuracy,
completeness, timeliness, support setvice, search engines, and ease of use. Database providers already
offer different configurations of data and seevices at different prices, charging lower prices with fewer
services to those with a low willingness or ability to pay and higher prices with more services to those
with a higher willingness or ability to pay.

e N d of datab that are used for scientific research in both commercial and
acadermc settings often charge lower prices for the latter.

®  If copying and tesale are not controlled by adequate statutory protection, they will undermine the ability
of original database devel to use price diffe Both prod and can benefit
from price differentiation in the database industry, but piracy and copymg will eliminate these benefits.

3. Cc About $ y P ion for Datab:

There are strong i fot statutory p ion fot datab: But concerns also have been
voiced about possible negative effects of such protection. These concerns fall into two broad categoties:

1. concerns that database producess, especially those of highly specialized goods with limited niche
audiences, already have substantial market power, which will be enhanced by statutory protection to the
detriment of consumers; and

2. concerns that such protection could réduce access to information by the scienific and educational
communities, thereby slowing technological progtess and economic growth,

3.1 Matket Power
E ists have long ized that the credible threat of a new market entrant is a
powerful constraint on the ability of firms to exercise their potential matket powet.

Somc skepncs of statutory p for datab have luded that “the market for commercially

is almost uni ct ized by a distinct zhsence of competition” and that “the
private database industry is lasgely characterized by niche marketers who supply and dominate specific
market segments#” ‘These conclusions are not well supported by either economic logic or empitical
evidence.

*  Alarge part of the database industry, mcludmg many of the most commercially significant databases,
operates in an intensely competitive environment.

¢ Even the existence of a small number of firms serving a patticular matket does not mean that those
firms exercise significant market power.

*JH. Reichman and Pamela Samuelson, “Intellectual Property Rights in Daw?,” Yanderbilt Law Review, Vol. 50, No. 1,
January 1997.

Paged of9



111

1. Competing firms rarely supply the “same” database. Rather they compete on a range of
fronts: selection and updating of data; convenience; search engine; ease of use; and price.

2. In a market economy, firms prosper by supplying what their customers want. When one
sces a niche database matket supplied by a single firm, that may be evidence that the fiem
is doing a good job serving the necds of the market at reasonable prices.

3. It is typically less costly for a new entrant to replicate an existing database than it was for
its otiginal producet to develop it in the first place, in which case the fixed costs of entry
for the second fitm ate lower than they were for the first.

4. There are always opportumues for new entrants in niche markets as long as the underlying
d in a particular database is available and can be replicated. If an
investment in a particular database proves sufficiently attzactive, firms will be encouraged
to enter the matket, and will be able to do so because they can fum to the original data ot
can entet into licensing agreements with the original compiler.

3.2C ition and Data Replicabili

In most cases a potential entrant can get data from the same sources as the original firm, in
which case therc is no public policy need to allow the new entrant to free ride on the

original firm’s investment.
The possibiity of zeplicaring the underling data in & datmbase is a key factor affcting the potentil for
market entry of new i In fact, the underlying data in most databases is rep

Data generated by the government is usually made available to users in its raw form at ot below its
dissemination cost, and that data can be collected by classic “sweat-of-the-brow” effort,

Some databases rely on ptivately generated data that cannot be precisely replicated but for which
comparable data would be available at compaable cost to competitors willing to make the necessary
investment.®

Privately generated data that relies on i B ion cannot be replicated by competi Asa
Ppragmatic matter, it is unlikely that these databases would be jally sold; inf don of this sort
is commonly closely held as a trade secret.

Historical data may not always be replicable. But if adequate protection is not provided for databases
whose contents ate not contemporancously replicable, there will be little incentive to try to record the
sorts of data that cammer be measured again—precisely the sorts of data that should be collected while it is
still possible to do so.

Some privately genetated data cannot be replicated at comp cost by a competitor because the data

is produced by a publicly sanctioned polist. Phone numbers, for example, are atbitrarily assigned
identifying data, privately d with no additional effort (the phone company assigns a number as a
provision of setvice) in the coutse of operating a publicly sanctioned local poly business. When
data is d by a d list, it is not appropriate to allow the monopolist to

control database products building on that data. These sotts of data, collected by a government-created
or govemment-sanctioned monopolist as a provision of service, should be made available to other users,

Even when the undelying data in a database is not contemporaneously teplicable, the basic case for
adequate statutory protection remains the same: in the absence of such protection, there will be
inadequate incentive to develop the original database in the ficst place.

$ For example, the A.C. Niclsen Company collects scanner data through exclusive contracts with supermarkets. It then

sclls its ScanTrack reports about pricing, sales volume, and market share based on that data to grocery manufacturers.
Nielsen’s competitors can not preasefy replicate Nielsen’s data, but they can obtain “just as good” data through their
own efforts.
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3.3 Preferential Access
The question of whether particul -gories of users should get “preferential access” to
infc i ined in privately produced datak is not the same question as whether

the producers of these databases sl:uuld be afforded adequnte statutoty protection.

Access to data by the scientific and educational ities is vitally and effective statutory
protection for databases can be drafted to respect these needs. Indeed, such protection will be beneficial to
these communities, because it will provide the market incentives necessary to maintain healthy private
investment in databases over time.

® Even if as a matter of public policy, certain kinds of users should receive preferential access, there
remains the public policy issue of how that access is best achieved. A subsidy financing the purchase of
2 necessaty good or service by prefetred categories of users is the most direct form for realizing this
objective. Allowing them to take the amount they want of a good or service from those who supply it
without paying for it is only one particular form of subsidy~~a subsidy in kind that is financed in essence
by the suppliers and the other paying customers they serve. Usually such an in-kind subsidy proves
considerably less efficient than a direct subsidy from the government.

®  Those who use existing information at zero price can adversely affect the growth of information over
time to both their own detriment and to the detriment of paying users.

¢ Inadequate funding can deprive such preferred users of the data they need to do their wotk, thereby
depriving society of the benefits of technological progress and educational attainment. But in-kind
subsidies taken from database providers by such users in the form of unauthorized copying for
unauthorized purposes ate not the approptiate temedy for addressing these valid concems. To provide
conditions for a healthy and corpetitive database industry that will serve the needs of all users, adequate
statutory protection is required.

® The need for adequate funding for science and education—to support the use of equipment,
publications, software and datawis an unpomm pubhc po]m/ challenge. But this challenge is logically
distinct from the challenge of providing an for ing the rights of private
database producers.

®  Many of the concetns the scientific and educational have exp d in the debate about
statutory database protection ate in fact concerns 2bout whether the government will continue to put
adequate into the develops and di ination of those kinds of information for which it is
the likely low-cost producer—information such as statistics, weather data, space exploration data, and
court opinions—or whether it will “pnvauze these acuvmes in ways that will increase theit cost to data
users. Again, any debate over the privatization of i produced by the is distince
from the debate about statutory protection for databases.

4. Legal Concerns about Appropriate Stamtory Protection for Databases

Economic logic supports statutory protection for databases. How best can such protection be provided:
How long should it last? What mode should it take? What should be its scope?

4.1 Duration of Protection

The shotter the period of protection, the greater the incentive of producers to set high
prices to try to recoup their investment during the zllotted time.

Under current US law, patents last 20 years from the date of filing; copyright protection lasts for the kife of
the author plus 50 years (or for 75 yeats from publication for works created by entities). The EC Database
Dircctive protects databases for 15 years. HR 3531 proposed a 25-year term of protection.
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e Froman ic petspective, it is difficult to determine how long should last. Ideally, one

might want the length of protection (and/or the scope of pmtecnou) to vary from database to database,
but such a system would be totally impracticable.

®  The shorter the period of protection, the greater the incentive of producers to try to set high prices to
zecoup their investment during the allotted time. Public policy makers should consider the likely
relationship between duration of protection and firm pricing strategies in drafting statutory protection
for databases.

4.2 Updating and Protection

Database providers spend hundreds of millions of dollars a year updating their existing
databases, and the newly-updated databases also need protection.

¢ Some commentators have cxpressed concem that vatious proposals for statutory protection for
databases will enable database providers to obtain “petpetual” protection for their databases merely by
updating information contained in their products on a regular basis.

®  This argument is no more significant when applied to databases than it is when applied to updated
copyrighted material (such as new editions of books or reference works). Many encyclopedias or other
refetence works are updated regularly. Each new edition is copyrighted, and the copyrights on old
editions expite overtime. This does not provide “perpetual” protection.

*  If statutory protection for databases were provided for 25 years, the 1997 edition of a database would
become available for copying by competitors in 2022. If in 2022 there were 2 matket for the 1997
edition, a potential competitor could make a copy of it and compete with its original developer.

®  Since v;he poml of smtutory pxotccuon isto protect investment in the creation, vetification, maintenance
and & of i such when extended to updated products, in principle
should apply to new content and to the additional investment required to verify, maintain and
disseminate old content included in new editions. Once the protection on a database runs its course,
users should be allowed to copy its contents.

4.3 Use vs, Replicati On i istics and Scientific R
The claim that increased protection will l.mpede the ability to use databases for scientific
and academic research fests on a mi: ding of the diff between use and
copying.

Statutory proposals for database protection typically allow users to extract and copy small portions of a
database, but seek to protect users or database developers against copying “all ot substantial portions of” it.
Some have suggested that this would improperly limit the ability of legitimate users to make use of the
database. We disagree. Usinga database is not the same thing as copyingit.

®  Scientists and other researchers typically can use “all or substantial pomons of” the data in a database.
They formulate and test hypotheses, perform statistical analyses, and, in the case of some sophisticated
databases, even input their findings directly into the database to be compiled with and referenced against
the complete data set.§

¢ Scientists and researchers may need to make and temporarily store (e.g., in RAM) an electronic “working
copy” of the relevant data in a format useable by their statistics software package (ot other analytic tool)
Raw data is a tool, not a goal in itself; it needs to be used with other tools (such as search engines and
statistics packages) in order to yield useful results. Absent the abikty to manipulate and anabyze the data,
sieniisis wowld bave fttle use for it in the first place. New legislation protecting databases can make it clear that

¢ For example, this interactive function is a component of MDL Information Systems’ ISIS database software.
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such temporary “wotking copies” are lawful, so long as they ate not used by unauthorized persons or in
an unauthorized manner.

4.4 Different Forms of Legal Protection For Databases

Undct curtent law, the main legal paradigm used to  protect a database developer's mtetest
in a datak is a property-rule regime, as refl d in the term “i

property” to refer to patent and copyright law. But there are also elements of a tort-based
Hability rule tegime, notably in the law of trade secrets. One can use hybrid systems

combining elements of tort and propesty.

4.5 Liability Rules vs. Other Forms Of Protection

The fundamental policy choice between a property rights approach and liability rules turns
on whethet negotiations among the pasties ate possible. When negotiations are not

possible, Hability rules have been d ped to owners for past infti; of
their rights through ded d; ‘When iations are possible, a potential
user of property can negotiate with its owner about the ‘terms and conditions for its future
use.

*  Those contemplating copying or using someone else’s database almost invarizbly know who
developed the original database, and they atc free to negotiate for the right to copy or use it.

e Amns Alengrh negotiations wlll establish 2 market price for those rights. We believe it is both
unwise and i to rt-established damages fignres for market-established
prices. It would establish the equivalent of a “private right of eminent domain,” allowing
others to take what they wish from a database without the owner’s permission, subject only to
paying court-awarded damages. The administtative burden imposed on the courts from trying
to substitute court-awarded damages for privately negotiated prices would be severe.

4.6 Property Rights in Databases are Not “Exclusive” Rights to the Data

Giving a database developer a “property” right in a database does not “cxclude” others from
replicating the undetlying data from original sources and using or selling their own vetsion of a
database product based on that information.

® In this regard, patent fon is signt ly different from proposals for database p ion. While
both are termed “property” rights, the ability to preclude others from mdependem devclopmem of the
same or 2 similar product ate significantly different. Patent protection, in this sense, is much more

exclusive in effect than are the proposals for database protection.

4.7 “Value-Added” Products

Thete is a well-established syster by which those who seek to provide “value-added”
products negotiate with the original authors and publishets for the right to do so. The fees
to be paid to the original authors and publishers are set by negotiation.

¢ Many “value added products” are complements to the original database. The customer may find the
database ecasier to use, or more valuable, because she also has the complementaty product.
Complementary products, such as an index to a database, a better search engine, ot a manual, increase
demand. Database developers have an incentive to encourage the development of complementary
products.
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® At the other extreme, some “value added products” are economic substitutes for the original database.
This is especially likely to be the case if the substitute product contains a substantial amount of the
contents of the otiginal database. Consumers may ot may not prefer the substitute product over the
original database. Adequate statutoty protection will allow the original developer to negotiate a license
fee from a competitor for the right to develop a vahe-added product.

4.8 Compulsory Licensing
A flat compulsoty licensing fee would allow competitors to “skim the cream” by just
copying the most 1 “Compul 1 ing” proposals are a i
form of price control, this time over the “price” of access to the contents of a database.

Some ceitics of statutory database protection have urged that database providers be requited to license their
databases to “second comers” and those who wish to supply “value-added” products. For example, it has

P d by Professors Reichman and Ison that others should be frce to use all or part of a
database on “payment of teasonable compensation according to 2 menu of user options vetted by the
industry with user and government inputs”

* Implementing any such system, and making sute that the “reasonable compensation” and the “menu of
user options” keep up with technological and market changes, is likely to be a daunting and controversial
task.

*  EBconomists have for years objected to the distortionary effects of price controls of all sorts.
“Compulsory licensing” ptoposals are a particular form of price control, this time over the “price” of
access to the contents of a database. The govemment is not well-placed to set such prices, for the same
reasons that price controls ate generally inefficient.

5. Conclusions

There ate strong economic reasons for providing adequate statutory protection for the database industry.
Such protection would serve the interests not only of database producess, but also of database users,

including users in the scientific, ed and library ities. ‘The creation, storage, vetification,
i updating and dissemination of i ion serve valuable economic and public policy
functions—and they are not free whether they are p d by the or private i

Indeed, such activities often involve substantial upfront costs and considerable tisk, since it is hnpos;ible to
predict their actual value until the resulting information products are available for use. These costs and risks
may be especially daunting for the develop: of highly speciatized databases that are likely to have limited
applications in the commercial atena, at least in the short ran, and that therefore may have to rely initially on
demand from a limited number of scientific and academic users with limitcd ability to pay.

Without effective statutory protection, ptivate firms will be deterred from investing in database production.
The resulting shortfall in the provision of information will have adverse effects on the pace of technological
progtess, on the economy’s growth potential, and on the very reseatch and educational communitics whom
critics of statutoty protection wish to help.
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STATUTORY PROTECTION FOR
DATABASES:

ECONOMIC AND PUBLIC POLICY
ISSUES*

Lauta D’Andrea Tyson and Edwatd F. Sherry?

1. Introduction

In 1991, in a landmark case (Feist Publications, Inc. vs. Rural Telephone Service Co. 3),
the Supreme Court ruled that copyright protection did not extend to all ot patts of

databases that did not involve some original “creative” selection and/or organization
of data.* Indeed, the Court went further and ruled that such databases were not
encompassed within the scope of the constitutional provision authotizing copyright
protection. This sweeping decision eliminated the traditional “sweat of the brow”
tationale for database protection accorded under copyright law and widely relied upon
by database producers, leaving them in legal limbo in terms of their ability to protect
themselves from unauthorized copying and dissemination of their products.

Both scholars and participants in the database industry agree that the current situation
is undesirable: in the words of Professors J.H. Reichman and Pamela Samuelson, two
thoughtful but skeptical legal scholars who have written on database protection, “firms
that make the contents of databases accessible to the public often become vulnerable
to matket-destructive approptiations that existing laws do not adequately remedy. .. The
risk of market failure inherent in this state of chronic underprotection tends to keep
the production of information goods at suboptimal levels.”” A similar conclusion has
been posited by other legal scholars, such as Professor Paul Goldstein, who notes that

t Research for this project was funded by a contract between the Law and Economics Consulting Group, Inc., of
Emeryville, CA, and Reed-Elsevier, Inc. of Newton, MA, and The Thomson Corposation of Stamford, CT, major
international publishing companics. "The views expressed in this article ate those of the authors.

2 Dr. Laura D’Andrea Tyson is the Class of 1939 Professor of Fconomics and Business Administration at the
University of California at Berkeley. Dr. Edward Sherry is an attorney and Senior Economist with the Law and
Beonomics Consulting Group, Inc. Research assistance and support on this project was provided by Alan Marco

3499 U.S. 340 (1991).

4 It is impostant to emphasize that, for databases, idiosyncratic or creative selection or organization of data may be
undesirable. For many business and medical users, for example, the most valuable databases are those that contain
comprehensive, current information that is logically organized so as to be easy to navigate.

3 J.H. Reichman and Pamcla Samuclson, “Intcllectual Property Rights in Data?,” Yanderbilt Law Review, Vol. 50, No.
1, January 1997.
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data and databases get less protection from copyright than their producers need to
support the expense of data collection and assembly.S

As technology expands the potential applications of databases to myriad research,
educational, medical, and business uses, the lack of adequate legal protections to
database providers poses a serous public policy challenge with widespread
implications. This challenge has been further complicated by the decision of the
Eutopean Community (EC) to issue a directive that provides both copyright and
specific protection for the contents of databases. The EC Directive demands
reciptocity with a threat that US databases will not be afforded such protection in
Eutope unless the US adopts “similar” legislation by 1998. A first legislative proposal
to address this challenge was introduced in Congtess in 1996 (HR 3531), but it
attracted criticism from segments of the scientific, educational, and library
communities, as well as from some legal scholars. Recently, there has been tenewed
Congtessional intetest in providing some sott of statutory relief to database producers
and to do so in a timely way to meet the needs of database producers and respond to
the European Directive.

This paper presents the economic rationale for statutory protection of databases,
building on the general economic concepts of private property tights. It atgues that
databases produced and disseminated by ptivate producets requite legal protection to
ensure that they are provided in amounts and forms consistent with their market
demand. At the same time, there is a valid public interest both in maintaining access to
information among the scientific and educational communities and in preventing the
potential abuse of market power by private database providers. The public policy
challenge is to find the appropriate legal means to balance the interests of database
producers—who are concerned that without adequate legal protection they will not be
able to justify incurting the substantial costs of developing and maintaining their
information products—and database users—who are concemed that statutory
protection will impede the flow of information by restricting its availability and raising
its price. In the end, both producers and users are secking to ensute that there is
information available to support education, scientific progtess, and economic growth.
The final sections of this paper present some suggestions about the kinds of legal
protection that might provide an appropriate balance of interests between users and
producers to the benefit of both.

2. The Changing Ecc ics of the Database Industry

L ingly, the database matket ists of el ic datat that
allow users to combine software and information into powerful tools for

6 Paul Goldstein, Copyright's Highway (1994), p. 211
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Ad.

research, educational, and commercial applicati and for ing
major national challenges. Many of today’s electronic products are
developed along with sophisticated software for their use, and even
when they 1ely on existing software packages, they are time-consuming
and costly to produce and maintain because of rapid developments in
software, computer and Internet technologies.

Although the actual wording of effective statutory protection for databases will require
a formal definition of a database, for the purpose of understanding the economic
rationale for such protection, a database can be defined simply as any organized
collection of information. This definition is broad enough to include the vast array of
databases that are part of today’s economy, from text-based databases, such as
databases of court opinions and statutoty regulations, to numerical databases, such as
databases of federal, state and local economic statistics, to sophisticated digital
databases that combine information and softwate into complex systems for decision
making. A database can be as simple as an index, an almanac or the listing of daily
stock market prices at the back of the financial section of a newspaper. But,
increasingly, the database market consists of electronic databases that allow users to
combine software and information into powerful tools for tesearch, educational, and
commercial applications and for addressing major national challenges, such as finding
cutes fot cancer and AIDS and maintaining the competitiveness of US agriculture.

Competing in the evet-expanding market to meet the modern demand for information
has become expensive. A considerable amount of time, money and effort is required
to construct and maintain a database—the need for the information must be identified;
it must be generated and compiled, vetified for accutacy, seatched for errors, organized
for use and interopetability with other hardware and software products, and
continuously updated over time. Innovations in Internet and computer technologies
have made these last two features critical for today’s users. Database providers must
vigorously invest in their products to keep them functioning at state-of-the-art
efficiency. Databases must be reconstructed to accommodate new conventions in
computing power, new ways of “linking” to other electronic data (for example on the
Web), and the exponential growth in the size of the data sets themselves.

All users—government, scientific, educational and commetcial—have come to expect
instant access to relevant information. The Internet will continue to explode the stock
of information available to all users at the relatively low cost of conveying it to them.
But databases provide a different service. They organize, interpret and interrelate vast
amounts of data according to minutely tuned criteria that can be set and reset by the
user. Information technologies, while expensive, have made possible research and
discovery methods that were previously either unknown ot impossible.
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A few examples illustrate the scope and complexity of today’s electronic databases and
the amazing applications they enable. PoisIndex is an index of approximately one
million entries on a wide variety of poisonous substances, including drugs, chemicals,
commercial and household products, and biologic substances. Substances are reviewed
for entry into the database by a group of skilled medical professionals, who also scan
the world’s medical literature for pertinent data on toxic exposure and management.
Apptoximately 200 actively practicing clinicians from over 20 countties participate in
the editorial and selection process. Each substance entry in the database is linked with
up to four full-text documents outlining clinical effects, range of toxicity, treatment
measutes, and othet toxicological information. Software engineers are employed to
maintain, test, produce and support the database and the software required to store,
edit, sort and retrieve the data. The typical PoisIndex user is a medical professional,
usually an emergency physician ot poison center specialist, who needs instant access to
such information in life-threatening circumstances.

"The MDL Drug Data Report (MDDR), produced by MDL Information Systems in
cooperation with Prous Science Publishers, is a database of approximately 85,000
chemical compounds with potential drug applications. It is updated on a monthly basis
from a specialized seatch of published repotts, patent applications and scientific papers
50 as to make data available on new biologically active compounds as soon as they are
disclosed. MDDR tracks these compounds thtough stages of development and into
clinical trials. Accompanying software permits researchers to analyze the effects of
modifications of a drug compound’s structute on its properties. Researchets can also
combine the fesults of their own intemal and extemnal ftesults with the database
supplied by MDL to develop theit own specialized reseatch tool.

Visible Human is a database product consisting of mote than 10,000 images for
exploring human anatomy. Color photographs, along with magnetic resonance and
registered computed tomography images, provide new perspectives into the structure
and function of the body. Sevetal versions of Visible Human are available for use with
different hardware and softwate support systems including Windows, Macintosh, and
Unix. Relying on any one of these systems, the user can view the body using a
graphical navigator, reference images using bookmarks, animate a seties of images to
gain insight into anatomical relationships, and annotate and highlight areas of interest
with text, color and matkers. This research and educational tool builds on a database of
the human body developed by the National Library of Medicine. Until a private
producer came along to develop Visible Human as a commercial venture, the
underlying data was not readily available for use by either academic ot other potential
custotners.

Derwent World Patents Index is a comprehensive database of mote than seven million
separate inventions culled from more than 13 million patent documents wotldwide.
Coverage includes patents of products from the pharmacentical industry, agricultural
and veterinary medicine, polymers and plastics, chemistry, electronics, electtical and
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mechanical engineeting. All patent information is presented in a uniform, user-friendly
format consisting of a simplified English-language abstract explaining key technical
details and highlighting applications. In addition to bibliographic information, technical
drawings or diagrams are included as available. The Index is updated weekly with
information from 40 patent-issuing authorities around the world, 1200 scientific
journals, and papers presented at international conferences. Users of the Derwent
Index include patent and information professionals, research scientists, engineers,
univetsities, reseatch institutes, libraries, and individual inventors and entrepreneurs.

Now in its centennial year, Jane’s provides a variety of data on defense and security
issues and in the civilian aerospace and transportation fields. Jane’s is rapidly
completing a transition from ptint forms of database information, such as yearbooks
and reference books, to electronic databases available to usets in vatious formats
including hard copies, online service, and CD-ROM. Jane’s data collection process
involves a large number of correspondents, freelance contributors, authors and editors
who seek out or contribute information from a variety of sources including text,
photos, video, audiotapes, and interviews. Jane’s databases often rely on highly
specialized data collection efforts. For example, to prepate a 200-page special repott
on trends in land mine warfare, one researcher traveled to Bosnia to view the latest
discoveries in anti-personnel and anti-tank mines. In addition to its information-
gathering staff, Jane’s employs a pool of expetts to verify the accuracy of its database
products. Users of Jane’s database products include govemment officials, military
experts, journalists, industry experts, and academics.

Electronic databases are also being developed and used to improve agricultural
decision making. The National Agricultural Database Laboratory, run by the
University of Wisconsin and supported by a variety of public and private funding
sources, has a number of database products either already available or under
development for the nation’s farmers. These include a National Dairy Database, 2
National Pig Database, a National Sheep Database, a National Beef Database, and 2
National Poultry Database. The National Dairy Database, the first of the Laboratory’s
projects, consists of 600 peer-reviewed US dairy publications and related publications
on water quality, crops, fertilizers, and waste management. The solicitation process for
this database began as a call for materials to agricultural extension offices, although
entties from a variety of channels, including end usets, now have been suggested for
inclusion. The database is developed and supported by existing hardware and software
technologies and maintained, updated, and enlarged by a university-based research
team. Revenues from the sales of the database are retumned to the Laboratory to cover
expenses incurred in the preparation and electronic publishing of its growing number
of database products. Users include individual farmers, univetsity research institutes,
agricultural extension centers, and individual researchers.

Database software is enhancing existing databases with powerful, specialized new tools,
and database software developers are expanding into the provision of data to optimize
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on these softwate capabilities for their usets. MDL Information Systems, for example,
found that there was an inadequate supply of scientific data for its ISIS software
system, and has since developed eight different databases in reaction chemistry or
synthetic methodology; two databases in bicactivity (including the Drug Data Report);

one metabolism datab four chemical sourcing datab and six datab of
chemical safety information (precautions, toxicity, transportation warning and the like).
The ISIS datab. enable sophisticated scientific analysis by allowing users to create

otiginal data sets to test scientific hypotheses and methods in unique ways. ISIS
software can combine archival data from one ot mote of the MDL databases, from
another database provider, ot from the scientist’s own proptietaty database into huge
interrelated data sets that can be searched and linked in numerous combinations.

MDL’s database of synthetic methods, for example, brings together for scientists a
forty-year sutvey of published papers on synthetic methods with the most current
methods, and this information is updated four times per year. Scientists can explore
the effects of a particular synthetic method or set of methods on particular elements in
ways that would previously have required months if not years of study of the literature
and tedious experimentation in the laboratory.

Combinatotial chemistry databases perform automated syntheses of chemical elements
that allow reseatchers to expetiment with molecular structute. With this process they
can develop new compounds, which may prove to have value as hetbicides, drugs,
polymers or fibets. Major phatmaceutical companies and biotechnology companies
use the ISIS system to increase the speed of the product development process and
reduce their time to market with new products.

As these examples indicate, today’s electronic database products are a far cry from the
simple printed databases that have been a significant part of the publishing industry for
centuries. With the touch of a few keys, users can scan through information culled
from a vatety of sources over long petiods of time. Many of today’s electronic
products are developed along with sophisticated softwate for their use, and even when
they rely on existing software packages, they ate time-consuming and costly to produce
and maintain because of the necessity of keeping up with tapid developments in
software, computer and Intemnet technologies. Indeed, sophisticated database
producers such as MDL and Bloomberg maintain their own staff of professional
software engineers. As described above, many of today’s database products also bave
interactive features, allowing usets to add their own data to the system’s undetlying
information to create a customized database of their own. In addition, many database
products are highly specialized for particular users. Unlike many software developets,
who may develop a program with millions of potential customers, many producets of
specialized databases face matkets of limited size—sometimes no more than a few
hundred customers. Without adequate legal protection, commercial producers of such
products may 1ot be able to justify the costs and risks associated with developing them.
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Because the boundaries between databases and other sotts of information soutces ate
increasingly fuzzy, it is difficult to get a precise measutement of the size of “the”
database industry. But by any reasonable measure, it is both large and growing rapidly
(see Tables 1 and 2).

Table 1 lists sales figures that represent many ways of measuting the role of databases
in the economy. Some of the industry categories in the table clearly include more than
just databases. For instance, the first entry “US publishing industry and related
services,” includes newspaper publishing, which is broader than just the databases
contained therein. On the other hand, no category cleatly includes all of the database
industry. For instance, proprietary databases, such as those compiled by A. C. Nielsen
Company, would not be included in the publishing category. Rather, Nielsen shows up
as the biggest company listed by Ward’s Business Directory under “Commercial
Nonphysical Reseatch,” (our last entry in Table 1) with almost $1.3 billion in sales.
Generally, most of the large companies in this category produce databases as one of
their lines of business. However, this categoty would exclude companies such as
LexisNexis, a large producet of full-text legal and news databases.
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‘Table 1. Estimates of the size of the database industry?

Todustey Descaiption Year of Source  Sdes Other Data
T US publiing industry and 1996 $200 billion®
related services
2 Newspapers, books and 1996 $85 billion?
magazines
3. Dat processing and network 1994 3464
scrvices, 1993 billion 10
4 Business information 1996 $26 billion”
suppliers
5 Dam  processing  and 1997 214 167 companics
preparation, SIC 7374 billion?? 180,700 emplayecs.
6. Hecteonic Tnformation 1996 $15 billion.s
industry
7. Database revenues of business 1996 $138
information, 1994 billion
8. 1993 Electronic information 1994 $136  billion.
services i
9. 1995 Flectronic delivery of 1996 $10.7
business information billion 16
(primacly online 20d CD-
ROM)
10 Tnformation retrieval services, 1997 §78billion”” 345 companics
SIC7375 60,800 employees
11. Commercial  Nonmpbysical 1997 $45billion 413 companies
Rescarch, SIC 8732 52,000 employees.

Table 2 reveals that although both the number of databases and the number of
database producers have continued to expand since the Feist decision in 1991, the
growth rates for both of these measures slowed considerably in the six years following

7 The categories in "Table 1 give estimates from $4.5 billion to $200 billion in sales. Given that A. C. Niclsen accounts
for $13 billion on its own, it is clear that the database industry is a maulti-billion dollar industry. Additionally,
within the “Business Information” market, the largest segment was “Database Publishing.” category 7 in Table 1,
which had revenues of $13.8 billion dollars in 1994. Tt is obvious that databases in all markets must amount to
mote than this figure, though it is difficult to know what is included in any given category without a detailed
analysis of the raw data.

© Information Today, January, 1996.

* Sloan Management Review, March 1996.

1 1S Industrial Ourlook 1994, p. 25-1.

11 Sloan Management Review, March 1996.

12 Ward's Business Dircctory, 1997.

13 Information ‘Loday, January, 1996.

1+ Electronic Information Repost, 1/5/96.

15 S Industrial Outlook, 1994, p. 25-1.

16 Interactive Daily, 2/5/96.

V7 Ward's Business Dicectory, 1997,

18 Ward’s Busincss Directory, 1997.
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that decision compared to the prior six years. Although not conclusive, these growth
numbers suggest that this decision may have dampened investment in the industry, as
economic logic predicts.®

‘Table 2. Growth of the database industry?

Number of Number of Number of
Databases Producers Online Services
—_— —_—

1979 300 221 59

1980 411 289 it

1981 641 411 135
1982 919 812 189
1983 1360 820 244
1984 1807 1069 327
1985 2247 1316 414
1986 2369 1379 454
1987 2823 1568 528
1988 3135 1685 555
1989 3535 1813 600
1990 3943 1950 645
1991 4332 2120 718
1992 4447 2033 772
1993 5183 2204 818
1994 5300 2232 822
1995 5342 2202 828
199%6 5511 2255 860
1997 5739 2312 899

Source: Gale Disectory of Databases, p. x. Informatio reflects the aumber
of entries published in the Dircctory of Oxline Databases since 1979,

Electronic technologies have dramatically increased the ability to store, update and
retrieve large amounts of information. They have also changed the ability of users to
copy and sell databases and the ability of database producets to monitor their use. All

12 Some observers argue that rapid growth of the dambase industry shows that statutory protection is either
unnecessary or can be delayed without significant cost. But this atrgument fails to consider how fast the industry
might have grown with statutory protection or the costs of various self-help technological means the industry has
used 10 protect itsclf. It also overlooks the fact that growth in the industry has been partly based on the
expectation that policy makers will act to provide such protection in the future. Furthermore, this argoment
ignores the potental impact of the EC Directive on future growth of the database industry in the United States.

 Because the cost of setting up and operating an online service is significant, it is to be expected that owners of on-
line services will leverage that investment by carrying multiple databases, that the owner of a few databases would
distribute them through another’s on-line service and hence that the number of databases on Jine would grow
faster than the number of on-line scrvices.
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of these changes have important implications for the economics of the database
industry.

When databases were provided in book form, copying was kimited by copyright law
and the technology of printing, and mote recently by the technology of photocopying.
But with the advent of computerized databases, online access, and scanning
technology, it is now significantly easier for a user to copy large parts of an electronic
database. 2!

On the other hand, technology also has enhanced the ability of database publishers to
use “self-help” technical or contractual means to monitor the use and safeguard against
the copying of their products. These means include enctyption, passwotds, on-line-
only access to data, and contractual restrictions on further dissemination. In the
absence of statutory protection, the industty has had to rely on such self-help
approaches to protect its investments. Although they may have been reasonably
effective in some cases—and may explain in part why the industry so far has grown
apidly in the absence of statutory protection—such approaches may well have come at
a cost in terms of efficiency. For example, many databases cuttently available only on-
line could easily be disseminated to users on CD-ROM, and many usets might prefer
that format. But in the absence of statutoty protection, database providers may not
produce CD-ROM versions of their products because they can be easily copied and
sold at a lower price. By contrast, it is considerably more difficult for potential pirates
to copy and sell the contents of on-line-only databases. In other words, without
statutory protection, database producers can be expected to underprovide their
products in certain easily-copyable formats. This has two effects: consumers are made
worse off because they are deprived of database format choices; and industry growth is
slowed by the resources spent on self-help means to prevent copying.

In the database industty, as in other economic activities, self-help means of protecting
property sometimes setve as economic substitutes for legal means of protection. For
example, fences, guard dogs and private secusity patrols can substitute for statutory
protections against trespassing on private property. Economic logic suggests, however,
that there is an optimal mixture of self-help and legal forms of protection. In the case
of propetty protection, self-help methods do not obviate the need for legal protection
against trespass—both work together. Nor in the case of databases does the existence
of technological and contractual means of protecting investments obviate the need for
statutory protection. Indeed, rapid changes in digital technology can tender many such

2 It is also feasible to transfer a paper database info clectronic format cither by keypunching the data or by using
optical character recognition software o scan a paper database and transfer it into clectronic form. However, the
former method is often very time consuming, while the latter technology is not perfected. It is likely €0 produce a
significant number of cerors in any lengthy work. But digital copying of electronic databases can be “perfect” and
very low cost. A key feature of digital technology is that a copy is indistinguishable from the original, so that an
Neh-gencration copy is “just as good” as a first-gencration copy. This i not the case for teaditional analog
photocapying, in which quality degrades relatively quickly after two or threc gencrations.
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self-help approaches obsolete overnight, as the history of copy-protection in the
software industry demonstrates. They may also be incompatible with user needs and
desires.

3. The Economics of Information and Databases

The absence of adequate property protection and the threat of low rates
of return for database products will reduce the supply of information
produced by private companies.

From an economic point of view, all kinds of databases, like any form of economically
significant information, have two things in common: they are costly to produce, but they
are easy fo reprodwce or copy. ‘These two features of information generation and
dissemination have some simple but profoundly impottant implications.

The fact that it is cheap to reproduce information once it has been produced suggests
that it should be made available to users at its relatively low cost of dissemination, a
cost that has fallen over time for most kinds of information as a result of revolutions in
copying and digital technologies. Indeed, if there was a fixed supply of information
available for free, economic theory would suggest that anyone who wanted it should be
able to obtain it at no cost beyond the relatively low cost involved in conveying it to
them (a cost that economists call the “matginal cost of dissemination”).

But there is not a fixed free supply of information for two reasons. First, information
must be developed, produced, generated or discovered in the first place. Second, it
must be collected and made available to the consumer. Just as there is a significant
difference in economic value between an apple hanging on a tree in an orchard 500
miles from me and the “same” apple in the produce section of my local supermatket,
there is a significant “value-added” from compiling available information (often from
diverse sources) and converting it into a useable form.

A great deal of time, money and effort is required to generate and compile information,
verify its accuracy, detect technical or transcription etrors, and organize it for use. The
substantial costs involved (both monetary and non-monetary) are both “fixed” (in the
sense that they do not depend on whether one person or a million uses the resulting
information) and what economists call “sunk™ (in the sense that these costs ate not
recoverable should the information no longer be needed).??

22 I distinction between fixed and sunk costs can be seen by an example. Suppose that one wants to entor the
sidewalk hot-dlog vending business. To do so, one needs a business license and a pusheart. “The costs of these are
“fixed” in the sense that they do not vary with sales. (“Vasiable” costs, for example, for supplics, ate of course
subject to sales) 1F one chooses to exi the business, it may be possible to sell the cart and thus recoup part of the
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Without the prospect of an adequate return, producers will tend not to invest in
generating, collecting and organizing information. This is especially problematic if end-
users can take information without paying for it, or if competitors (or custometrs) “free
ride” on the substantial investment of an original database developer by copying and
selling (ot re-selling) his database. The competitors, who do not have a comparable
investment to tty to tecoup, can typically undercut the price, further undermining the
ofiginal compiler.

From an economic perspective, then, there is a need to provide those who make such
investments with the prospect of earning an adequate ot competitive return on those
investments, so as to encourage future efforts.® This presents the fundamental
economic paradox of information. Once information has been generated, economic
logic suggests that it should be made available to anyone who wants it at a low or zero
price commensurate with the cost of disseminating it. At the same time, however, such
a price does not provide adequate incentive for making investments in information
products, nor does it provide a signal as to which databases should be produced in the
future.?*

Broadly defined, intellectual propetty tights—including patent protection, copyright
protection and to some extent trade secrets—seck to strike a balance between
encoutaging widespread use of information and encouraging its development by giving
its developer a limited right to set the terms of its use in order to iry to recoup his
investment with a reasonable rate of return.?5 It is this kind of balanced protection that
the Feist case eliminated.

‘The fact that information is costly to produce raises another key question: who should
produce it in the first place? Because information has a key chatacteristic of what
economists call a “public good”—that is, one person using it does not prevent another
person from using it—it is sometimes argued that the government should produce

fixed costs. ‘The “sunk’ costs are the part of the fixed costs that cannot be recouped--in this case, the cost of the
license plus the difference between what it cost to buy the cart and the price for which it can be sold.
2 The classic reference is Kenneth Arrow, "Economic Welfarc and the Allocation of Resourees for Invention,” in

Universitics-National Burcau of Economic Rescarch Conference Series, The Rate and Direction of Economic
Activity: Economic and Social Factors (1962).

24 Professor Kenneth Arrow also pointed out another problem with information. A potential buyer of information
does not know what the information is, and thexcfore does not know what the information is worth to him, until
he sees its contents. But once the information is revealed, the buyer has no incentive to pay for the information he
has alteady scen, or (at the least) has an incentive 1o underreport the value he places on the information. Arrow
made another point. 'Those who develop information tend not to be able to appropriate the fall social value of
that information. Consequetly, there is (in general) & tondency to underinvest in the production and
dissemination of information (relative to the lovel that would be first-best from a societal standpoint.)

25 Note thar we usc the expression “try to recoup” because investment in information development is a gamble like
other investment. There is no guarantee that demand will prove sufficient to enable the developer to car a profit
on his investment.
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information or at the very least subsidize its production by the private sector.?¢ But
this conclusion is not always watranted. As an economic question, whether the
government or the private sector should produce a particular kind of information
depends on which method of production is most efficient or least costly in terms of
society’s resoutces. Sometimes government production will be the cheapest—for
example, when the government is reporting on its own activities or when valuable
information is a byproduct of government activities, such as law enforcement or space
exploration.

But even when the government is the least-cost provider of a particular kind of
information, it is a mistake to conchide that such information is free or should be made
freely available. In the absence of explicit fees or charges for the production and
dissemination of data, the government must pay for the costs associated with these
activities through taxation. The costs of information do not disappear when the
government is the provider, although how these costs are recouped and from whom
may change significantly. Indeed, economic logic suggests that the government should
chatge at least the incremental cost of dissemination of government information to
those who use it. The imposition of such user fees would reduce the need to finance
information generation and dissemination through taxes, and would insure that those
who use the information value it at least as much as it costs to provide it to them.?”

Fot many kinds of information, howevet, thete is a strong presumption that the private
sector will be the low-cost provider. And there is also a strong presumption that
ptivate production and market signals will avoid wasting tesources in genetating
information that has little ot no value.

In the case of information production, the presumption in favor of private production
must be tempered by the concetn that the economics of infotmation production—its
high upfront costs and low marginal costs—may deter market entry and result in
market power. Concemn about the potential for the exercise of market power by
private producers of databases is a major motivation behind concerns about statutory
database protection. Later sections in this paper conclude, however, that there is little
empirical evidence that the exercise of matket power is actually a significant problem,
even in so-called niche markets.

Even without market power, private producers of information will typically seek to
tecoup the upfront costs of their investment by prcing above the incremental cost of
distributing that information to users. And such prices, while they may be necessary to
secure an adequate return on investment, will deter some potential users of information
and resttict information flows. Concetn that such pricing strategies might limit access

2 Concerns about possible government censorship or control over information also bear on the question of whether
the government or the private scctor should provide certain kinds of information.

7 Cad Shaprio and Hal R Varian, “US Government Information Policy,” drafe prepared for presentation at
Highlands Forum, Department of Defense, Washington, DC, June 8, 1997.
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to information by scientists, educators, and libraries has also motivated opposition to
statutoty database protection.

Luckily, howevet, there is an incentive for private producers to try to extend the
audience for theit information products through a pricing strategy called price
differentiation—that is, through charging different ptices for the same ot very similar
information to different users ot to usets seeking different packages of infotmation
products. Indeed, price differentiation is a traditional strategy for most kinds of
information providers (as it is for producers of other kinds of goods whose production
involves relatively high upfront costs and relatively low incremental costs) to attempt to
recover their upfront costs by increasing the demand for their output. For example,
the movie industry sells movies to theaters, hotels, aitlines, video rental stores, and
individual consumers at different prices. Similatly, the book industry sells hardback
and paperback books at different prices, and the software industry sells its products at
both retail and site-licensed prices.?8

A similar strategy of price differentiation is also apparent in the database industry. For
example, online information services, such as LexisNexis, often charge one price for
daytime use and another lower price for nighttime use. Non-govemnmental producers
of databases that are used for scientific research in both commercial and academic
settings often charge lower prices for the latter. 2

Since database users often differ significantly not only in their ability to pay but also in
their needs for accuracy, completeness, timeliness, support service, search engines, and
case of use, database providers often have many opportunities to sell slightly different
configurations of data and services at different prices, charging lower prices with fewer
services to those with a low willingness or ability to pay and higher prices with more
services to those with a higher willingness ot ability to pay. Indeed, such pricing
strategies may be essential for many database producers to generate enough demand
and revenues from sales to cover their upfront production costs.

Such strategies can work, however, only as long as those who purchase a database at a
relatively low price cannot copy and sell it to those who would otherwise have paid its
original developer a relatively high price. If copying and resale are not controlled by
adequate statutory protection, they will undermine the ability of original database
developers to use price differentiation as a2 way to recoup upfront costs. And without
recouping costs, database products will not survive in the market, hatming both those
who would have been willing to pay a relatively high price and those who would have
been willing to pay a lower price. In other wotds, both producers and consumets can

2 Shapiro aod Varian, ibid.

 As an ilustration, onc successful database provider specializing in medical information offers many of its products
to academic uscrs at prices that are only about 1% to 2% of the prices paid by commercial users. The academic
price is based on the approximate cost of its distribution to academic users (which s similar to its marginal cost of
disserination).
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benefit from price differentiation in the database industry, but pitacy and copying will
eliminate these benefits.

4. Concerns About S y P: ion for Datal

As the preceding discussion indicates, there ate strong economic atrguments for
statutory protection for databases. But concerns also have been voiced about possible
negative effects of such protection by some legal scholars and by some in the scientific,
educational and library communities. These concems fall into two broad categories:
first, concems that database producers, especially those of highly specialized goods
with limited niche audiences, already have substantial market power, which will be
enhanced by statutory protection to the detriment of consumers; and, second, concerns
that such protection could reduce access to information by the scientific and
educational communities, thereby slowing technological progress and economic
growth. The following discussion examines each of these two concerns in greater detail
and concludes that they do not provide a sound basis for either blocking or delaying
statutory protection for databases. When compared to actual practices in the database
industry, both concerns appear to be ovetblown or based on misunderstanding, and to
the extent that these concerns ate wattanted, they can be addressed by appropriate
regulations of statutory protection adopted by the Congress.

4.1. Concerns about Market Power

Economists have long recognized that the credible threat of a new
market entrant is a powerful constraint on the ability of firms to exercise
their potential market power.

According to economic logic, an industry like the database industry with high upfront
and low incremental costs of production has the preconditions for first-mover
advantages and market power. This presumption is even stronger for so-called “niche”
matkets—Ilike many specialized database markets—that may be large enough to justify
the upfront costs of developing a specialized product but not latge enough to support
more than one or two competitors. Such analytical arguments, buttressed by anecdotal
evidence, have led some skeptics of statutory protection for databases, such as the
National Research Council and Professots Reichman and Samuelson, to conclude that
“the market for commercially disttibuted databases is almost universally characterized
by a distinct absence of competition” and that “the private database industry is largely
chatacterized by niche matketers who supply and dominate specific market
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segments.””30  These conclusions are not supported by either economic logic or
empirical evidence. ¥!

A large part of the database industry, including many of the most commercially
significant databases, operates in an intensely competitive environment. Perhaps the
largest single category of databases—measured in terms of volume of information and
market size—involves financial data. There are four major players—Dow Jones,
Reuters, Bloomberg, and Bridge (formerly Knight Ridder)—and thousands of smaller
database providers, all serving the multi-billion-dollar demand for financial and
commercial information. Interestingly, Bloomberg provides a good historical example
of a firm that initially provided data only about a niche market—*sinking funds”—but
has grown into a billion-dollar-a-year firm supplying a wide range of databases and
news setvices.

Even the existence of 2 small number of firms serving a patticulatr market does not
mean that those fitms exercise significant matket power. First, as mentioned eatlier,
the database industty is characterized by differentiated products. Competing firms
rarely supply the “same” database. Rather they compete on a range of fronts:
selection of data; convenience; search engine; ease of use; and price.

Second, concetns about monopoly power in niche markets overlook the potential for
substitution actoss databases that draw on somewhat different data sets. In many areas
of tesearch, for exatnple, it is possible—and often wise—to investigate impottant
issues and test general propositions with several alternative data sets. In addition, with
the profusion of freely available information (for example, on the Internet) and
powerful computers and computing tools, database makers face competition
worldwide from competitors and end-users alike.

Third, and most important, in a market economy, firms prosper by supplying what
their customers want. Firms that have satisfied customers get repeat business; those
that do not tend to fail Fitms cannot “rest on their laurels” for fear that new
competitors may come along and take away their business. Consequently, when one
sees a niche database market supplied by a single firm, that may be evidence that the
firm is doing a good job serving the needs of the market at reasonable prices.

Economists have long recognized that the credible threat of a new market entrant is a
powerful constraint on the ability of firms to exercise their potential market power.
The relevant public policy question, of course, is whethet such a threat exists in a
particular marketplace. Scholars who are concerned about the potential for market

3 Recihman and Samuelson, 1997, p. 70.

31 The anecdotal and survey evaluations of market power cited by the National Rescarch Council are based on a count
of how many firms compete to supply cach databasc in specific database makets, without accounting for the
different size of these markets in terms of revenues or sales. This procedure gives disproportionate weight to small
database martkets and is therefore biased toward showing a lower level of competition than that which
characterizcs the industry as a whole.
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power abuse in the database industry emphasize the existence of high upfront costs
and limited market size, especially for specialized products, as bartiers to new market
entrants. But over time, the shift toward electronic databases may well reduce some of
the upfront costs of entry, as the prices of hardware, software, and communications
technologies continue to fall. And at the same time, as these technologies spread
broadly through educational, commetcial, and family life, the demand for electronic
information products is likely to expand, creating larger markets and luring additional
entrants into database production. Moreover, because, as already noted, database
producers must maintain in-house experts and technical staff and equipment to
improve existing databases and keep pace with changing technological requirements, it
may prove cost effective for them to dedicate these resources toward support of more
than one database (especially if it is in an adjoining field for which their experts and
staff alteady have expertise).

Finally, it may well be less costly for a new entrant to replicate an existing database than
it was for its original ptoducer to develop it, in which case the fixed costs of entry for
the second fiem ate lower than they wete for the first. There ate three reasons why this
is likely to be the case. First, most databases contain citations to the underlying sources
from which they were developed. The original compiler had to track down these
sources from among all of the possible sources where the data might reside. Much of
this research may involve “blind alleys™ and “false starts” A “second comer” can
avoid these pitfalls and go directly to the sources identified in the existing database.

Second, the original developer of a database may have to spend a substantial amount of
time and effort trying to track down data from a variety of potential sources, only to
find that the information available from scattered sources is insufficient to yield a
reliable data seties. It may therefore cost the original developer a substantial amount to
yield the “negative result” that certain desirable data ate simply not available, A
“second comer” can learn from the mistakes of the first. In the absence of the first
firm’s effort, the potential competitor would have to scour the tecord, determine what
is and what is not available, and choose which data seties to present. The incumbent
fitm has already done all that, and the new entrant is able to consider the results of
those efforts.

Third, potential competitors can obsetrve which databases are successful and which fail
and choose to replicate only the former. In contrast, original developers of databases,
like book publishers, movie studios, and record comparies, often do not know how
much demand there will be for a patticular product until they develop and market it.
Sometimes a database is more successful than anticipated, sometimes less—and often
developets rely on the profits they make from their “hits” to cover the costs of their
“flops.” New entrants do not face the same degree of market uncertainty—they can
take advantage of the “marketing expetiment” performed by incumbents without
themselves incurring the same risks.
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Even if the first entrant does not significantly lower the costs of entry for new
competitors in any one of these three ways, the possibility of new entrants exists as
long as the underlying information contained in a particular database is available and
can be replicated. That is why the proponents of statutory database ptotection have
been carefnl to maintain that it should apply only to the database, not to the underlying
data. It seems reasonable to argue that as long as potential new enttants—or potential
users—can go to the same underlying data soutces and teplicate the information in 2
patticular database, copying substantial patts of the otiginal database should be
precluded by statutory protection. How valuable the investment in the original
database will be then depends on market demand, and if it proves to be sufficiently
attractive, new entrants will be encouraged to enter the market and able to do so
because they can tumn to the original data.32

Moreover, as long as the undetlying data can be replicated, potential buyers of database
products can decide to buy the database from its original developer or collect the data
themselves. Of coutse, one might object that this means that subsequent competitors
or users will have to “duplicate” the work of the original developer and that such
duplication of effort is wasteful. But this argument is mistaken for two reasons. First,
it is likely that the second comer will innovate and imptrove on the fitst database in the
course of replicating it. Second, concems over unnecessaty duplication of effort
overlook the fact that second comers or users always have another choice—they can
negotiate with the original developer for the right to use his product.3

If a mutually acceptable agreement is feasible, the parties will have an incentive to
reach it 50 as to save the costs of replicating the data. For the second comet, the
incentive is to save the costs of the duplicative effort. And the threat by the second
comer to make that effort should the original developer fail to agtee to terms will
prevent him from chatging an exotbitant price. Conversely, the ability of the original
developer to compel the second comer to make good on that threat will in turn enable
the onginal developer to extract a payment from the second comer that will help
recoup part of the otiginal investment necessary to develop the database in the first
place. In short, the parties have a strong incentive to negotiate a more efficient
solution if there are in fact mutually acceptable gains from trade.®

% In rare instances, data may not be casily replicable. We discuss these situations in section 4.2.

% We must be careful in saying that dawbase protection is acceptable on the grounds that “competitors can always
choose to replicate the work of the original database compiler if they want to compete.” We protect a database
against copying not because it can be replicated, but rather because denying protection diminishes incentive to
develop the database in the first place.

3 As an illusteation, database producers may negotiate with potential competitors who arc interested in licensing a
database and incorporating it in a competitive product. The database producer will try to ncgotiate a price that
reflects his assessment of the value of the sesulting competition product in the masketplace and the likely decrease
in tevenue from the original product. In the absence of a successful contract negotiation, the potential competitor
still has the opportunity to create his new product by replicating the data he needs from its original sources.
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4.2.C ition and Data Replicability

P

In most cases a potential entrant can get data from the same sources as
the original firm, in which case there is no public policy need to allow
the new entrant to free ride on the original firm’s investment.

As the preceding discussion indicates, the possibility of replicating the undetlying data
in a database is a key factor affecting the potential for market entry of new competitors.
This obsetvation naturaily leads to the question: which kinds of data are replicable and
which are not?

In fact, the undetlying data in most databases is replicable. The clearest examples
involve data collected by classic “sweat-of-the-brow” efforts from publicly available
sources. A large number of databases ate of this sort, including databases of histotical
information, many scientific databases, and databases that rely on government
information such as census data, economic statistics, weather reports and readings, and
indexes of government decisions and government actions such as court decisions. The
fact that many commercially significant databases build on government information
means that the government itself can encourage competitive database markets by
making the data it generates publicly available on a non-exclusive basis. And in those
cases in which the government decides to contract its data collection, maintenance,
stotage, verification, or dissemination activities to private firms, it should also require as
part of the contract’s conditions that the data be made publicly available on a non-
exclusive basis to all users. In this case, the government’s fee to its ptivate contractor
would cover costs plus whatever profit is negotiated as patt of the contract, and the
tesulting data would then be made available to users in its raw form at incremental
cost.33 Of course, this leaves open the possibility that the conttactor could develop his
own database from the undetlying data and chatge a different and higher price for this
product if the market values its additional services or features.

In fact, even when the government makes its data publicly available to a database
developer and to end-users at the same price, individuals often choose to acquire their
data from the private sector because of the value-added services such firms provide.
Many businesses prefer to get government statistics from firms like DRI-McGraw-Hill
rather than directly from the government because the private providers update and
vetify the data on a continuous basis and provide it in a readily usable electronic
format. In California, for example, the state government has been putting much state-
generated information on-line at no charge, competing with many private information

% ‘e NRC has pointed to the US government's privatization of the provision of Landsat data as an example of the
problems associated with granting statutory protection to databases. The NRC correctly points out that, following
privatization, prices for Landsat images increased more than ten-fold, substantially impacting scientific users. But
in our view these problems sesulted from the manner in which the privatization contract was written and
intespreted, not from the privatization cffort itsclf.
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suppliers that also provide government information to end-users and charge a fee for
doing so. The increasing competition from the state government has caused private
fitms to inttoduce new value-added services to keep their customers satisfied. In the
words of the leadetship of one ptivate firm, “We want to differentiate our product
from the public-domain product, so people can make a choice of whether to use a free
service or a paid service. The data is the data. We believe the difference is the
accuracy, timeliness, ease of use and search, and other featute capabilities we can
provide.””36

What about statutory protection fot databases that build on data that is not publicly
available and hence cannot be easily replicated? Herte several different situations
should be distinguished. Sometimes a database relies on privately genetated data that
cannot be precisely replicated but for which comparable data would be available at
compatable cost to competitors willing to make the necessary investment.

For example, during the 1980s supermarkets installed checkout devices that scanned
bar-code labels on grocety items, and the A.C. Nielsen Company began to collect this
data. Nielsen contracts with vatious supermatkets to supply it with scanner data. It
then sells its ScanTrack reports about pricing, sales volume, and market share based on
that data to grocery manufacturers. As we understand it, Nielsen typically pays the
participating supermarkets a fee and provides them with copies of the repotts in
exchange for providing the data.

Our understanding is that these contracts between Nielsen and the selected
supermarkets are exclusive: the stores agree to supply scanner data only to Nielsen.
But other firms could and have entered into similar contracts with other stores to
collect similar data. We know of at least one firm, IR, which also provides scanner-
based market data.

Of course, the data collected at other stores will be similar, but not identical. Nielsen
might report that a particular detergent had a 17.4% market share in March in Nielsen-
scanner-equipped stores; IRT might discover that the same detergent’s market share in
IRI-scannet-equipped stores during the same month was 18.7%.

That is, it may not be possible for Nielsen’s competitors to precisely “replicate” Nielsen’s
data. But competitors can get “just as good” data from their own efforts.
Consequently, there is no economic justification for allowing competitors to copy
Nielsen’s data merely on the grounds that it is not possible to “replicate” the data
exactly.

Our next category involves privately generated data that cannot be replicated because it
relies on proprietary information developed competitively. For example, suppose a
pharmaceutical manufacturer develops a new compound, and runs scientific tests to

3 Francis Bremson, Director of Marketing and Sales for Legi-Tech, quoted in Mitchell Benson, “State Web sites offer
firms competition,” Wall Strect Jourmal, May 14, 1997, p. CAL
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determine its efficacy in treating a particular disease. Or suppose an electronics R&D
house develops a new semiconductor manufacturing process and tests that process to
determine product yields. These tests clearly generate databases of scientifically- and
technologically-valuable information. And it would be difficult for competitors,
without access to the compound or the new process, to replicate that data.

As a pragmatic matter, it is unlikely that these databases would be commercially sold;
information of this sort is commonly closely-held as a trade secret. But if such a
database were sold, there would be no economic rationale for allowing othets to copy
and sell it in competition with the original compiler, even though as a practical matter it
would not be possible for the competitor to “replicate” the data contained in the
database.

Another category involves histotical data that cannot currently be replicated, but could
have been at the time it was collected. Suppose that Smith compiled a city directory of
Boston in 1985, by pounding the pavement. Today, in 1997, it is difficult if not
impossible for Jones to try to replicate that database. People have moved, businesses
have shut down, memories have faded; the information is no longer available. Does
this justify Jones in copying the information in Smith's ditectory without Smith’s
permission (assuming that Smith’s database is still protected)? We do not think so.
(Of coutse, once the statutory protection on Smith’s 1985 database expires, say in 2010
if database protection lasts for 25 yeats, Jones may reprint the database at no charge.)

This example shows that we must be careful in saying that database protection is
acceptable on the grounds that “competitors can always choose to replicate the work
of the original database compiler if they want to compete.” In our view, the actual
justification is a bit more complex. We protect Smith’s database against Jones’
copying, not because Jones can (cutrently) replicate it—in our city directory example,
Jones cannot replicate in 1997 the data collected in 1985 by Smith—but rather because
denying Smith protection diminishes Smith’s incentive to develop the database in the
first place.

If adequate protection is not provided for databases whose contents are not
contetmporaneously replicable, there will be little incentive to try to record the sorts of
data that cannot be measured again—precisely the sorts of data that should be collected
while it is still possible to do so.

Our last categoty involves privately generated data that others cannot teplicate at
comparable cost because of prefe al gove tall blished monopoly access
to a different but related market. The main example we have in mind here is the
telephone listings that were at issue in Feit.

Phone numbers are arbitrarily assigned identifying data, privately generated with no
additional effort {the phone company assigns 4 number as a provision of setvice) in the
course of operating a local-monopoly business. The government compels the phone
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company to ptint phone directoties so that this information, though privately
generated, is publicly available.

According to our logic, the factual situations of the Feist case are in reality much closer
to the kinds of concetns addtessed in the antitrust law undet the tubtic of so-called
“essential facilities” than they are to the kinds of concerns raised by a typical “database
piracy” case. For the vast majority of databases, there is no credible essential facility
claim. Either a potential entrant can get the data from the same sources as the original
fitm, in which case there is no public policy need to allow the new entrant to free ride
on the otiginal fitm’s investment, ot the original firm generated the data itself in a non-
monopoly context and others are equally free to generate their own data. When data is
generated by a government-created monopolist, it is not approprate to allow the
monopolist to control database products building on that data. Such cases can be
avoided by a policy that these sorts of data, collected by a govetnment-created or
government-sanctioned monopolist in order to provide its service, should be made
available to other users.

5. Concens about Preferential Access

The guestion of whether particul gories of users should get
“preferential access” to information contained in privately produced
databases is not the same question as whether the producers of these
databases should be afforded ad y prc i

9!

Many skeptics of statutory protection for databases are ptimarily motivated by their
concern that it will restrict access of such preferred usets as scientists and academics to
essential data. Numerous exceptions and limitations to property rights in the copyright
law encourage the use of protected property by such users for socially valued functions
such as teaching, research and library activities. In addition, US copyright law contains
a general “fair use” exception for putposes such as criticism, comment, news reporting,
teaching, scholatship, and research. Neithet the EC Directive nor HR 3531 contained
any language indicating similar exceptions in statutory protection for databases,’” and
this caused concern, especially in the scientific community, that such protection coultd
harm important activities. A recent report by the National Research Council’®
articulates these concerns. Although we are sympathetic to the needs of the scientific
and educational commumnities—we either are or have been members of these
communities for most of our adult lives—we believe that effective statutory protection
for databases can be drafted to respect these needs. Indeed, we believe that such

37 Iowever, HR 3531 contained a number of provisions that had much the same effect, even if it did not invoke the
words “fair use.”
38 Bits of Power: Issues in Glol

ific Data, National Academy Press, 1997.
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protection will be beneficial to these communities because it will provide the market
incentives necessaty to maintain healthy ptivate investment in databases over time.

The question of whether particular categories of users should get “preferential access”
to an economic good or service is not the same question as whether ownership rights
over that product should be adequately protected. In addition, even if as 2 matter of
public policy, certain kinds of users should receive preferential access, thete remains
the public policy issue of how that access is best achieved. A subsidy financing the
putchase of 2 necessary good or setvice by prefetred categories of users is the most
direct form for realizing this objective. Allowing them to take the amount they want of
2 good ot setvice from those who supply it without paying for it is only one particular
form of subsidy—a subsidy in kind that is financed in essence by the suppliers and the
othet paying customets they setve. Usually such an inkind subsidy proves
considerably less efficient than a ditect subsidy from the government. This conclusion
can be illustrated by an example of preferred access drawn from a non-database setting.

The Women-Infants-Children (WIC) program is financed by the federal government
and administered by the USDA. It provides mothets and their infant children with
coupons that can be tedeemed at participating retailers for milk, infant formula, and
other specific staple food products like peanut butter and orange juice. The idea
behind the WIC program is that eatly childhood malnutrition is cleatly detrimental to
both children and society and that one effective way to combat this problem is to
subsidize the purchase of nutritional foods by those too poor to afford them. Several
independent studies have concluded that the WIC progtam is both successful and cost-
effective, and it enjoys bipattisan Congtessional supportt.

But the fact that the WIC progtam has a sound public policy purpose does not mean
that the best way to finance adequate nuttition for poor children is to allow their
mothers to take milk and other food products from gtocery stote ot other suppliers.
Such an in-kind subsidy provided by these suppliers would tend to reduce their
incentive to supply and increase the prices they charge to their paying, non-preferred
customers. In addition, such an approach would tend to encourage waste or excessive
use on the part of the subsidized population. In contrast, the WIC program provides
direct subsidies that both regulate the level of usage by the preferred population and
encourage producers to supply more, not less, of their output to the benefit of all users.

Similar insights apply when the “preferred class” of users consists of scientists,
students, and academics rather than poor women and their children, and when the
products in question are things like scientific equipment and databases. Consider the
case of scanning electron microscopes. They are niche products with few suppliers,
and vittually all of their customers are either academic or commercial scientists. Many
scientists who would like to use electron microscopes for their research and
educational work are unable to afford them, and government grants may provide
financing—that is, monetaty subsidies—to purchase such equipment. As far as we
know, there have been no public policy proposals for an in-kind subsidy scheme
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wheteby such preferred usets could simply take equipment from their suppliers at zero
ptice. Nor would such proposals make good econotnic sense.

Some may argue in response that information is unlike milk or microscopes in that it is
non-rival in use—that is, the use of information by some non-paying usets will not
reduce the supply of information available to paying users. But this atgument ovetlooks
the fact that in the absence of adequate propetty protection and rates of return, the
supply of information produced by ptivate companies will be reduced over time as
investiment levels fall. In short, while information may be non-rival in use at a point of time when
that information has already been developed, it is wot non-rival in use over time—those who use
existing information at Serv price can adversely affect the growth of information over lime lo both their
own detriment and to the detriment of paying users.

We have no doubt that the question of access to data by the scientific and educational
communities is a vitally impottant one for society as 2 whole. We also recognize that
inadequate funding can deprive such preferred users of the data they need to do their
work, thereby depriving society of the benefits of technological progress and
educational attainment. Another related issue is access to information for such
putposes as news reporting, commentary and criticism. But we do not believe that in-
kind subsidies taken from database providers by such users in the form of
unauthorized copying for unauthotized putposes ate the appropriate remedy for
addressing these valid concerns. Indeed, we believe quite the contrary—in order to
provide conditions for a healthy and competitive database industry that will serve the
needs of all users, adequate statutory protection is requited. And as our eatlier
discussion indicates, the natural interest of database providers in broadening their
audience promotes the practice of price differentiation whereby those who are able to
pay more sometimes implicitly subsidize those who are not.

The need for adequate funding for science and education—to support the use of
equipment, publications, software and data—is an important public policy challenge.
Some of these funds come from government, some from private contributions, and
some from the private sectot in the form of company-sponsoted support for research
both within and outside of universities. But this challenge is logically distinct from the
challenge of providing an appropriate environment for protecting the rights of private
database producers.

This challenge is also logically distinct from the question of whether the govemnment is
putting adequate resources into the development and dissemination of those kinds of
information of which it tmay well be the low-cost producer—information like statistics,
weather data, space exploration data, and court opinions. Many of the concerns the
scientific and educational communities have expressed in the debate about statutory
database protection are in fact concerns about whether government spending on such
information will be maintained at the necessary levels or whether the government will
“ptivatize” these activities in ways that will increase theit cost to data users.
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6. Some Legal Concerns about Approptiate S P ion for Datab

So far the discussion has focused on the economic logic fot statutoty ptotection for
databases. We now tutn to some questions about how best to provide such protection:
How long should protection last? What mode should it take? What should be the
scope of protection?

6.1. Dutation of Protection

The shorter the petiod of protection, the greater the incentive of
producers to set high prices to try to recoup their investment during the
allotted time.

Under current US law, patents last 20 years from the date of filing; copyright
protection lasts for the life of the author plus 50 yeats (ot for 75 yeats from publication
for works created by entities). The EC Database Ditective protects databases for 15
years. HR 3531 proposed a 25-yeat tetm of protection.

From an economic perspective, it is often difficult to determine how long ptotection
should last. Ideally, one might want the length of protection (and/or the scope of
protection) to vary from database to database, but such a system would be totally
impracticable. But setting a single tetm for database protection, applicable actoss all
databases, presents a complicated task.

Finally, in thinking about the appropriate duration for database protection it is
important to recognize that the shorter the petiod of protection, the greater the
incentive of producers to try to set high prices to recoup their investment during the
allotted time. Public policy makers should consider the lkely relationship between
duration of protection and fitm pricing strategies in drafting statutory protection for
databases.

6.2. Updating and protection
Database providers spend hundreds of millions of dollars a year
updating their existing datab and the ty-updated datab also
need protection.
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Up-to-date databases are clearly valuable—often extremely valuable. Stock traders
need up-to-the-minute (even up-to-the-second) information about stock prices.
Indeed, this allows providers of stock price information to “price differentiate.” They
charge 4 much higher price to those who need real-time stock price data than they
charge to those who are willing to have the information delayed fifteen minutes.
(Those willing to wait until the next day can buy it in the newspaper for a quarter) But
even in less time-sensitive fields, up-to-date information is almost invatiably prefetred
to less tecent and less complete information.

Consequently, database providers spend hundreds of millions of dollars a year updating

theit existing databases to add up-to-date information. The newly-updated databases
also need protection.

Some cc s have exp d concetn that vatious proposals for statutoty
protection for databases will enable database providets to obtain “perpetual”
protection for their databases merely by updating the information contained in the

database on a regular basis.

This argument is no more significant when applied to databases than it is when applied
to updated copyrighted material (such as new editions of books or refetence works).
Many encyclopedias or othet teference wotks ate updated regularly. Each new edition
is copytighted, and the copytights on old editions expite overtime. This does not
provide “petpetual” protection. A good example is the CRC Press’ Handbook of
Chemistry and Physics, known to all science students, which has been published since
1914. Each new edition is copyrighted, and the copyrights on old editions expire over
time.

We believe that a similar argument applies to proposals that would allow database
providets to obtain protection for both an original database product and updated
versions. Assume that databases are given 25 years of protection (as was proposed in
HR 3531). The 1997 edition of the database would become available for copying by
competitors in 2022. If in 2022 there were a market for the 1997 edition, 2 potential
competitor could make a copy of it and compete with its original developer.

But what happens if an updated vetsion of a database contains a substantial amount of
information that was available in an earlier edition as well as a substantial amount of
new content? Would the statutory protection accorded to the updated version extend
to all of its contents—old and new alike—or metely to its “new content,” as the
copyright law does for printed matter? Since the point of statutory protection is to
protect investment in the creation, vetification, maintenance and dissemination of
information, such protection when extended to updated products, in principle should
apply only to new content and to the additional investment required to verify, maintain
and disseminate old content included in new editions. Once the protection on a
database runs its course, users should be allowed to copy its contents.
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The problem with this approach, however, is that some ot many of the old entties
contained in an old database may have been te-vetified or teotganized and possibly
revised as the result of additional investment to ptoduce the new edition. And thete is
likely to be no practicable way for the user to distinguish between old information in
the new edition that has gone through such a process and old information that has
simply been copied by the producet into the hew version of his product. One way—
and perhaps the simplest way—to handle this complication would be to apply statutory
protection to all of the elements of a new version of a database. In other words, users
would be prevented from copying “old information”™ as well as “new content” from a
new version of a database, although they would be allowed to copy much of “the
same” old information from 2 version whose protection had expired.

This approach would of coutse requite that once protection for an old version of a
database ended, usets could still get copies of it. In the case of books and copyrights,
the availability of old editions is fosteted by the fact that copies of them are lodged
with the Library of Congress and the Copyright Office. In the case of databases,
statutory protection could require database producets to make archival copies of their
databases on a regular basis (pethaps annually) and store them with the Library of
Congress ot some other agency. The archive copies would then be available after the
statutoty protection period had expired.

6.3. Use vs. Replication: On Sufficient Statistics and Scientific R k
The claim that i d pic ion will impede the ability to use
datat for ientific and demi h rests on a
misunderstanding.

The statutory proposals for database protection typically allow usets to extract and
copy small portions of a database, but seek to protect database developets against the
copying of “all or substantial portions of” a database. Some have suggested that this
would improperly limit the ability of legitimate usets to make use of the database. We
do not agree.

Users of a database often make use of “all or substantial pottions of” of the information
it contains in the coutse of large-scale data analyses, especially statistical analyses. It is
typically—indeed, one would be tempted to say, nearly universally—impossible to
determine what was in all or substantial portions of the entire database, starting only
from the sotts of analyses and results that usets in fact make of databases. ‘To illustrate
this point, we will indulge in a brief technical discourse.
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To take a simple example, suppose that the database in question consists of the daily
noontime temperature reading at City Hall in San Francisco for 90 consecutive days in
the summer of 1988. Users want these 90 data points, not for their own sake but
because they can be summatized, evaluated, compared with othet ateas, etc. For
example, one might want to compare the summettime temperatutes in San Francisco
and Portland. For this comparison, one might want to summatize the 90 San
Francisco data points into a single number that presetves some (but not all) of the data,
but in 2 mote compact form, such as the (atithmetic) avetage noontime temperature.
For practical purposes, this single numbet may be sufficient for the comparison at
issue. (Obviously, for other putposes it would not.)

But the important thing hete is that we have “comptessed” the data (from 90 points
down to a single “summary” figure) in a way that cannot be reversed. One cannot go
from the fact that “the average noontime tempetature in San Francisco was 73
degrees” to a complete listing of 90 separate daily temperatures. To take a stark
example, the average of the three numbets (3, 5, 7) is 5, but so is the average of (0, 5,
10) ot of (2, 6,7) or of (5, 5, 5). Being told the average does not enable one to recreate
the undetlying data.

The key point here is that scientists and other researchers typically can use “all or
substantial portions of” the data in a database for their scholarly reseatch, formulate
and test hypotheses, do statistical analyses, write up their conclusions, and report theit
tesults in academic papets and joutnal articles.

At most, they may need to make and temporatily store (e.g., in RAM) an electronic
“working copy” of the relevant data in a format useable by their statistics software
package (or other analytic tool). Raw data—especially large amounts of raw data—
may be the lifeblood of scientific tesearch, but one key goal of science is to search the
raw data fot patterns and explanations. Raw data is a tool, not a goal in itself; it needs
to be used with other tools (such as search engines and statistics packages) in ordet to
yield useful results. Absent the ability to mangpulate and analyze the dasa, scientists wonld have
little wse for it in the first place. Under copytight law, it is not clear whether the user of a
database may make such temporaty “working copies” without permission of the
copyright holder. However, new legislation protecting databases can distegard the
technicalities of copying and can address the economically significant element—the
right to s the database and thereby benefit from the database producer’s investment
and labor. Thus, database protection legislation can make it clear that such temporary
“working copies” ate lawful so long as they are not used by unauthotized persons ot in
an unauthotized manner.

Consequently, in our view, one objection voiced by several commentatots to increased
database protection—namely, the claim that increased protection will impede the
ability to use databases for scientific and academic research—rests on a
misunderstanding of the difference between use and improper copying,
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6.4. On Different Forms of Legal Protection For Databases

Under cutrent law, the main legal paradigm used to protect a database

developet’s i in a database is a property-rule regime, as reflected

in the common term “intellectual property” to refer to patent and

copyright law. But there are also elements of a tott-based liability rule

regime, notably in the law of trade sectets. One can use hybtid systems
bining el of tortand

s PROpPEity-

There are a number of different legal paradigms that might be used to protect a
database developer’s interest in a database. Under current law, the main patadigm is a
property-rule regime, as reflected in the common term “intellectual property” to refer
to patent and copyright law. But there are also elements of a tort-based liability rule
regime, notably in the law of trade secrets. One can use hybrid systems combining
elements of tort and property.

There are really two distinct but interrelated questions here. The first is: with respect to
any particular proposed use by a particular type of user of a particular set of
information in a particular database collected and/or generated by a particular database
suppliet, what are the respective tights of the parties? In their pioneering 1972 study of
alternative forms of legal protection, Calabresi and Melamed seferred to this as the
question of how to define the entitlments of the various parties.? The answer may
clearly vary from database to database, from one type of use to another, and from one
type of uset to another (eg, end-user #5. competitor).

Once these entitlements have been identified, the second question then turas to: how
ate those entitlements protected? With respect to each particulat proposed use of a
particular database, there are five general alternatives:

(1) The use may be permitted. Others—~whether generally, or limited to certain types of
individuals or firms—may be free to use the database in this particular fashion
without the permission of the original database developer—indeed, often despite the
implied or express opposition of the developer.

2 The use may be subject to 2 compulsory license. Othets (again, some ot all) may
be allowed to use the database in this fashion, but they must pay a pre-established
fee to do so. This has two main alternatives:

@ the fee may be set by governmental regulation of some sott; ot

# Guido Calabresi 2nd A. Douglas Melamed, “Property Rules, Liability Rules, and Inalienability: One View From
The Cathedsal,” Yale Law Journal, (1972), pp. 1089-1129,
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() the database developer may be required to set and post a fee, which it may set
(with or without some governmental oversight as to the size of the fee); but
once set, the same fee must be charged on a non-discriminatory basis to all
comers (or, at least, all comers within the appropriate category).

Presumably, in this context, there must be some sort of penalty attached to using the
database use without paying the requisite fee. Otherwise, the infringet is in a “heads-I-
win, tails-I-break-even” situation: since detecting infringement is not certain, the
infringer may avoid paying the fee entitely if not caught, so that, absent a penalty, it
would always be cheaper only to pay once caught.

(3 The use may be subject to damages under a liability rule: if othets (again, some or
all) use the database in an unauthotized fashion, they must pay damages to the
database developer, with the level of damages determined on a case-by-case basis.

@ The use may be protected by a property tule: othets (again, some ot all) may not
use the database in this fashion without the (pre-negotiated) petmission of the
database developer, and can be enjoined from doing so. Under this approach,
prospective usets must negotiate with the database developer for the right to use
the database in a particular fashion, and thus must meet the developer’s price or
forego the proposed use. Under this apptoach, the developer would be free to set
a high price if it chose to do so.

(5) Finally, the use may be protected by criminal sanctions. Unauthorized use may
result in fines or other penalties (including confiscation and destruction of
infringing material, and possibly imprisonment).

These alternatives emphasize that different forms of ptotection can be used for

different entitlements.

6.5. On The Choice Between Liability Rules And Other Forms Of Protection

The fundamental policy choice between a property tights apptoach and
liability rules turns on whether negotiations among the parties are
possible. When negotiations are not possible, liability rules have been
developed to recompense owners for past infringement of their rights
through court ded damages. When negotiations ate possible, a
potential user of property can negotiate with its owner about the terms
and conditions for its future use.

As a matter of practical reality, one cannot undo the past. Earlier violations of
entitlements cannot be undone; at most, the legal system can award damages for past
infringement. And those damages have to be set by a court; one cannot rely
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exclusively on after-the-fact assertions by the database developer, since it has an
incentive to claim that it would not have sold at any price, in an effort to “prove” that
damages for past infringement should be extremely high.

That is, looking backward at past infringement, the only realistic approach involves
liability for damages.®) But this does not mean that databases should thetefore be
protected by “liability rules.”

The fundamental policy choice between property and Hability rules turns on whether
negotiations among the patties bgfre infringement occurs are possible. In some
contexts, like auto accidents, it is infeasible for people to negotiate beforehand. As
Calabresi and Melamed put it,

If we were to give victims a property entitlement not to be accidentally
injured we would have to tequite all who engage in activities that might
injure individuals to negotiate with them before an accident, and to buy
the right to knock of an atm or a leg. Such pre-accident negotiations
would be extremely expensive, often prohibitively so. To require them
would thus preclude many activities that might, in fact, be worth
having 41
Database protection is different from accidents. Those contemplating copying
or using someone else’s database almost invariably know who developed the
otiginal database, and ate perfectly free to negotiate fot the right to copy ot use
it.

Those arms’-length negotiations will establish a market ptice for those rights.
We believe it is both unwise and inefficient to substitute coutt-established
damages figutes for matket-established prices. It would establish the
equivalent of a “private right of eminent domain,” allowing others to take what
they wish from a database without the owner’s permission, subject only to
paying court-awarded damages. The administrative burden imposed on the
courts from trying to substitute court-awarded damages for privately-
negotiated ptrices would be severe.

6.6. Property Rights in Databases are Not “Exclusive” Rights to the
Data

Giving a database developer a “property” right in a database does not
“exclude” others from replicating the underlying data from original

# As discussed earlier, a penalty should be attached to past inf to avoid a “heads-T-win, tails-I-break-cven”
scenasio on the part of the infringer.
4 Calabresi and Melamed, 1972, p, 1109,
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sources and using or selling their own version of a database product
based on that information.

Some critics have express concern that the E.C. Directive and the 1996 Bill would give
an “exclusive property right” We believe this concern to be misplaced, as it appears to
rest on what we believe to be a misunderstanding of the “exclusivity” granted by
property rights systems.

There is no question but that a property right gives the owner the ability to exclude
others from using her property without her consent. But the extent to that this
“excludes” others depends on their ability to teplicate that property.

Giving a database developer a “property” right in a database does not “exclude” others
from replicating the underlying data from original soutces and using or selling their
own version of a database product based on that information. That is, generally thete
are no battiers to entry into providing competing databases.

It is instructive to compare databases and patents on this point. A grant of a patent
gives the patent holder the right to exclude others from making, using ot selling the
patented product or process. This right extends even to others who have never been
exposed to the patent. Thus if Jones gets a patent, he can prevent Smith from using
the patented technology, even if Smith developed the same technology independently
and without knowledge of Jones’ patent ot Jones” research.

In this regard, patent protection is significantly unlike the proposals for database
protection. If Smith has never been exposed to the contents of Jones’ database, Smith
is petfectly free to develop a similar if not identical database. Even if Smith Aas seen
Jones’ database, Smith is free to develop a competing database, so long as Smith does
not directly copy from Jones’ database.#?

Hence giving Jones a “property tight” in a database is significantly different from
giving Jones a “property tight” in a patent. While both are termed “property” rights,
the ability to preclude others from independent development of the same product are
significantly different.

6.7. “Value-Added” Products

There is a well-established system by which those who seek to provide
“value-added” products negotiate with the original authors and
publishers for the right to do so. The fees to be paid to the original

b hlicl N

and p are set by

£

42 Jones may deliberatcly “seed” false information in his database o look for inadvertent errors that rcappear s ways
to determine whether or not Smith copied from his database,

Page 32 of 35



148

Some have criticized existing proposals for database protection because they assert that
database developers would have an incentive to deny othets the tight to produce
“value-added” products of vatious sotts. Again, we believe that this tests on a
misapprehension of the role of ptivate negotiations in facilitating the development of
value-added products.

Economists differentiate between substitutes and complements. Many “value added
products” are complements to the original database. The customet may find the
database easier to use, ot mote valuable, because she also has the complementaty
product. For example, an index to a database, or a better seatch engine, or 2 manual or
instruction book explaining how to use it more effectively, enhances the value of the
database itself. In a literal sense, they “add value” to the original database.
Complementaty products increase demand for the original database, hence the
database developer has incentive to encoutage the development and matketing of
complementary products. There is no reason to think that granting a database
developer statutory protection for its databases will discoutage the development of
complementary “value added products.” In any case, many such complementaty
products do not even require licensing negotiation because they do not incorporate
protected patts of a database.

At the other extreme, some “value added products” are economic substitutes for the
original database. This is especially likely to be the case if the substitute product
contains a substantial amount of the contents of the otiginal database. Consumers may
ot may not prefer the substitute product over the original database. Adequate statutory
protection will allow the otiginal developet to negotiate a license fee from a competitor
for the use of the orginal database to develop a value-added product.

In the copyright sphere, there ate many examples of “value-added” products. For
example, the authors and publishers of 2 popular book may be approached by others
seeking paperback publication rights, or foreign translation tights, or the rights to adapt
the book into a movie. Popular children’s films and cartoon shows generate proposals
for all sorts of “tie-in” merchandise, from T-shits to lunchboxes to toys. All of these
can be considered “value-added” products.

There is a well-established system by which those who seek to provide such “value-
added” products negotiate with the otiginal authors and publishers for the right to do
so. The fees to be paid to the original authors and publishers are set by negotiation.

Imagine, instead, that we used a liability rule under copyright law to determine how
much the author ot publisher of a book could charge for {say) foreign translation
xights, or paperback publication rights, or the rights to develop the book into a movie
or a TV series. Under such a system, translators or papetback publishers or TV and
movie producers and studios would negotiate with authors and publishess, but if they
were dissatisfied with the price they wete able to negotiate, they could take the matter
to a court to determine what a “reasonable” price should be for those rights. Given
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the thousands of books published in paperback each yeat, and the hundteds of books
that might be developed into movies or TV seties, litigation to set a “reasonable” price
for these rights could swamp the court system.

In essence, using a liability system to protect databases would, again, amount to
granting to second comers a private “right of eminent domain,” which would allow
them to make use of databases developed by others at a coutt-determined rate. The
law, rightly in our view, refuses to allow private patties to exetcise a tight of eminent
domain, either with respect to real propetty ot with tespect to intangible property. We
see no reason to adopt such a system for databases.

6.8 Compulsory Licensing
A flat compulsory licensing fee would allow competitors to “skim the
cream” by just copying the most ful datal “Compulsory
licensing” proposals are a particular form of price control, this time over

the “price” of access to the contents of a database.

In a sitnilar vein, some critics of statutory database protection have utged that database
providers be required to license theit databases to “second comers” and those who
wish to supply “value-added” products. Fot example, Professors Reichman and
Samuelson have proposed that others should be free to use all or patt of 2 database on
“payment of reasonable compensation according to a menu of user options vetted by
the industry with user and government inputs.”4?

As noted above, compulsory licensing is similat to lability rules, in that both substitute
ptices determined by the courts or by the government for ptices determined by
voluntary negotiations. The difference is that a compulsory license fee is determined ex
ante, before the taking, and at a general level, while liability-based damages rules are
determined ex post, after the taking has occurred, and on an individuated basis.

We believe that such a proposal is impracticable. Implementing any such system, and
making sure that the “reasonable compensation” and the “menu of user options” keep
up with technological and market changes, is likely to be 2 daunting task. We find it
implausible in the extreme that “the industry” would be able to agee on what
constitutes “reasonable compensation.” Firms that develop their own databases
obviously have a very different perception of what is “reasonable” than firms that
metely clone databases developed by others. But both are part of the “industry” as it
exists today.

* Recihman and Samuelson, 1997, p. 147,
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Any system of compulsory licensing rates that allows new entrants to “pick and
choose” elements they want to incotporate is likely to lead to the classic “cteam
skimming” problem. Some databases are cleatly more economically valuable than
others. How would one implement 2 “menw” that recognized this disparity? As we
noted above, developing and marketing databases is a risky enterprise; database
publishers rely on the profits they make from the “hits” to covet the cost of the
“flops.” A flat fee would allow competitors to “skim the cream™ by just copying the
most successful databases. This would undetmine the database publishers’ ability to
develop all kinds of databases, including those specialized scientific and technical
databases for which there is relatively low demand and which are of particular concern
to Professors Reichman and Samuelson.

Economists have fot years objected to the distortionary effects of price controls of all
sorts. In our view, “compulsory licensing” proposals ate at heatt just a particular form
of ptice control, this time over the “price” of access to the contents of a database
developed by another. We do not believe that the government is well-placed to set
such prices, fort the same reasons that price controls are generally inefficient.

7. Conclusions

As the preceding discussion has demonstrated, thete are strong economic reasons for
providing adequate statutory protection for the database industty. Such protection
would serve the interests not only of database producers, but also of database users,
including users in the scientific, educational and library communities. The creation,
storage, verification, maintenance, updating and dissemination of information serve
valuable economic and public policy functions—and they are not “free” whether they
are performed by the government ot ptivate companies. Indeed, such activities often
involve substantial upfront costs and considetable risk, since it may be impossible to
predict theit actual value until the resulting information products are available for use.
These costs and risks may be especially daunting for the development of highly
specialized databases that are likely to have limited applications in the commercial
arena, at least in the short run, and that therefore may have to rely initially on demand
from a limited number of scientific and academic usets with limited ability to pay.

Without effective statutory protection, private firms will be deterred from investing in
database production. The resulting shortfall in the provision of information will have
adverse effects on the pact of technological progtess, on the economy’s growth
potential, and on the very research and educational communities whom critics of
statutory protection wish to help.
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PREPARED STATEMENT OF CONGRESSMAN JOHN D. DINGELL

Chairman Stearns and Chairman Smith, the debate over whether adequate legal
protections exist to protect current databases and provide incentives to the creation
of new and more valuable databases is an extremely contentious issue that has been
debated in our respective Committees for several years. Databases are essential to
ensuring the rapid search and retrieval of the enormous amounts of facts and other
forms of information that are available, especially through the Internet. In fact, the
Internet not only provides access to already created databases, but it has helped
spur a remarkable growth in the number of databases, such as movie directories
and loan comparison charts. Between 1990 and 2002, the number of database en-
tries in the comprehensive Gale Directory of Databases has increased 147 percent.
Moreover, the amount of information contained in such databases has increased 363
percent.

I note that this explosive growth in the number of databases has occurred despite
the claims of the proponents of the draft legislation that “no meaningful legal pro-
tection of databases currently exists.” I find it dubious that companies would invest
vast amounts of financial resources in developing new databases if legal protections
were nonexistent.

In fact, significant legal protections already exist for databases. For example, the
original selection, coordination, and arrangement of facts in a database are pro-
tected by copyright law. Additionally, databases already receive protection under the
Computer Fraud and Abuse Act, the Digital Millennium Copyright Act, and various
state laws such as trespass to chattels, breach of contract, and misappropriation.

Notwithstanding the legal protections available, limited gaps in current law may
exist. If such gaps are found, it is incumbent upon Congress to take a focused legis-
lative approach as we attempted to do in the 106th Congress with H.R. 1858, the
“Consumer and Investor Access to Information Act of 1999.” This bill was narrowly
crafted to provide limited protection to database producers against wholesale mis-
appropriation of their work. Importantly, it would also have allowed the public to
continue to have unfettered access to facts that are in the public domain.

Unfortunately, the draft Database and Collections of Information Misappropria-
tion Act of 2003 takes the opposite approach. It would create broad new rights for
database owners and dramatically alter our current information policy. Much like
its predecessors, the draft bill has serious flaws and would stifle the development
of a robust electronic commerce marketplace. It would create a quasi-property right
in facts themselves, granting the compiler of information an unprecedented right to
control value-added, downstream uses of the resulting collection. It would also es-
tablish an unprecedented subpoena process that would undoubtedly lead to abuse.

I must caution those who support broad new protections for databases. Electronic
commerce has prospered in the United States in part because of our basic informa-
tion policy - that facts, the building blocks of all information products, cannot be
owned. Facts are part of the public domain. They do not owe their origin to an act
of authorship. It is important that facts remain available for everyone to use and
that Congress does not legislate in a way that would restrict the public’s access to
facts.
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Representative John Shimkus
Joint Committee Hearing of Subcommittee on Commerce, Trade, and Consumer
Protection and Subcommittee on Courts, the Internet, and Intellectual Property
Hearing:
“Database and Collection of Information Misappropriation Act”

September 23, 2003

OPENING STATEMENT

Good Afternoon. Chairman Stearns and Chairman
Smith, Thank you for holding this hearing.

I will be upfront with the Committee, as I continue to
follow this issue. I am not convinced that this is a pervasive
problem. Those in favor of this legislation need to show
the committee widespread evidence of database theft that
cannot be remedied through existing legal, technological,
or business methods.

The relative free flow of information is vital to the
advancement of every aspect of our lives. Laws limiting
the use of information need to be balanced against the cost
and benefits of allowing people to build upon existing
published ideas.

I find it very telling that a broad coalition of scientists,
educators, research communities, libraries, Internet
companies and databases, financial publishers and service
providers, and large corporate users of information have
voiced their fear of and opposition to this Discussion Draft.

I look forward to hearing from the distinguished panel. I
yield back my time.

O
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