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THE NATIONAL INCIDENT MANAGEMENT 
SYSTEM: ENHANCING RESPONSE TO 

TERRORIST ATTACKS 

Wednesday, September 29, 2004

HOUSE OF REPRESENTATIVES, 
SELECT COMMITTEE ON HOMELAND SECURITY, 

SUBCOMMITTEE ON EMERGENCY 
PREPAREDNESS AND RESPONSE, 

Washington, DC. 
The subcommittee met, pursuant to call, at 10:20 a.m., in Room 

210, Cannon House Office Building, Hon. John B. Shadegg [chair-
man of the subcommittee] presiding. 

Present: Representatives Shadegg, Granger, Thompson, Lowey, 
Christensen and Etheridge. 

Mr. SHADEGG. The committee will come to order. First, let me 
apologize. I was tied up with a vote in another committee. I regret 
my delay in getting here. I express my sincere apology for the 
Members and the witnesses who were waiting and my regret that 
that occurred. 

I would begin by asking unanimous consent that opening state-
ments be limited to subcommittee and full committee Chairman 
and Ranking Members. Without objection, so ordered. 

On March 1, 2004, the Department of Homeland Security Sec-
retary Tom Ridge, acting on Homeland Security Presidential Direc-
tive 5, announced the approval of the National Incident Manage-
ment System, or NIMS. This is a particularly important announce-
ment for our Nation’s homeland security as NIMS is the Nation’s 
first standardized management system unifying the actions of all 
levels of governments during a large-scale emergency response. 

The creation and implementation of NIMS also comports with 
the recommendation of the 9/11 Commission. Specifically the Com-
mission recommended making homeland security funding contin-
gent upon the adoption of an Incident Command System to 
strengthen teamwork in a crisis, including a regional approach. 

What does all of this talk about NIMS and incident command 
mean for America’s homeland security? It means that for the first 
time at all levels of government, be it Federal, State or local, they 
will be reading from the same playbook and speaking the same lan-
guage when they respond to an emergency, ranging from a flood or 
a fire to a terrorist attack. NIMS is designed to provide a con-
trolled, organized and unified command structure, and to respond 
efficiently and effectively to all major events across the country. 
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The National Incident Management System has many distinct 
advantages. As mentioned earlier, it ensures the coordination of all 
levels of government across city, State and county lines during an 
emergency. It also provides a basis for standardized communica-
tions and a more efficient and effective way to relay information, 
both essential components for the safe and effective management 
of a disaster scene or terrorist attack. 

Incident management teams have been operating successfully 
since the 1970s in the management of forest fires. More recently 
we have seen the success of NIMS in managing the breakout of the 
avian flu, influenza, in the spring of 2002, and the exotic Newcastle 
disease in 2003, and the search and recovery efforts during the 
space shuttle Columbia disaster. In all of these instances we saw 
how successful communication, coordination and cooperation can 
save lives. 

NIMS also assures the same level of preparedness for all agen-
cies of all levels of government across the country. It provides for 
the same training, certification, and planning exercises to ensure 
standardized responses consistent with mutually agreed-upon doc-
trine. 

A key to responding successfully to an incident is simply keeping 
calm and letting logic and the best practices prevail. Educating the 
public furthers this goal by helping to prevent confusion and chaos. 
This allows the trained professionals, whether fire, police, or health 
officials or National Guard, to do their job in a safe and effective 
manner. 

To help us better understand the intricacies and the importance 
of the National Incident Management System, we will be hearing 
from both Federal and county officials. We are particularly inter-
ested in what they have to say about what the respective Federal 
agencies are doing to implement and coordinate and maintain 
NIMS. 

We will also assess the rate of integration of the NIMS Inter-
national Emergency Response Protocol and if the deadlines for Fed-
eral grant monies are appropriate and realistic. 

Finally, we will evaluate how effective NIMS will be in enhanc-
ing the response of the fire services, law enforcement agencies and 
health disaster relief workers. 

Mr. SHADEGG. At this time I would like to recognize the Ranking 
Member Mr. Thompson for his opening statement 

Mr. THOMPSON. Thank you, Mr. Chairman. I join the Chairman 
in welcoming our witnesses to this hearing, and I look forward to 
hearing the testimony on the National Incident Management Sys-
tem, which has significant implications for our first responder com-
munity. However I would like to take this opportunity to talk about 
the priorities of the Select Committee on Homeland Security also. 

This week at least a half dozen House committees will debate 
and mark up the Republican leadership’s legislation to implement 
the recommendations of the 9/11 Commission, but the Select Com-
mittee on Homeland Security will not be one of those committees. 
According to the press reports, Chairman Cox’s staff has stated 
that we cannot mark up the 9/11 legislation because we are too 
busy focusing all our attention on completing the report regarding 
the future of the Select Committee on Homeland Security. And al-
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though we are too busy to weigh in and mark up what may be the 
most important intelligence and homeland security reform legisla-
tion this year, we do appear to have the time to hold a hearing on 
a National Incident Management System. 

Let me suggest that we are not too busy to exercise our jurisdic-
tion of certain authority of this committee and mark up the 9/11 
Commission legislation. By taking this action, we will demonstrate 
through our work rather than through the report of the House that 
our committee should be permanent. Therefore, I hope the Chair-
man of the full committee will reconsider his decision and that he 
will schedule a markup before the week’s end. 

Now, with respect to the National Incident Management System, 
or NIMS, there are some aspects of this program that should be 
carefully examined. As a former volunteer firefighter, I understand 
the importance of a clear command-and-control structure and the 
benefits that such a certain structure provides during incident re-
sponse. But I think the witnesses will agree with me when I say 
that the Incident Command System and unified command existed 
long before anybody ever contemplated the Department of Home-
land Security. These systems have always been bottom-up organi-
zational structures focused on addressing the unique needs of dif-
ferent types of disasters and emergencies by first maintaining the 
flexibility to modify the response strategies, and, second, simpli-
fying the integration of additional State and Federal resources if 
required. 

However, the current version of NIMS is heavily focused on the 
top-down response structure, almost to the point that we may find 
that we lose ability and flexibility to effectively respond. In addi-
tion, the fiscal 2005 budget request for NIMS is solely devoted to 
increasing the preparedness of Federal response forces rather than 
State and local responders. Increasing the preparedness of Federal 
response organizations does not increase the preparedness of indi-
vidual communities who would be the first on the scene following 
a terrorist attack. 

According to the September 8 letter from Secretary Ridge to the 
Governors, in the fiscal 2006 year, the administration will require 
State and local governments to adopt NIMS in order to be eligible 
for Federal preparedness grant assistance. It is not clear to the 
States and localities which grant funds will be impacted by this re-
quirement, nor is it clear what these governments will need to cer-
tify that they have to adopt NIMS. I would ask our DHS witness 
to provide some more details on this matter. 

This same letter also outlines the Secretary’s requirements for 
the States in fiscal year 2005. Among other tasks, DHS expects the 
States to incorporate NIMS into the emergency operation plan, co-
ordinate and provide technical assistance to local entities regarding 
NIMS, and institutionalize the use of the Incident Command Sys-
tem. I am concerned that DHS is not providing additional grant 
funds to achieve these goals, and they are an unfunded mandate. 
For example, I am not aware of any additional funding for State 
and local governments to train personnel in NIMS, nor am I aware 
of any funding to revise and publish new emergency operation 
plans that are consistent with NIMS. 
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It appears that DHS expects the States to leverage these general 
ODP grant funds for the purpose and choose between implementing 
them and other equally pressing needs like specialized equipment, 
training, terrorism exercise, and enhanced security at critical infra-
structure sites. 

This concern applies in particular to the law enforcement com-
munity, which does not traditionally run its response operating 
using the Incident Command System. How does DHS expect the 
States to train and certify the thousands of law enforcement per-
sonnel who will soon be required to adopt NIMS? I hope that the 
witnesses can provide us with a perspective on these questions, and 
I look forward to their testimony. Thank you. 

Mr. SHADEGG. The Chair would note that neither the Chairman 
of the full committee nor the Ranking Member of the full com-
mittee, Mr. Cox or Mr. Turner, are here at the moment, so they 
will not be able to make their opening statements. If they join us 
soon, we will offer them that opportunity. 

At this point I would like to introduce our panel of witnesses. Mr. 
Gil Jamieson is the Director of NIMS Integration Center for the 
Department of Homeland Security. Mr. Michael Freeman is the fire 
chief of Los Angeles County Fire Department. Mr. Steve Lenkart 
is the Director of Legislative Affairs for the National Association of 
Government Employees, International Brotherhood of Police Offi-
cers. Dr. Joseph Barbera is an associate professor of engineering, 
management and clinical associate professor of emergency medicine 
at George Washington University. 

I would like to thank all the witnesses for being here. We sin-
cerely appreciate your testimony, which we have in written form. 
Your full testimony will appear in the record. I would invite you 
at this point in your opening statement to summarize it as best you 
would like and make any particular points or highlight any par-
ticular points that you have made in your written testimony. 

With that, Mr. Jamieson, would you like to begin? Please press 
the button on your mike and get a light to come on, and we will 
be able to hear you. 

STATEMENT OF GIL JAMIESON, ACTING DIRECTOR, NIMS 
INTEGRATION CENTER, U.S. DEPARTMENT OF HOMELAND 
SECURITY 

Mr. JAMIESON. Good morning, Chairman Shadegg and members 
of the committee. My name is Gil Jamieson. I am the Acting Direc-
tor of the NIMS Integration Center in the Department of Home-
land Security. It is my pleasure to be here today to update you on 
our efforts to implement the National Incident Management Sys-
tem. 

We all recognize that every day there are emergencies in the 
United States that require action by our emergency responders. 
Whether those responders come from different departments of the 
same jurisdiction or from outside State and Federal agencies, they 
need to be able to work together effectively. 

In the Homeland Security Presidential Directive 5, the President 
directed the Homeland Security Secretary to develop and admin-
ister a National Incident Management System. On March 1, 2004, 
after close collaboration with Federal, State and local representa-
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tives, Secretary Ridge issued the NIMS to provide a consistent na-
tionwide approach for Federal, State, tribal and local governments 
to work together and to provide the framework to prepare for, pre-
vent, respond to and recover from domestic incidents regardless of 
cause, size or complexity. 

At the core of the National Incident Management System is the 
Incident Command System, or ICS. The NIMS establishes ICS as 
the standardized organizational structure for the management of 
all incidents. ICS is interdisciplinary and organizationally flexible 
to meet the needs of incidents of any size or level of complexity. 
When DHS released the NIMS, Secretary Ridge and the Under 
Secretary for Emergency Preparedness and Response specifically 
highlighted compliance with ICS as being possible in the short 
term. They recognized that in some cities and areas of urban and 
wildland interface, first responders have worked together using 
ICS for years. 

ICS is at its core a management system designed to integrate re-
sources, both personnel and equipment, to effectively attack a com-
mon problem. The system is not exclusive to one discipline or set 
of circumstances, and its hallmark is that it is flexible to accommo-
date all disciplines in all circumstances. 

The recommendations of the 9/11 Commission highlight the im-
portance of ICS. The Commission recommended national adoption 
of ICS to enhance command, control and communication capabili-
ties. Earlier this month Secretary Ridge issued guidance to address 
the phased implementation of NIMS at the Federal, State and local 
levels. In a letter to the Governor, Secretary Ridge highlighted the 
important features of NIMS implementations that should receive 
special emphasis in fiscal year 2005, including institutionalization 
of ICS. 

Many of the NIMS requirements are specific to local jurisdic-
tions, and in order for NIMS to be implemented successfully across 
the Nation, it is critical that States provide support and leadership 
to tribal and local entities. To the maximum extent possible, 
States, territories, tribes and local entities are encouraged to 
achieve full NIMS implementation and institutionalization across 
the entire response spectrum during fiscal year 2005. By fiscal year 
2007, Federal preparedness assistance will be conditioned by full 
compliance with the NIMS. 

By December 31 of 2004, all Federal departments and agencies 
with a primary or supporting role under the national response plan 
must submit a NIMS implementation plan to the Secretary and the 
President’s homeland security advisor. The implementation plans 
must reflect how the agency will accomplish full NIMS implemen-
tation by September 30 of fiscal year 2005, including modifications 
of their emergency operations plans. 

As I explained earlier, the ICS is at the core of NIMS, and one 
of the first steps to becoming compliant with NIMS requires State 
and local governments to institutionalize the use of NIMS as 
taught by the Department of Homeland Security. ICS, as taught by 
the Department, means that whatever ICS training a jurisdiction 
receives, it must be consistent with concepts, principles and charac-
teristics of ICS training offered by the various DHS training enti-
ties. It does not mean that ICS training needs to be taught by a 
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DHS employee or at a DHS facility, although there are certainly 
a number of options that are currently available to facilitate this 
training available through the Department. 

We recognize that there are a variety of training programs that 
provide ICS training. The NIMS Integration Center will be working 
with Federal, State, local and private training providers to ensure 
that their ICS course offerings are consistent with the NIMS. 

The NIMS required the establishment of an integration center to 
provide strategic direction for and oversight of the NIMS, including 
the continuous refinement of the system and its components over 
the long term. Secretary Ridge established the Integration Center 
on May 8 of 2004. The Center Director reports to Secretary Ridge, 
to the Under Secretary of Emergency Preparedness and Response 
Michael Brown. Current Integration Center activities include co-
ordinating, training, and providing guidance and tools to Federal, 
State, local and tribal entities on understanding and implementing 
and complying with the NIMS, and establishing an Integration 
Center advisory committee to continue the collaborative partner-
ship that has characterized the development of the NIMS to date. 

The Department recognizes that the overwhelming majority of 
emergency incidents are handled successfully on a daily basis by a 
single jurisdiction at the local level. It is, however, critically impor-
tant that all jurisdictions comply with NIMS because the chal-
lenges we face as a Nation are far greater than the capabilities of 
any one community or State. They are not, however, greater than 
the sum of all of us working together through mutual aid. 

There will be instances in which successful domestic incident 
management operations depend on the involvement of emergency 
responders from multiple jurisdictions as well as personnel and 
equipment from other States and the Federal Government. These 
instances require effective and efficient coordination across the 
broad spectrum of organizations and activities. The success of the 
operation will depend on our ability to mobilize and effectively uti-
lize a host of outside resources. They must come together in an or-
ganizational framework that is understood by everyone, utilize a 
common approach to planning as specified through the ICS process 
of incident access planning, and order and receive resources in con-
formance with a standard approach to resources typing and mutual 
aid. It will only be possible if we unite, plan, implement, exercise 
and respond using a common National Incident Management Sys-
tem. 

Mr. Chairman, this concludes my remarks. I would be pleased to 
answer any questions, and I look forward to continuing to work 
with the committee as we implement NIMS across the Nation. 

Mr. SHADEGG. Thank you very much for your testimony. 
[The statement of Mr. Jamieson follows:]

PREPARED STATEMENT OF GIL JAMIESON 

Introduction 
Good morning, Chairman Shadegg and members of the Committee. My name is 

Gil Jamieson and I am the Acting Director of the National Incident Management 
System (NIMS) Integration Center in the Federal Emergency Management Agency 
(FEMA), within the Department of Homeland Security (DHS). It is my pleasure to 
be here with you today to update you on our efforts to implement the NIMS.
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Background 
Everyday there are emergencies in the United States that require action by emer-

gency responders. Whether those responders come from different parts of the same 
jurisdiction or from State and Federal agencies, they need to be able to work to-
gether effectively. They need to be able communicate with each other, and they need 
to be able to depend on each other. In Homeland Security Presidential Directive 
(HSPD)–5, Management of Domestic Incidents, the President directed the Secretary 
of Homeland Security to develop and administer a NIMS to accomplish the purpose 
of establishing standard incident management processes, protocols, and procedures 
that will allow responders to work together more effectively. 

On March 1, 2004, after close collaboration with federal, state, local, and private 
sector representatives, Secretary Ridge issued the NIMS which provides a consistent 
nationwide framework for Federal, state, tribal, and local governments to work to-
gether to prepare for, prevent, respond to, and recover from domestic incidents, re-
gardless of cause, size, or complexity. The NIMS provides all of the Nation’s first-
responders and authorities with the same foundation for incident management for 
terrorist attacks, natural disasters, and other emergencies. The NIMS utilizes the 
Incident Command System (ICS) as a standard incident management organization 
for the management of all major incidents. 

One of the hallmarks of the NIMS is the balance it strikes between flexibility and 
standardization, reflected in its mechanisms for on-going support and maintenance 
of the system. The NIMS provides a consistent, flexible, and adjustable national 
framework within which government and private entities at all levels can work to-
gether to manage domestic incidents, regardless of their cause, size, location, or 
complexity. This flexibility applies across all phases of incident management: pre-
vention, preparedness, response, recovery, and mitigation. 

The NIMS also provides a set of standardized organizational structures—such as 
the ICS, multi-agency coordination systems, and public information systems—as 
well as requirements for processes, procedures, and systems to improve interoper-
ability among jurisdictions and disciplines in various areas.
The major components of the NIMS are: 

• Command and Management 
• Preparedness 
• Resource Management 
• Communications and Information Management 
• Supporting Technologies 
• Ongoing Management and Maintenance

I would like to briefly highlight the most important aspects of each component of 
the NIMS.
Command and Management 

There are three command structures in the NIMS: the Incident Command System 
(ICS), Multiagency Coordination Systems, and Public Information Systems. I will 
discuss ICS in greater detail shortly. Multiagency Coordination Systems provide the 
architecture to support and coordinate the resources that are needed to support the 
on-site incident commander and include Emergency Operations Centers (EOCs), 
procedures, facilities, and communications. Public Information is coordinated in a 
Joint Information Center (JIC), which provides the structure and protocols for com-
municating consistent, timely, and accurate information to the public during a crisis 
or emergency situation.
Preparedness 

The NIMS addresses the specific measures and capabilities that jurisdictions 
should develop and incorporate into their overall system to enhance their oper-
ational preparedness. Preparedness is implemented through a continuous cycle of 
Planning, Training, Equipping, Exercising, Evaluating, and Corrective Action and 
Mitigation. NIMS Preparedness also addresses mutual aid, personnel qualifications 
and certification protocols, and guidelines for publications management. 

NIMS Preparedness and the implementation of HSPD–8 National Preparedness 
are closely linked. While the NIMS provides the core concepts and principles of pre-
paredness, HSPD–8 implementation, through the National Preparedness Goal, will 
define the capacities and capabilities that must be met at the State and local levels. 
HSPD–8 implementation will also help assess the resources needed to support State 
and local jurisdictions in achieving the Preparedness Goal.
Resource Management 

Resource management involves coordinating and overseeing the tools, processes, 
and systems that provide incident managers with timely and appropriate resources 
during an incident. NIMS resource management provides a uniform method to iden-
tify, acquire, allocate, and track resources and is enabled by the standardized classi-
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fication of resources, known as resource typing. It uses a credentialing system tied 
to uniform training and certification standards to ensure that resources can be suc-
cessfully integrated into response operations, and assigns responsibility for resource 
management to EOCs and/or other multiagency coordination systems.
Communications and Information Management 

Effective communications and information management during an incident are de-
pendant upon a common operating picture, accessible across jurisdictions and func-
tional agencies, and common communications and data standards, to assure accessi-
bility and interoperability. A common operating picture allows incident managers at 
all levels to make effective, consistent decisions expeditiously and ensures consist-
ency at all levels of incident management. Common communications and data 
standards are fundamental to an effective NIMS. Much work is already underway 
in this area, and the NIMS Integration Center will collaborate with other offices 
working to address these issues, including the SAFECOM program, the Office of 
Interoperability and Compatibility (OIC), and the Disaster Management program. 

For example, the Disaster Management program, an interagency initiative led by 
FEMA since 2001, is a critical government-wide initiative that directly improves the 
ability of our nation’s first responders to communicate and share information at all 
levels of government. 

Disaster Management provides three critical functions to first responders and citi-
zens. The first is one-stop access through the disasterhelp.gov portal for all Federal 
disaster management-related information, services, and planning and response tools 
making it easier to find disaster assistance information. The second important func-
tion is the development and promotion of standards to share emergency response 
information across disparate third party software packages and between organiza-
tions, regardless of the source or type of information. The third capability provided 
through this initiative is an interoperable disaster management tool to assist first 
responders in preparing for and responding to a disaster. This tool promotes infor-
mation sharing among the public safety community and among local, State, and 
Federal governments in order to better coordinate response to an incident and ulti-
mately save lives and property. There are currently over 800 user groups in 49 
states using this tool and it has been used to respond to over 50 real-world inci-
dents, including the recent Hurricane Ivan, Hurricane Isabel in September 2003, 
and the California wildfires. There are also over 36,000 registered users of the 
Dhelp portal who look to the portal not only to get the latest updates on incidents 
across the nation, but also for authoritative sources of disaster preparation, mitiga-
tion, and recovery information.’’
Supporting Technologies 

The ongoing development of science and technology is integral to the improvement 
and refinement of the NIMS. The NIMS provides mechanisms to integrate the inci-
dent management science and technology needs into the national research and de-
velopment (R&D) agenda.
Incident Command System (ICS) and the 9/11 Commission 
Recommendations 

At the core of the NIMS is the Incident Command System (ICS). The NIMS estab-
lishes ICS as the standardized incident organizational structure for the manage-
ment of all incidents. ICS integrates a combination of facilities, equipment, per-
sonnel, procedures, and communications operating within a common organizational 
structure. ICS is interdisciplinary and organizationally flexible to meet the needs of 
incidents of any size or level of complexity. ICS can be used at all levels of the gov-
ernment and can be exported to the private sector. To enhance coordination of effort, 
during incidents involving multiple jurisdictions or agencies, the principle of unified 
command is incorporated into the NIMS ICS organizational structure. Unified com-
mand not only coordinates the efforts of multiple jurisdictions and agencies, but also 
provides for and assures joint decisions on objectives, strategies, plans, priorities, 
and public communications. 

When the Department of Homeland Security released the NIMS on March 1, 
2004, Secretary Ridge and the Under Secretary for Emergency Preparedness and 
Response specifically highlighted compliance with the ICS as being possible in the 
short term. They recognized that in some cities, the fire and police departments 
have worked together using ICS for years. HSPD–5, requires State and local adop-
tion of NIMS as condition for receiving federal preparedness funding, to the extent 
permitted by law. ICS is at its core, a management system designed to integrate 
resources to effectively attack a common problem. This system is not exclusive to 
one discipline or set of circumstances; its hallmark is its flexibility to accommodate 
all circumstances. 
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The recommendations of the National Commission on Terrorist Attacks Upon the 
United States (the ‘‘9/11 Commission’’) highlight the importance of the ICS. The 
Commission’s recent report recommends national adoption of the ICS to enhance 
command, control, and communications capabilities. All federal, state, and local ju-
risdictions will be required to adopt ICS in order to be compliant with the NIMS. 

Our success in implementing the NIMS will ensure, for the first time, all of the 
nation’s emergency responders will use a common language, and a common set of 
procedures when working individually and together to keep America safe. The 
NIMS ensures that they will have the same preparation, the same goals and expec-
tations, and most importantly, they will be speaking the same language.

NIMS Implementation 
Earlier this month, Secretary Ridge issued guidance to address the phased imple-

mentation of the NIMS at the Federal, State, and local levels. In a September 8, 
2004 letter to the Governors, Secretary Ridge highlighted the important features of 
NIMS implementation that should receive special emphasis in FY 2005. Many of the 
NIMS requirements are specific to local jurisdictions, and in order for NIMS to be 
implemented successfully across the nation, it is critical that States provide support 
and leadership to tribal and local entities. The Department is looking to the Gov-
ernors to coordinate with the State agencies, tribal governments, and local jurisdic-
tions to develop a strategy to ensure statewide NIMS implementation. 

At the State and Territory level, efforts to implement the NIMS in FY 2005 must 
include the following: 
• Incorporating NIMS into existing training programs and exercises 
• Ensuring that Federal preparedness funding (including the DHS Homeland Secu-
rity Grant Program and Urban Area Security Initiative (UASI)) support NIMS im-
plementation at the State and local levels (in accordance with the eligibility and al-
lowable uses of the grants) 
• Incorporating NIMS into Emergency Operations Plans (EOP) 
• Promotion of intrastate mutual aid agreements 
• Coordinating and providing technical assistance to local entities regarding NIMS 
• Institutionalizing the use of the ICS 

At the State, territorial, tribal, and local levels, jurisdictions should support NIMS 
implementation in FY 2005 by:

• Completing the NIMS Awareness Course: ‘‘National Incident Manage-
ment System (NIMS), An Introduction’’ IS 700

This independent study course, developed by the Emergency Management Insti-
tute (EMI), explains the purpose, principles, key components and benefits of NIMS. 
The course is available on-line on the EMI web page at: http://training.fema.gov/
EMIWeb/IS/is700.asp.

• Formally recognizing the NIMS and adopting the NIMS principles and 
policies 
States, territories, tribes, and local entities should establish legislation, executive or-
ders, resolutions, ordinances, or other formal action to adopt the NIMS. The NIMS 
Integration Center (NIC) is developing sample language and templates to assist ju-
risdictions in formally adopting the NIMS through legislative and/or executive/ad-
ministrative means.

• Establishing a NIMS baseline by determining which NIMS require-
ments have already been met 
We recognize that State, territorial, tribal, and local entities have already imple-
mented many of the concepts and protocols identified in the NIMS. The NIC is de-
veloping the NIMS Capability Assessment Support Tool (NIMCAST), a web-based 
self-assessment system that States, territories, tribes, and local governments can 
use to evaluate their incident response and management capabilities. This useful 
tool identifies the requirements established within the NIMS and can assist jurisdic-
tions in determining the extent to which they are already compliant, as well as iden-
tifying the NIMS requirements that they are not being met. The NIC began a for-
mal pilot test of the NIMCAST with a limited number of States earlier this month. 
Upon completion of the pilot and any necessary refinements to the system, the NIC 
will provide all potential future users with voluntary access to the system.

• Establishing a timeframe and developing a strategy for full NIMS im-
plementation 
States should work with the tribal and local governments to develop a strategy for 
statewide compliance with the NIMS.

• Institutionalizing the use of the Incident Command System (ICS) 
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If State, territorial, tribal, and federal grant recipients are not already using ICS, 
they must institutionalize the use of ICS (consistent with the concepts and prin-
ciples taught by DHS) across the entire response system. 

To the maximum extent possible, States, territories, tribes, and local entities are 
encouraged to achieve full NIMS implementation and institutionalization across the 
entire response system during FY 2005. Applicants will be required to certify as 
part of their FY 2006 grant applications that they have met the FY 2005 NIMS re-
quirements. To the extent that full implementation is not possible during FY 2005, 
Federal preparedness assistance will be leveraged to complete NIMS implementa-
tion by FY 2006. By FY 2007, receipt of Federal preparedness assistance will be con-
ditioned upon full compliance with the NIMS.

NIMS Implementation at the Federal Level 
The Secretary also recently issued guidance to address the implementation of NIMS 
at the Federal level. The NIC is working with Federal departments and agencies 
to ensure they develop a plan to adopt NIMS and that all FY 2005 Federal pre-
paredness assistance program documents address State and local NIMS implemen-
tation. By December 31, 2004, all Federal Departments and Agencies with a pri-
mary or supporting role under the National Response Plan (NRP) must submit a 
NIMS Implementation Plan to DHS. The implementation plans must reflect full 
NIMS implementation within the Department or Agency by September 30, 2005. 
The NIMS Integration Center is developing a template to assist in the development 
of the NIMS implementation plans. In accordance with the guidance that was issued 
to the Federal Departments and Agencies, the Secretary also issued a memorandum 
to the DHS Directorates and offices outlining the steps that DHS must take inter-
nally to implement the NIMS. The DHS Headquarters Operational Integration Staff 
(I-STAFF) will lead the overall development of the DHS NIMS Implementation 
Plan, in cooperation with the DHS Directorates and offices. 

For those Federal departments and agencies that do not have a role under the 
NRP, the Secretary issued a separate letter, asking those agencies to review the 
NIMS and assess the impact that it may have on their programs and operations.

Training and other Tools to Support NIMS Implementation 
The Emergency Management Institute has developed a NIMS Awareness training 
course. This independent study course explains the purpose, key components, and 
benefits of the NIMS, and as noted above, is available on the FEMA training 
website. In addition, the paper-based version of this NIMS awareness training was 
recently completed. The paper-based version will allow for large groups to be trained 
together during a conference or meeting. 

As I explained earlier, the ICS is at the core of the NIMS and one of the first 
steps for becoming compliant with the NIMS is for States and local governments 
to institutionalize the use of ICS (as taught by DHS) across the entire response sys-
tem. ‘‘ICS as taught by DHS’’ means that whatever ICS training a jurisdiction re-
ceives must be consistent with the concepts, principles, and characteristics of the 
ICS training offered by the various DHS training entities. It doesn’t mean the ICS 
training needs to be taught by a DHS employee or at a DHS facility, although those 
are certainly available training options. 

ICS training developed by FEMA is already available in the states. This training 
includes: ICS–100, Introduction to ICS; ICS–200, Basic ICS; ICS–300, Intermediate 
ICS; and ICS–400, Advanced ICS. The state emergency management training offices 
can coordinate these training programs for interested participants. FEMA’s Emer-
gency Management Institute (EMI) and the National Fire Academy (NFA) also offer 
ICS Train-the-Trainer classes at their facilities in Emmitsburg, Maryland. At the 
local level, agencies may contact their fire departments for information and training 
on ICS. 

We recognize a variety of other training programs are available which provide ICS 
training; the courses mentioned are just a start. The NIC will be working with Fed-
eral and State training providers to ensure their ICS course offerings are consistent 
with the NIMS. 

During FY 2005, the NIC will continue to provide guidance and technical assist-
ance to Federal Departments and Agencies, as well as State, territorial, tribal, and 
local governments on the FY 2005-2006 NIMS implementation requirements. This 
guidance will include a suite of ‘‘How-To Implement NIMS’’ manuals, addressing 
key components of NIMS, such as mutual aid, credentialing, ICS, and resource man-
agement.
NIMS Integration Center (NIC) 

The NIMS required the establishment of the NIC to provide strategic direction 
for, and oversight of the NIMS, including continuous refinement of the system and 
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its components over the long term. Secretary Ridge established the NIC on May 8, 
2004. The NIC reports to Secretary Ridge through the Under Secretary for Emer-
gency Preparedness and Response (EP&R), Michael Brown. The NIC is physically 
located within FEMA headquarters in Washington, DC. 

The NIC’s organization and structure includes the Office of the NIC Director and 
proposes five functional branches. The branches include: Standards and Resources 
Branch; Training and Exercises Branch; the System Evaluation and Compliance 
Branch. the Publications Management Branch and the Technology/Research & De-
velopment Branch. Initial NIC staff is comprised of detailees from DHS directorates 
and offices, including the Emergency Preparedness and Response (EP&R) Direc-
torate, the Office of State and Local Government Coordination and Preparedness 
(OSLGCP), and the Science and Technology (S&T) Directorate. NIC staffing will ex-
pand to include interagency detailees and state and local government representa-
tives. 

The responsibilities of the NIC include: facilitating the development of a national 
system of guidelines, protocols and standards for NIMS implementation; defining 
national-level training standards and assessment criteria for the various compo-
nents of the NIMS; and developing compliance requirements and timelines for fed-
eral, state, local and tribal entities implementing the NIMS. 

Currently, the NIC is focusing its efforts on several activities in support of the 
NIMS and the overall mission of the Department of Homeland Security. NIC activi-
ties include: 

• Receiving and brokering initial feedback and questions on the NIMS; 
• Facilitating the development and delivery of NIMS awareness training, edu-
cation, and publications; 
• Coordinating training and providing initial guidance and tools to Federal, 
State, local, and tribal entities on understanding, implementing, and complying 
with the NIMS; 
• Identifying existing capabilities, initiatives, and resources that support the 
NIMS and the NIC; 
• Identifying the process by which revisions to the NIMS are recommended, ap-
proved, and posted; 
• Further defining the organizational structure, collaborative processes, out-
reach mechanisms, and support requirements of the full NIC; 
• Establishing a NIC Advisory Committee within the existing Homeland Secu-
rity Advisory Council structure to continue the collaborative partnerships that 
have characterized the development of the NIMS to date and to ensure all users 
and stakeholders are given the opportunity to participate in revisions and up-
dates to the NIMS and participate in NIMS guidance and directives. 
• Coordinating activities with other affected DHS elements or offices as they re-
late to applicable statutes, Homeland Security Presidential Directives (HSPDs) 
or other relevant authorities. 

The NIC will continue to evolve and work to accomplish its specific tasks, as out-
lined in the NIMS,.and ensure that all efforts are collaborative and inclusive. 

I would like to take some time to provide you with a brief overview of each of 
the NIC branches and their responsibilities. The NIC has accomplished a significant 
amount in just a few short months and our activities will continue to expand as we 
bring on additional staff and as States and local jurisdictions work to implement 
the NIMS. 

The Standards and Resources Branch is focusing on the development of a na-
tional system of guidelines, protocols and standards for the implementation of the 
NIMS system. The Standards and Resources Branch will promote the compatibility 
between national-level standards for the NIMS and those developed by other public, 
private, and/or professional groups. The Standards and Resources branch will also 
begin to facilitate the development and publication of national standards, guidelines, 
and protocols for the qualification and certification of emergency responder and inci-
dent management personnel, as appropriate. 

One of the key responsibilities under this branch includes facilitation of the devel-
opment and issuance of national standards for the typing of resources. Other impor-
tant activities within this branch will include the identification of performance 
standards, the identification of an automated resource management system, and a 
national credentialing system. Current initiatives within this branch include:
• Developing a matrix to describe all existing and on-going NIMS related standards 
efforts, identifying areas where additional standards work is needed, and developing 
a prioritized approach to addressing gaps in standards, in partnership with the DHS 
Science and Technology Directorate and existing Standards Development Organiza-
tions; 
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• Enhancing mutual aid efforts nationwide by typing resources, promoting inter—
and intra-state mutual aid agreements; 
• Identifying a suitable national automated resource management system for 
phased deployment and use by Federal, Tribal, State, and Local responders, starting 
with the Federal departments and Agencies in FY2005; 
• Establishing discipline specific working groups to analyze existing qualification 
and credentialing initiatives, and develop discipline specific standards for a nation-
wide first responder credentialing system. 
• Developing phased requirements for all jurisdictions to achieve NIMS compliance. 

The NIC, through the Standards and Resources Branch, will incorporate and ex-
pand upon the work that FEMA, through its National Mutual Aid and Resource 
Management Initiative, has already accomplished in this area. This effort and the 
accomplishments of this working group directly support the NIMS and the NIC, par-
ticularly in the areas of mutual aid and resource management. 

A national protocol for typing critical response resources has already been devel-
oped. 120 resources, including equipment, teams and personnel, have been typed 
and the definitions will be released by the end of this month. 

The Training and Exercises Branch is facilitating the definition of NIMS training 
requirements and national-level training standards, and NIMS-related course cur-
ricula. It will facilitate the development of national standards, guidelines and proto-
cols for incident management training and exercises, including consideration of ex-
isting exercise and training programs at all jurisdictional levels. This branch will 
develop a national program for NIMS education and awareness, to include specific 
instruction on the purpose and content of the NIMS document and the NIMS in 
general. The online NIMS awareness training that I described earlier is the first 
of many training modules. 

The Training and Exercises Branch will consult and take into consideration exist-
ing exercise and training programs at all jurisdictional levels in the development 
of national standards, guidelines, and protocols for incident management training 
and exercises. The branch will develop criteria for training curricula and classes, 
using the Planning Scenarios being developed by the Homeland Security Council as 
a basis, develop complete exercise programs, and methodologies for incident man-
agement, assist with performance validation, assists with remediation, and assist 
with internal process review. Current initiatives include:
• Developing NIMS awareness training; 
• Identifying existing training that supports NIMS and determining what addi-
tional training is needed to support NIMS implementation; and 
• Developing criteria for NIMS training curricula and classes in coordination with 
existing training entities. 

The System Evaluation and Compliance Branch will oversee the development 
of assessment criteria for the various components of the NIMS. It will oversee com-
pliance requirements and compliance timelines for federal, state, local and tribal en-
tities. It also will maintain a repository and clearinghouse for reports and lessons 
learned from actual incidents, training and exercises. Current initiatives include de-
veloping the NIMS Capability Assessment Support Tool (NIMCAST), the web-based 
self-assessment tool I mentioned earlier, that will assist jurisdictions in evaluating 
their incident response and management capabilities against NIMS requirements. 

The Publications Management Branch would develop and publish materials 
and standardized templates to support the implementation and continuous refine-
ment of the NIMS, as well as review in coordination with appropriate entities, dis-
cipline-specific publication management requirements submitted by professional or-
ganizations and associations. 

Finally, the proposed Technology/R&D Branch, in coordination with the Under 
Secretary for Science and Technology in DHS, would focus on the integration of the 
incident management science and technology needs of the various entities (depart-
ments, agencies, private and non-governmental organizations) and the national 
R&D agenda. 

The NIMS Integration Center has created a web page, www.fema.gov/nims, to 
provide information about the NIMS, including NIMS-related guidelines, tools and 
resources. The NIC has also set up a mailbox at NIMS-Integration-Center@dhs.gov 
so that the incident response community can ‘‘Ask the NIC’’ questions about NIMS 
implementation. The NIC will continue to post up-to-date information on the 
progress and current activities of its branches on the NIC web page.
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Leveraging Existing Initiatives 
The NIC was not designed to do all of the work necessary to facilitate NIMS im-

plementation. Just as the NIMS was developed by incorporating existing best prac-
tices into a comprehensive, national approach to domestic incident management, the 
NIC must leverage existing efforts and initiatives to support NIMS implementation. 

The area of NIMS-related standards provides a great example to illustrate my 
point. There are so many facets to NIMS-related standards, including equipment 
standards, communications standards, information management standards, 
credentialing standards, and training standards, to name just a few. Just as numer-
ous as the areas requiring standards, are offices and organizations both within and 
outside of DHS working to develop these standards. The NIC cannot, and should 
not, be in the business of developing standards in any of these areas. Instead, like 
a true integration center, our job is to connect the dots between all of these efforts, 
identify gaps where no one is addressing a particular issue, serve as a proponent 
of that issue, and coordinate with the appropriate office or standard development 
organization to develop the standard. 

Coordination both within and outside the department is key to the NIC’s mission 
and the successful implementation of the NIMS across the nation. The NIC will con-
tinue to leverage existing initiatives and efforts that relate to NIMS implementa-
tion, including the implementation of HSPD–8 National Preparedness, the National 
Response Plan (NRP), existing credentialing efforts at the State and discipline lev-
els, and the work of other DHS Directorates, like S&T, EP&R, and OSLGCP. Be-
cause the NIC staff includes detailees from other DHS offices, and will eventually 
include liaisons from other Federal, State, and local organizations, the NIC is 
uniquely positioned to leverage existing capabilities and efforts. In addition, the es-
tablishment of the NIC Advisory Committee through the existing Homeland Secu-
rity Advisory Council structure will further enhance our collaborative partnerships.
Conclusion 

The Department recognizes that the overwhelming majority of emergency inci-
dents are handled on a daily basis by a single jurisdiction at the local level. How-
ever, it is critically important that all jurisdictions comply with the NIMS because 
the challenges we face as a nation are far greater than the capabilities of any one 
community or State; they are not, however, greater than the sum of all of us work-
ing together through mutual support. There will be instances in which successful 
domestic incident management operations depend on the involvement of emergency 
responders from multiple jurisdictions, as well as personnel and equipment from 
other States and the Federal government. These instances require effective and effi-
cient coordination across the broad spectrum of organizations and activities. The 
success of the operation will depend on our ability to mobilize and effectively utilize 
a host of outside resources. They must come together in an organizational frame-
work that is understood by everyone and they must utilize a common plan of attack, 
as specified through the ICS process of incident action planning. This will only be 
possible if we unite, plan, exercise, and respond using a common National Incident 
Management System. 

I look forward to continuing to work with the Committee as the Department im-
plements the NIMS across the entire nation.

Mr. SHADEGG. Mr. Michael Freeman. 

STATEMENT OF P. MICHAEL FREEMAN, CHIEF, LOS ANGELES 
COUNTY FIRE DEPARTMENT, CALIFORNIA 

Chief Freeman. Good morning, Mr. Chairman, members of the 
committee. I am Michael Freeman, Fire Chief, Los Angeles County, 
California, Fire Department. I serve also as Chair of the Terrorism 
and Homeland Security Committee of the International Association 
of Fire Chiefs and appear on the Association’s behalf today. 

I am pleased to advise that the IAFC does indeed endorse the 
National Incident Management System as an efficient and effective 
way to bring resources together to respond to large-scale incidents. 
I would look to commend the staff at the Department of Homeland 
Security, who have worked diligently on this task, and who have 
created a fine product. I would also like to commend my colleagues 
in the Fire Service who participated in the efforts. 
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This document is a strong document and a strong plan, because 
actual practitioners were intimately involved in drafting it. One as-
pect of NIMS that we fully endorse is the Incident Command Sys-
tem. Much of Fire Service has been using ICS for decades, and, in 
fact, just last Fall ICS was indispensable in managing the Cali-
fornia Fire Siege. This was one of the most devastating wildland 
fire disasters in California history. In the face of 14 wind-driven, 
fast-moving, simultaneous fires, ICS allowed for the expansion of 
roles and the effective use of resources as the complexity of the fire 
siege grew. Local, State and Federal agencies used incident com-
mand teams and ICS to manage these complex fire incidents. Over-
all, ICS enabled us to manage in excess of 14,000 firefighters and 
thousands of firefighting resources during the siege. 

ICS clearly works on a large scale, in wild fires, major flood, 
earthquakes and even terrorist attacks. But also important is that 
ICS works on small day-to-day incidents as well. It is, therefore, 
important that law enforcement, fire, both paid and volunteer, 
health care workers, and, of course, Federal agencies do embrace 
the Incident Command System. It does work. 

Mr. Chairman, as much as we approve of NIMS and are working 
to incorporate it into the Fire Service response, I would like to 
touch on five areas of concern that we have about its implementa-
tion. First of all, we believe that fiscal year 2006 is really too soon 
to tie the receipt of Federal terrorism response grant funding to 
NIMS implementation. There are over 518 measurable require-
ments, and implementing all of them within the next year or so 
will be a Herculean if not unreasonable task. Also there are two 
major areas, those of credentialing and resource typing, where 
much more work is needed before NIMS can be fully implemented. 

We saw the need for credentialing of emergency responders in 
the aftermath of the World Trade Center. There scores of personnel 
with vastly different levels of training showed up and went to 
work. The incident commander had no way to know or to check on 
their level of training, their qualifications or their credentials. A 
truly a safe and systematic approach requires nationwide training 
standards and credentialing, and this will take time. 

NIMS also requires mutual aid resource typing. This is impor-
tant because each State and even different entities define resources 
differently. For example, in Indiana if a fire chief calls for a tanker, 
a large truck filled with water will arrive. In California if I request 
a tanker, it will be an airplane filled with fire-retardant agents. We 
understand that DHS is resource typing in its project today, and 
we encourage that effort and its prompt conclusion with input from 
State and local practitioners. We suggest also that fire resource 
typing draw from what is taught at the National Fire Academy. 

Our second major concern about NIMS is its stress on mutual aid 
without truly addressing local costs. We suggest that the Federal 
Government do more to formalize mutual aid with attention given 
to local costs, especially in regions that do not qualify for the 
Urban Area Security Initiative grants. Funding of mutual aid 
agreements really should be a part of NIMS. 

And in this vein I would like to commend Chairman Cox for his 
work on H.R. 3266, the Faster and Smarter Funding for First Re-
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sponders Act, which will allow regions to apply for homeland secu-
rity grant funds. 

Our third concern about NIMS is training. Literally hundreds of 
thousands of responders must be trained in NIMS, and that train-
ing should be performance-based and not reliant simply upon time 
spent in the classroom. We encourage the Department of Homeland 
Security to work with the practitioners from all facets of the first 
responder community to create training programs for each dis-
cipline. We also need to have local and regional exercises that 
emergency responders can have the opportunity through which to 
practice what they have learned in the most realistic circumstances 
as possible. 

Our fourth concern is about private sector response. Clearly the 
private sector is a key element in the response to any sort of local 
emergency. Much more needs to be done in the outreach to the pri-
vate sector, which really has not heard much about NIMS to date. 

And our final concern is with the communications interoper-
ability. The International Association of Fire Chiefs has been advo-
cating for interoperable communications for years. It is truly the 
linchpin of command and control. The IAFC supports the efforts 
that the Department of Homeland Security has undertaken with 
SAFECOM, which is a practitioner-driven program that is working. 

Also, please bear in mind that large-scale solutions will likely 
have large price tags. The IFC urges that the Federal Government 
offer monetary relief to State and local entities to whom upgrading 
communications equipment may be a hardship. 

In conclusion, Mr. Chairman, Members, I would like to thank 
you again for holding this hearing. I would like to commend the 
colleagues with me on this panel for their hard work on the Na-
tional Incident Management System. I would particularly like to 
thank Mr. Gil Jamieson and the Department of Homeland Secu-
rity, and extend to him the IAFC’s continued support as the NIMS 
Integration Center proceeds with integration and the maintenance 
phase. Truly much progress has been made. More work lies ahead, 
but America is already better prepared as a result of these efforts. 
Thank you very much. 

Mr. SHADEGG. Thank you very much for your testimony. I would 
note that by tradition I should have introduced you as Chief Free-
man. My apologies for that. 

[The statement of Chief Freeman follows:] 

PREPARED STATEMENT OF CHIEF P. MICHAEL FREEMAN 

Mr. Chairman and members of the committee, I am Michael Freeman, Chief of 
the Los Angeles County (CA) Fire Department. I appear today on behalf of the 
International Association of Fire Chiefs (IAFC), in my role as chair of the IAFC’s 
Terrorism and Homeland Security Committee. I am also a member of the Emer-
gency Response Senior Advisory Committee to the Homeland Security Advisory 
Council, which is part of the U.S. Department of Homeland Security (DHS). 

The IAFC represents the leaders and managers of America’s fire and emergency 
service. America’s fire and emergency service reaches every community across the 
nation, protecting urban, suburban, and rural neighborhoods. Nearly 1.1 million 
men and women serve in more than 30,000 career, volunteer, and combination fire 
departments across the United States. The fire service is the only entity that is lo-
cally situated, staffed, and equipped to respond to all types of emergencies. Mem-
bers of the fire service respond to natural disasters such as earthquakes, tornadoes, 
and floods as well as to man-made catastrophes, both accidental and deliberate, 
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1 The term ‘‘overhead workers’’ includes personnel who are assigned to supervisory positions 
such as incident commanders, command staff, general staff, directors, supervisors, and unit 
leaders (FIRESCOPE Field Operations Guide ICS 420–1). 

such as hazardous materials incidents and acts of terrorism. As such, America’s fire 
service is an all-risk, all-hazard response entity.
The IAFC Endorses the National Incident Management System 

Mr. Chairman, in your invitation you asked witnesses to address the National In-
cident Management System, commonly known as NIMS. The IAFC—and particu-
larly my colleague, Chief John Buckman of the German Township (IN) Fire Depart-
ment—have been involved in creating the NIMS from the start. We endorse the 
NIMS as an efficient and effective way to bring resources together to respond to 
large-scale incidents. I would like to commend the staff at DHS who have worked 
diligently on this task, and who have created a fine product. I would also like to 
commend my colleagues in the fire service who participated in this effort. The main 
reason this document is strong is that actual practitioners were intimately involved 
in drafting it. 

One aspect of the NIMS that we fully embrace is the Incident Command System 
(ICS). The fire service has been using ICS for decades. In fact, Mr. Chairman, the 
state of California was the first to create and adopt an ICS system. It grew out of 
the devastating 1970 fire season where California fire services were severely criti-
cized for failing to provide leadership in the areas of cooperation, command and con-
trol, communications, and training. 

ICS was indispensable in managing the California Fire Siege of 2003, when we 
had to fight fourteen fires—all major incidents—simultaneously. This was one of the 
most devastating wildland fire disasters in Southern California history—and in 
state history. ICS allowed for the expansion of roles and resources as the complexity 
of the siege grew. Local, state, and federal agencies used incident command teams 
that managed complex fire incidents. Some served as area command teams to super-
vise the multiple fires on behalf of agency administrators. 

During the Fire Siege, ICS helped commanders manage incident complexity and 
resource depth. There were numerous large fires burning concurrently, exceeding 
the span of control guidelines and involving multiple jurisdictions. That meant over-
lapping responsibilities and different agency policies. The fires were burning in both 
towns and wilderness areas simultaneously. ICS allowed us to split larger incidents 
in half, sometimes along jurisdictional boundaries. ICS also allowed us to draw on 
the closest existing resources that were trained and ready—with an overall count 
on our peak day of 14,000 firefighters, including 263 crews, 1,659 engines, 81 heli-
copters, 178 bulldozers and 2,207 overhead workers.1 

I have seen ICS work on a large-scale incident in California, and I am confident 
that ICS is the best way to handle a potential large-scale event such as a terrorist 
attack. It is important to note that ICS also works on small day-to-day incidents, 
as well. I encourage all parties involved in the NIMS—law enforcement officers, 
health care workers and, of course, federal agencies—to embrace this system.
IAFC Concerns about Implementation 

Mr. Chairman, as much as we approve of the NIMS and are working to incor-
porate it into fire service response, we have a number of concerns about its imple-
mentation. Specifically, we are concerned about: (1) the imposed time limit for im-
plementation, (2) the lack of funding for mutual aid systems, (3) the types of train-
ing being offered, (4) private sector response, and (5) requirements for communica-
tions interoperability. 

First, we believe that the start of Fiscal Year 2006 is too soon to begin to tie the 
receipt of federal terrorism response grant funding to NIMS implementation. We do 
believe that a financial incentive is important, and we believe that it is wholly ap-
propriate for DHS to use federal grant funds as leverage. Our concern is with the 
timing. The NIMS has 518 measurable requirements. It is unclear to us whether 
DHS will require implementation of all 518, or whether a percentage will be re-
quired, or whether there will be a ‘‘top ten.’’ Implementing all 518 requirements 
within the next year will be a Herculean—and perhaps unreasonable—task. 

At least two areas exist where we need more guidance from DHS. They are 
credentialing and resource-typing. We saw the need for credentialing of emergency 
responders in the aftermath of the World Trade Center attacks, when scores of per-
sonnel who had not been dispatched arrived on-scene as volunteers. The incident 
commander had no way to check their credentials to see how they were trained and 
to what levels, and if their training was current. We understand that the U.S. Fire 
Administration (USFA), with the help of practitioners, has completed a significant 
amount of work on credentialing; however, no final product has been disseminated. 
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2 The federal government does fund mutual aid systems after certain events, such as after a 
national declaration of disaster. Another example is the Fire Management Assistance Grant pro-
gram (FMAG) administered by the Federal Emergency Management Agency (FEMA). FMAG 
provides a 75% reimbursement to local entities that respond to a wildland fire when lives are 
threatened and evacuation is required. 

We encourage the USFA to take whatever steps may be necessary to implement the 
program. 

The NIMS also requires mutual aid resource-typing. This is important because 
each state defines its resources differently. For example, if a chief in Indiana calls 
for a tanker, a big truck filled with water will arrive. However, if a chief in Cali-
fornia calls for a tanker, he or she will get an airplane filled with fire-retardant 
agents. In Indiana, a rescue company performs extrications; in Maryland, a rescue 
company is an ambulance squad. We understand that DHS’s resource-typing project 
is in its final stages. We encourage DHS to work toward its prompt completion, with 
input from state and local practitioners. 

Our second major concern about the NIMS is that it does not fund mutual aid 
systems before an event occurs.2 As the mutual aid coordinator for a five-county 
area in Southern California, I cannot state strongly enough how important mutual 
aid systems are. They allow regions to share manpower and equipment during a 
large-scale response. Mutual aid systems also provide measurably improved com-
mand and control communications across agencies and jurisdictions. These agree-
ments are not tacit, and they are not simply signed contracts. They are actual sys-
tems that are given careful consideration by all involved parties. It is not enough 
for one jurisdiction to say to another, ‘‘we will help you.’’ The jurisdictions must de-
cide exactly what form that help will take, so that nothing is left to last-minute de-
cisions or chance. We have that in Southern California, and it was indispensable 
in managing the 2003 Fire Siege. 

The federal government does recognize the need for mutual aid agreements but 
it must do more to formalize that aid, especially in regions that do not qualify for 
Urban Area Security Initiative (UASI) grants. Yes, local communities are first on 
the scene. But the capabilities grow through ICS. DHS should help fund mutual aid 
agreements as part of the NIMS. I would like to commend Chairman Cox for his 
work on H.R. 3266, the Faster and Smarter Funding for First Responders Act, 
which would allow regions to apply for homeland security grant funds. 

Our third concern about NIMS is the training that is—and is not—available. 
Aside from a few online courses that teach NIMS awareness, DHS has not yet for-
malized a training program. I must stress that all participants must be trained in 
the NIMS. That training must be performance-based and not reliant simply on time 
spent in a classroom. We encourage DHS to work with practitioners from all facets 
of the first responder community to create training programs for each discipline. 
DHS should partner more with local practitioners to draft these training programs. 
DHS should also utilize the expertise of local practitioners to teach these courses. 
Practitioners should teach these courses through the training systems and facilities 
that already exist at the state level and in various response communities. Rein-
venting the wheel is only going to take more time, and result in a potentially less 
effective product. We also need to have exercises—perhaps modeled from the highly 
successful TOPOFF exercises that DHS holds regularly—so that emergency re-
sponders have the opportunity to practice what they have learned in the most real-
istic situations possible. 

Our fourth concern is private sector response. The NIMS requires first responders 
to reach out to the private sector, but does not define what shape that outreach 
should take. My colleague Chief Buckman told me that he reached out recently to 
his local utility companies to get them involved, and they had never even heard of 
the NIMS. DHS should rectify this situation as soon as possible. The private sector 
controls much of the infrastructure that could trigger a large-scale incident—think 
natural gas, electricity, and nuclear power. First responders must be able to work 
with them to craft response plans. 

Our final concern is with communications interoperability. The IAFC has been ad-
vocating for interoperable communications for years. It is the lynchpin of command 
and control. That is why the IAFC supports the efforts that DHS has undertaken 
with SAFECOM, which is a practitioner-driven program that is working. The IAFC 
encourages DHS to use a practitioner-driven approach to enhancing communications 
interoperability through the NIMS. 

Many local departments have found interim solutions. We in Los Angeles County 
have a cache of radios for large-scale incidents. Anyone who arrives on-scene goes 
through a staging area. We first try to reprogram each person’s radio to our fre-
quency level. If that is not possible, we lend them one of ours. 
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Of course, the issue still needs to be addressed comprehensively. Keeping practi-
tioners involved will help make sure that solutions are agreed-upon and workable. 
Also, please bear in mind that large-scale solutions will have large price tags. The 
IAFC urges DHS to offer some monetary relief to state and local entities for whom 
upgrading communications equipment may be a hardship.
Conclusion 

In conclusion, Mr. Chairman, I would like to thank you again for holding this 
hearing. I would like to commend my colleagues who sit on this panel with me for 
their hard work on the NIMS. I would particularly like to thank Gil Jamieson, and 
to extend the IAFC’s hand as the NIMS Integration Center proceeds with the imple-
mentation and maintenance phase. 

I will be happy to answer any of your questions.

Mr. SHADEGG. Mr. Steve Lenkart. 

STATEMENT OF STEVE LENKART, NATIONAL DIRECTOR OF 
LEGISLATIVE AFFAIRS, INTERNATIONAL BROTHERHOOD OF 
POLICE OFFICERS 
Mr. LENKART. Good morning, Mr. Chairman and Ranking Mem-

ber Thompson and members of the subcommittee. My name is 
Steve Lenkart. I am the National Director of Legislative Affairs for 
the International Brotherhood of Police Officers. I am also a former 
police officer from the Chicago area where I had the pleasure of 
serving as a fire fighter and emergency medical technician, all 
three providing me within an in-depth understanding of each com-
ponent and their individual needs and responsibilities. In par-
ticular today I speak on behalf of law enforcement, a very visible 
and crucial element vital to the success of any Incident Command 
System and to the support of infrastructures that surround it. Un-
fortunately, law enforcement is sometimes overlooked or underesti-
mated within these systems often because of the unique function 
that they perform within the community is not fully understood by 
others. 

Today I would like to share with you three concerns of the law 
enforcement community about the integration, implementation of 
the National Incident Management System in an effort to prevent 
unintended consequences during the initiation period of NIMS for 
the benefit of all entities involved. They are in brief, one, that law 
enforcement agencies traditionally have not used large systems of 
incident command; two, that the role of law enforcement at critical 
incidents has expanded in recent years; and three, that police agen-
cies widely lack many of the resources that other first responders 
may have available to them. 

Continuing with my first point. Federal, State, local law enforce-
ment agencies have not historically participated in large-scale sys-
tems of command or management among themselves, and have 
even less commonly coordinated such efforts with other government 
agencies because of the different responsibilities that they are 
charged with heat at the scene of an incident. However, with the 
increased probability of acts of terror occurring domestically, we 
have entered into a new era that has forever changed our percep-
tions of prevention, preparedness and response to critical incidents. 

Unrest in the world around us has created a need for more com-
prehensive systems of coordination that must be flexible enough to 
provide for the proper guidance to deal with the control and resolu-
tion of a criminal element; whereas before the involvement of a 
criminal element was less likely and, as a result, large command 
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systems were reserved primarily for use by fire, EMS, environ-
mental and health care providers. 

My second point is now understanding that law enforcement at 
all levels must play a more prominent role in incident command 
systems, it is vital that the members of the Federal, State, local 
law enforcement communities participate as major players in the 
development of policy and procedure under NIMS. This is to ensure 
that traditional boundaries that have kept them separate from 
other public safety entities in the past are minimized or defeated. 
In addition, incorporated into the incident command systems must 
be the flexibility and leverage for an agency to take a lead role at 
one point and then be able to adjust its involvement to a secondary 
role spontaneously without disrupting the command system in 
progress. 

If you consider recent instances of mass acts of violence and ter-
rorism around the globe that were carefully planned and executed 
by their assailants, throughout an ordeal of this kind the respon-
sibilities of each agency involved may change, requiring the com-
mand structure to adjust. This kind of ground-level flexibility can 
only be achieved with the full integration of all entities to ensure 
smooth transition of commands which are crucial to the success of 
a mission and the safety of the rescuers and victims. 

My third and last point is realizing that law enforcement is gen-
erally not fluent with the practices of large-scale incident command 
systems, and because there are less controls in place that govern 
the standards and practices for law enforcement and that of other 
first responders, special considerations will have to be given to 
many State and local police departments before they will be able 
to achieve parity with other entities in terms of equipment, train-
ing and policy adoption. I will cite a couple of examples. 

Although police officers respond to the same incidents as their 
counterparts in the Fire Service, they are seldom equipped as well 
as firefighters with protective clothing, breathing apparatus, safety 
devices and so on, leaving them to fend for themselves with noth-
ing more than a coarsely made polyester uniform. Training for po-
lice officers is more difficult than it is for their counterparts be-
cause of the individual schedules and a lack of manpower to cover 
street assignments while officers are taken out of service for drills 
or classes. Legal issues also arise when a police officer responds to 
another jurisdiction or State and acts as an enforcer of foreign 
laws. 

Departmental policies will have to be rewritten and in some 
cases created entirely to adjust for compliance with new Federal 
and State standards. Many of these issues have already been ad-
dressed for years by non-law-enforcement entities, leaving police 
behind the curve. 

Considering the many areas that law enforcement agencies will 
have to adjust, and considering the extra time and funding it will 
take to get the police departments up to speed with others under 
NIMS, the Federal Preparedness Grant System should be expected 
to spend money on these deficiencies, perhaps disproportionately, 
and allow extra time to incorporate the principles of NIMS and ICS 
into their procedures. 
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It serves no purpose to allow police officers in a system where 
they will be handicapped by a lower level of equipment and train-
ing, backed up by deficient policies and lack of funding. The police 
will carry a larger burden than others initially, and they will carry 
this burden on already stressed local budgets unless grants are 
issued in advance to help them acclimate to the new Federal and 
State standards. 

In conclusion, NIMS is a beneficial system that can play an im-
portant role in the training, educating, equipping and assisting of 
those responding to critical incidents, especially acts of terrorism. 
But as I said on my opening remarks, law enforcement has unique 
responsibilities that extend far beyond the tertiary roles of direct-
ing traffic and crowd control. I would like to see our Nation’s police 
officers better equipped and protected with the knowledge that can 
save lives, the lives of citizens, the lives of other first responders 
so that they can perform their jobs, and the lives of police officers 
themselves. The NIMS system can provide this opportunity; how-
ever, there is no doubt that this will take time, resources, patience 
and a modernized thought process by all those involved to fully in-
tegrate law enforcement into the system. 

Mr. Chairman and Ranking Member Thompson, members of sub-
committee, I appreciate your consideration of our Nation’s police of-
ficers under NIMS, and I look forward to working with you to en-
sure that our officers get the resources that they desperately need, 
and I thank you for the opportunity to speak before you today. 

Mr. SHADEGG. I thank you very much for your testimony. 
[The statement of Mr. Lenkart follows:]

PREPARED STATEMENT OF STEVE LENKART 

Good Morning, Mr. Chairman and Members of the Subcommittee. 
My name is Steve Lenkart; I’m the National Director of Legislative Affairs for the 

International Brotherhood of Police Officers. I’m a former police officer from the Chi-
cago, Illinois area where I also had the pleasure of serving as a firefighter and 
emergency medical technician, covering a 14-year period of service in law enforce-
ment and other emergency services. During those years, I had the rare but very ful-
filling opportunity to work in all three capacities with my experiences ranging from 
the front line to supervisory and management positions, providing me with an in-
depth understanding of each component, and their individual needs and responsibil-
ities. 

It is from these experiences, and also from my more recent years representing our 
nation’s first responders here in Washington, that I speak before you today. In par-
ticular I speak on behalf of law enforcement, a very visible and crucial element vital 
to the success of any incident command system and to the supportive infrastruc-
tures that surround it. Unfortunately, law enforcement is sometimes overlooked or 
underestimated within these systems often because the unique function that they 
perform within a community is not fully understood by others. 

Today, I would like to share with you three concerns of the law enforcement com-
munity about the integration and implementation of the National Incident Manage-
ment System (NIMS) in an effort to prevent unintended consequences during the 
initiation period of NIMS for the benefit of all entities involved. They are, in brief, 
(I.) that law enforcement agencies traditionally have not used large systems of inci-
dent commands, (II.) that the role of law enforcement at critical incidents has ex-
panded in recent years, and (III.) that police agencies widely lack many of the re-
sources that other first responders may have available to them. 

I. TRADITIONAL USE OF COMMAND SYSTEMS 

Continuing on my first point: federal, state and local law enforcement agencies 
have not historically participated in large scale systems of command or management 
among themselves, and have even less commonly coordinated such efforts with other 
kinds government agencies because of the different responsibilities they are charged 
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with at the scene of an incident. However, with the increased probability of acts of 
terror occurring domestically, we have entered into a new era that has forever 
changed our perceptions of prevention, preparedness and response to critical inci-
dents. Unrest in the world around us has created the need for more comprehensive 
systems of coordination that must be flexible enough to provide for the proper guid-
ance to deal with the control and resolution of a criminal element; whereas before, 
the involvement of a criminal element was less likely and as a result, large com-
mand systems, such as one designed under NIMS, were reserved primarily for use 
by fire, EMS, environmental and healthcare providers. 

II. LAW ENFORCEMENT’S ‘‘NEW’’ ROLE 

My second point is: now understanding that law enforcement at all levels must 
play a more prominent role in incident command systems, it is vital that members 
of the federal, state and local law enforcement communities must participate as 
major players in the development of policy and procedure under NIMS. This is to 
ensure that the traditional boundaries that have kept them separate from other 
public safety entities are minimized or defeated. 

In addition, incorporated into the incident command system must be the flexibility 
and leverage for an agency to take the lead role at one point and then be able to 
adjust its involvement to a secondary role spontaneously without disrupting the 
command system in progress. 

If you consider the recent instances of mass acts of violence and terrorism around 
the globe that were carefully planned and executed by its assailants, throughout an 
ordeal of this kind the responsibilities of each agency involved may change requiring 
the command structure to adjust, such as the police yielding command to the med-
ical services to care for the wounded and then regaining command once the injured 
have been cared for. This kind of ground-level flexibility can only be achieved with 
the full integration of all entities to ensure smooth transitions of command which 
are crucial to the success of the mission, and the safety of the rescuers and victims. 

III. THE LACK OF RESOURCES FOR POLICE AGENCIES 

My third and last point is realizing that law enforcement generally is not fluent 
with the practices of large scale incident command systems, and because there are 
less controls in place that govern the standards and practices for law enforcement 
than that of other first responders, special consideration will have to be given to 
many state and local police departments before they will be able to achieve parity 
with the other entities within NIMS in terms of equipment, training, and policy 
adoption. 

For example, although police officers respond to the same incidents as their coun-
terparts in the fire service, they are seldom equipped as well as firefighters with 
protective clothing, breathing apparatus, safety devices and so on, leaving them to 
fend for themselves often with nothing more than coarsely-made polyester uniforms. 
Training for police officers is more difficult than it is for their counterparts because 
of their individual schedules and a lack of manpower to cover street assignments 
while officers are taken out of service for drills or classes. Legal issues also arise 
when a police officer responds to another jurisdiction or state and acts as an en-
forcer of foreign laws. Departmental policies will have to be rewritten, and in some 
cases created, to adjust for compliance with new federal and state standards. Many 
of these issues have already been addressed for years by non-law enforcement enti-
ties leaving police behind the curve. 

Considering the many areas that law enforcement agencies will have to adjust, 
and considering the extra time and funding it will take to get police departments 
up to speed with others under NIMS, the federal preparedness grant system should 
expect to spend money on these deficiencies, perhaps disproportionately to other en-
tities, and allow extra time to incorporate the principles of NIMS and ICS into their 
procedures. It serves no purpose to involve police officers in a system where they 
will be handicapped by a lower level of training and equipment, backed up by defi-
cient policies and a lack of funding. The police will carry a larger burden than oth-
ers initially, and they will carry this burden on already stressed local budgets unless 
grants are issued in advance to help them acclimate to new federal and state stand-
ards. 

IN CONCLUSION 

In conclusion, NIMS is a beneficial system that can play an important role in 
training, educating, equipping and assisting those responding to critical incidents, 
especially acts of terrorism. But as I said in my opening remarks, law enforcement 
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has unique responsibilities that extend far beyond the tertiary roles of directing 
traffic and crowd control. I would like to see our nation’s police officers better 
equipped and protected with the knowledge that can help save lives; the lives of our 
citizens, the lives of other first responders so that they can perform their duties, 
and the lives of police officers, themselves. The NIMS system can provide this op-
portunity, however there is no doubt that this will take time, resources, patience 
and a modernized thought process by all of those involved to fully integrate law en-
forcement into the system. 

Mr. Chairman and Members of the Subcommittee, I appreciate your consideration 
of our nation’s police officers under the NIMS, and I look forward to working with 
you to ensure that our officers get the resources that they desperately need, and 
I thank you for the opportunity to speak before you today.

Mr. SHADEGG. Dr. Joseph Barbera. 

STATEMENT OF JOSEPH BARBERA, CODIRECTOR, INSTITUTE 
FOR CRISIS, DISASTER, AND RISK MANAGEMENT, GEORGE 
WASHINGTON UNIVERSITY 

Dr. BARBERA. Thank you, Mr. Chairman, Mr. Thompson and 
members of the subcommittee. I am Joseph Barbera. I am a resi-
dency-trained, board-certified emergency physician who has been 
involved in emergency response at the local, national, and inter-
national levels since 1986. 

While my primary employment is as a professor at George Wash-
ington University, I have had the opportunity to become exten-
sively involved not just in response, but in the development of 
emergency systems that include a component of medical response. 

Particularly I would like to say I have experienced firsthand 
some of the difficulties of biological terrorism response. I was the 
emergency physician on duty at George Washington University 
Hospital the day of the infamous B’nai B’rith bioterrorism hoax in 
1997 that essentially shut down much of Washington, D.C., and its 
notoriety is thought to have spawned many of the bioterrorism 
hoaxes that occurred across the United States. 

I was a medical controller in the TOPOFF bioterrorism exercise 
in Denver in 2000, an observer in the TOPOFF2 bioterrorism exer-
cise in the Chicago area of Illinois last year, and I was very heavily 
involved in the anthrax event in 2001 in the national capital area. 

From all of that I can say that we need a very complex, capable 
management structure in the health and medical arena in order to 
manage those types of events. In fact, I think the central failure 
in this region in the anthrax event of 2001 was the absence of ef-
fective incident management systems at our local, State and at the 
Federal health levels. So I think the adoption of the National Inci-
dent Management System is critical. I think if properly managed, 
it will address this important gap for medical and public health 
preparedness. 

We really need a functional, flexible incident management sys-
tem that is consistent across all response disciplines. And that ac-
tually also leads me to some of the concerns of the current writing 
of our National Incident Management System and particularly how 
incident command is presented. 

Since mass causality medical response in the United States is 
performed primarily by private medical assets, we must be sure 
that NIMS will effectively address this public-private divide which 
has come up consistently as a problem in other mass casualty inci-
dents in the past. We must be sure that financial regulatory man-
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agement systems are in place for health care to maximally surge 
immediately upon demand. In this context, medical providers are 
clearly first responders and so must be fully integrated into the 
first responder community. This will only occur when NIMS has es-
tablished common management systems across all disciplines. 

I applaud the Department of Homeland Security in its expedi-
tious manner that they developed and disseminated the National 
Incident Management System. I have concerns, however, that in 
the development process and in their understandable push to de-
velop it and put it out, that it was not as open to the professional 
input of the health and medical community as much as many of us 
would have preferred. It was particularly unclear if we had full 
consideration of issues that could be presented by the acute care 
medical and hospital professionals. 

The NIMS incident command model, as presented in NIMS, still 
retains much of the wildland fire base description. That is not all 
wrong. It is just that it makes it very, very difficult for medical pro-
fessionals reading NIMS to understand the language concepts and, 
most importantly, the inherent value of using incident command. 
I learned this from professionals, particularly in the urban search 
and rescue system from the early 1990s to the current day, in my 
response for both urban official rescue task forces and for the 
FEMA incident support team. 

I know that what is most important is the process in incident 
command and not the boxes and who belongs in what boxes. Yet 
when you read incident command, that is not inherently obvious, 
or intuitively obvious or clearly obvious for the novice who is pick-
ing this up for the first time, is a health or medical practitioner or 
leader, and needs to go from not understanding at all to being able 
to practice it when the time comes. 

All of these issues, I think, are very solvable with appropriate at-
tention to further development of the guidelines and subsequent 
training. I think the challenge is to provide guidance such that 
medical and health professionals can use the flexibility inherent in 
incident management doctrine to adapt truly useful systems, with-
out straying from the central tenets that make incident manage-
ment effective across disciplines. 

I think it is important, when we hear that ICS as taught by the 
Department of Homeland Security is going to be the requirement, 
that we have had a full hearing for the health and medical profes-
sionals, and that ICS as taught by the Department of Homeland 
Security will be a system that can accommodate health and med-
ical concerns. I am absolutely certain that this can occur, but we 
have to pay careful attention to how we do it so it does indeed 
occur. 

I would like to conclude with one very positive remark. In our 
many concerns about medical search capability and capability in 
mass casualties in the United States, it is important to emphasize 
in most parts of the United States, in almost every community of 
any significant size, we have very capable medical and health pro-
fessionals. I do not have the concern that, faced with one or two 
very sick or very injured patients, that medical professionals can 
step up and take care of them as appropriately as possible. My con-
cern is that we provide to them a management system and the sup-
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port systems that come with the good management systems so that 
when they are faced with hundreds or thousands of potentially 
dying patients, they can still perform to the best possible ability 
there is, and that they can do it as safely as possible for them, for 
their current patients in health care facilities and for their commu-
nities. 

So I think this concludes my prepared remarks. I applaud the 
Department of Homeland Security for their moving forward with 
the system that has made many in the health and medical commu-
nity recognize that we need a single consistent framework for 
emergency response, and I look forward to my colleagues and I 
being able to participate further in the development of incident 
management as it can be understood by our community. Thank 
you. 

[The statement of Dr. Barbera follows:]

PREPARED STATEMENT OF DR. JOSEPH A. BARBERA 

Mr. Chairman and Members of the Subcommittee, I am Joseph A. Barbera, a resi-
dency trained, board certified emergency physician who has been involved with 
emergency response at the local, national, and international levels since 1986. I am 
currently Co-Director of the Institute for Crisis, Disaster, and Risk Management at 
the George Washington University, where I teach masters and doctoral emergency 
management courses, and I provide research and consultation services to hospitals, 
EMS, public health, emergency management and other emergency response entities. 

I have been asked to speak to you today about the subject of NIMS and its impor-
tance/application for health and medical response to large-scale incidents in the 
United States, particularly as it relates to terrorist mass casualty events. I would 
like to state that I have no remunerative relationship representing hospitals, hos-
pital associations, or commercial products in this regard. 

I would like to begin by congratulating and thanking you for focusing on this vi-
tally important subject. 

From the biography that I submitted to the subcommittee, you can see that I have 
extensive experience in emergency response, and in the development and implemen-
tation of response systems that are integrated across disciplines at the local, state, 
and federal levels. In the course of my professional pursuits, I have become very 
familiar with the use of incident management. 

Of particular note, I have been part of the Office of U.S. Foreign Disaster Assist-
ance/AID International Search & Rescue Team since 1988, and was the lead medical 
consultant in the development of both that team and the medical component of the 
FEMA National Urban Search & Rescue System. I was a member of New York 
City’s Task Force at its inception, and have been a member of the Fairfax County 
(Virginia) Urban Search & Rescue Task Force since I moved to the D.C. area in 
1993. I am also a member of the FEMA Urban Search & Rescue Incident Support 
Team, and in that capacity responded to the Oklahoma City Bombing in 1995 and 
the Pentagon and World Trade Center attacks of 9–11–2001. I have been involved 
with the National Disaster Medical System for many years, participating in advi-
sory and development activities, large-scale exercises, and response. I have also 
been extensively involved in medical planning for the National Capital Area and 
specifically for Washington (D.C.) and Arlington County (Virginia). In many of these 
activities, I have had the privilege to learn incident management from true incident 
management professionals, and in the process have developed a strong belief that 
it can be very effective in managing public health and medical emergencies. 

I have experienced firsthand the difficulties of biological terrorism response. I was 
the emergency physician on duty at George Washington University Hospital the day 
of the infamous B’nai B’rith bioterrorism hoax in 1997. I was a medical controller 
for the TOPOFF bioterrorism exercise in Denver in 2000 and an observer for DHHS 
for the TOPOFF2 bioterrorism exercise in the Chicago area. I was heavily involved 
in the 2001 anthrax dissemination incident here in the National Capitol Region. In 
my role as chair of the emergency preparedness committee for DC Hospital Associa-
tion, I established and moderated a daily conference call that became the basis for 
information exchange between hospitals, acute care providers, and the multiple pub-
lic health authorities in the National Capitol Region. Unfortunately, the anthrax in-
cident demonstrated that the capabilities to effectively manage a large-scale, com-
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plex, and rapidly moving health event were lacking, especially compared with the 
management success at an equally complex Pentagon response a month earlier. The 
central feature in the failures of the 2001 anthrax incident in the National Capital 
Area, in my professional opinion, was the absence of effective incident management 
systems at the local, state and federal levels. 

The adoption of the National Incident Management System, NIMS, if properly 
managed, will address this important gap in medical and public health prepared-
ness. A functional, flexible, incident management system that is consistent across 
all response disciplines is critical for effective performance of medical assets such 
as hospitals and medical providers, for coordinating medicine and public health, and 
for integrating both acute care medicine and public health into the larger emergency 
response community. 

The medical care necessary for a mass casualty event must be recognized as a 
public safety function, and therefore as a governmental responsibility that is equal 
in importance to fire suppression, emergency medical services, public works, and 
law enforcement. As we face the specter of mass casualties from future incendiary, 
explosive, chemical, biological, and other unusual attacks, it is abundantly clear 
that the private medical systems must be fully prepared to fill this critical public 
safety function in saving lives, reducing suffering, and providing a visible com-
petency for their communities. Demonstrating adequate medical response will assist 
authorities in maintaining the public trust and in reducing the intended psycho-
logical ‘‘terror’’ impact of terrorism. Since mass casualty medical response is per-
formed primarily by private medical assets, we must be sure that NIMS will effec-
tively address the public-private divide, that health care facilities are treated as 
critical infrastructure in every community, and that financial, regulatory, and man-
agement systems are in place for healthcare to maximally surge immediately upon 
demand. In this context, medical providers are clearly first responders, and so must 
be fully integrated into the first responder community. This will occur only when 
NIMS has established common management systems across all disciplines. 

The decision to establish a National Incident Management System must be ap-
plauded. The development process used in creating the NIMS document, however, 
was not as open to professional input as many of us would have preferred. It is par-
ticularly unclear whether the NIMS development process provided a full hearing for 
the concerns and issues of acute care medical and hospital professionals. While I 
am sure that public health representation, provided by DHHS, was included in the 
development of NIMS, one cannot assume that public health professionals represent 
all the concerns of acute care medicine and hospitals. 

The NIMS incident command model, as described in NIMS Chapter II and Appen-
dix A, is very much based upon the description of ICS for wildland fire incidents. 
A careful read finds evidence that changes were made to address law enforcement 
and security/intelligence concerns, but no indication that medical issues were simi-
larly addressed. This is not a power issue, but rather a concern that the incident 
management model presented in NIMS must be maximally useful for all emergency 
response disciplines. This is particularly important because the model will be used 
for future training and for developing operational systems in communities across the 
United States. 

For many medical professionals reading NIMS, the language, concepts, and inher-
ent value are not intuitively obvious or clearly presented. It is not easily understood, 
for example, how acute care medicine will provide critical input into the manage-
ment function of a large-scale incident response. It is also not clear how one may 
establish a Plans/Information Section that, for a biological incident with very com-
plex incident information needs, may be as complex as the Operations Section with 
branches, divisions, groups, and task forces. The rather vague presentation of how 
unified management functions in a complex incident is also concerning, since this 
is a critical issue for public health and acute care medical professionals. These are 
serious concerns that must be addressed. 

All of these issues are very solvable with appropriate attention to further develop-
ment of guidelines and subsequent training. The challenge is to provide guidance 
such that medical and public health professionals can use the flexibility inherent 
in incident management doctrine to adapt truly useful systems, without straying 
from the central tenets that make incident management effective across disciplines. 
Carefully developed educational and training programs for the medical and public 
health communities must become a priority in the NIMS implementation process. 
Further delineation of the processes of incident management should also be under-
taken, with a multi-disciplinary body that includes medical professionals experi-
enced in incident management. 

I would like to conclude with one very positive remark, which emphasizes the im-
portance of what we are discussing today: In the United States, we are fortunate 
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to have a very competent level of medical care in almost every community of any 
significant size. I am not concerned as to whether medical, nursing, and other 
healthcare professionals in the U.S. will be able to provide appropriate care when 
faced with a very ill or injured patient. We have a very strong medical foundation 
upon which to expand our mass casualty preparedness. My concern is this: to the 
best of our ability, can we provide these dedicated professionals with a management 
and support system they need, so that when faced with hundreds or thousands of 
casualties, they can continue to provide the best possible care, and do it safely? As-
suring that the incident management process and procedures of NIMS are further 
developed so that they are easily understood, fully implemented and trained upon, 
and ready for use when called upon by health professionals, hospitals, and other 
healthcare resources will significantly address this concern. 

Mr. Chairman, that concludes my prepared remarks. Again, I appreciate the op-
portunity to express my views on this critically important subject. I would be 
pleased to answer any questions you or members of the Subcommittee may have.

Mr. SHADEGG. I would like to thank all the witnesses for their 
thoughtful testimony. 

Let me begin the questioning with you, Mr. Jamieson. I want to 
pick up on a point made by Dr. Barbera and, quite frankly, points 
made by each of our other panelists by kind of beginning with Dr. 
Barbera referred to the fact that in reviewing NIMS documents, 
some of the terminology, some of the structure is not completely 
understandable within the medical provision. NIMS was developed 
within the Forest Fire Service, as I understand it. You also heard, 
I think, thoughtful testimony by Mr. Lenkart about how these con-
cepts are somewhat foreign to police officers, and I want to get into 
some detail on those earlier points, but it seems to me it is impor-
tant to begin with the basics. 

I guess I would ask you for my colleagues in Congress, because 
I have asked a couple of them in the last few days what do they 
know about NIMS, and I get blank stares, and also for the Amer-
ican public, can you just synopsize in plain English like I might 
have to do at a town hall meeting what NIMS is in a way that 
would be understandable to a doctor or a police officer that has 
never embraced these concepts, or, more importantly, to an average 
American? 

Mr. JAMIESON. Mr. Chairman, I will do my best. I appreciate the 
comments of my colleagues. 

NIMS, as the doctor pointed out, is not a group of organizational 
boxes. It is far more than that. It is a series of processes that out-
line how we order resources, how we operate through a common op-
erations section. It is a bottom-up approach from an incident com-
mander establishing a very modest organization, scales out to pro-
vide for State and Federal support. It is fundamentally a system 
supported by a series of forms and processes that takes on the re-
sources that are necessary to manage an incident. I guess in my 
simplest plain English terms, that is my attempt. 

Mr. SHADEGG. And effectively implemented, it is a coordination 
of all the first responders to best manage a particular attack, a ter-
rorism attack or some other type of incident. 

Mr. JAMIESON. Yes, sir, that is exactly right. 
Mr. SHADEGG. My time is limited, but I want to give you an op-

portunity to specifically respond to the three concerns that the oth-
ers have raised. First, I think Chief Freeman said clearly that 2006 
looks difficult, and I want to ask him a question about that, but 
I want you to respond to the issue of 2006. 
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I think Mr. Lenkart made a very valid point that police officers, 
for one, do not have the training time that other agencies do to a 
certain degree, and in some ways this is not suited to them, and 
he asked for special help including financial assistance to get the 
police departments ready for that. 

And last, I think, Dr. Barbera’s point about these concepts being 
foreign to doctors who think about the care of a patient now trying 
to be embracing a whole new concept of taking care of mass casual-
ties. 

I would like you to briefly respond to those if you could. 
Mr. JAMIESON. Sure. Maybe the training piece first. 
I would be happy to provide to the committee the full list of 

training that is currently available. 
Mr. JAMIESON. There is some 26 courses that are available now 

either through Web-based training or through distance training, 
classroom training. We also have them prepared to go out and 
train the trainer at the State and local level. Several of those 
courses at ICS are customized to address the specific disciplines 
that we will be using, so there is a course on health and medical 
workers. There is a course on ICS for law enforcement. There is a 
course on ICS for public works. 

We are not teaching a different brand of ICS with those courses, 
but what we are doing is using scenarios that are applicable to law 
enforcement and Fire Service and what have you. So I think we are 
well positioned now through courses that are available through the 
Department to support some of this. 

The other point on training that I would raise, Mr. Chairman, for 
you and other members of the committee, quite frankly, is that the 
Department has NIMS awareness training that is available now; 
that we can log in on the Website, you can look at it, taking maybe 
45 minutes or something to get through it. And it is a good aware-
ness training. We have already had 10,000 folks who have signed 
up and took that training. So I think in terms of getting this proc-
ess started, that is a good way to start to get that general aware-
ness on what NIMS training is. But after we have that in place are 
a variety of courses for EMS technicians, for law enforcement that 
bring home ICS from their disciplines. 

Mr. SHADEGG. I am going to have to cut you off. Hopefully we 
will get a second round. Before I finish my first round, in case we 
do not get a second round, Chief, I would like to ask you a question 
and give you a chance to respond to it. 

The point you made about the 2006 deadline strikes well with me 
because I think it is a tremendous amount, a vast amount to try 
to accomplish in the time we have. At the same time it seems to 
me it is like many other issues that present themselves to the 
Homeland Security Committee. You are damned if you do and 
damned if you don’t. That is, do we set a unrealistic deadline be-
cause the American people deserve to be protected as quickly as 
possible, or do we not set that deadline and take the criticism of 
not setting the deadline? I am not sure where the balance strikes. 
I would like you to talk to that point. 

In my own mind, perhaps the best thing to do is to leave the 
deadline there until the last minute to encourage everybody to do 
as much as they can, and then, out of reality, to extend it, but only 
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extend it after you realize it cannot be achieved. I would be happy 
to hear your response. 

Chief FREEMAN. Mr. Chairman, I appreciate that. Again, the 
training aspect of it is key, and much of the on-line training that 
is proposed and is available is similar to trying to teach someone 
to ride a bicycle on line. There has to be the hands-on practicum 
associated with that. The system works; there is no doubt about 
that. 

What I would suggest is that with a deadline, and I think we all 
feel the urgency, and we also sincerely applaud the Department of 
Homeland Security for moving as quickly as they have, perhaps 
using the phase-in years 2005, 2006, maybe using a little more of 
the carrot and less of the stick from the standpoint of trying to 
incentivize the training with some grant money, or something of 
that nature, to move localities forward. It is certainly doable. But 
that would be my suggestion to move us toward that deadline be-
cause there is a lot of work to be done. 

Mr. SHADEGG. I thank you all for your testimony. 
The Chair would call on the Ranking Member Mr. Thompson for 

your questions. 
Mr. JAMIESON. Mr. Chairman, if I may, just to address the issue 

of the deadline. I think that, just for the record, we are using fiscal 
year 2005, there is a 2-year time frame for the deadline, fiscal year 
2005 and fiscal year 2006. These negotiations of effecting the grant 
do not kick in until 2007. And part of what we are doing there on 
the funding issue, if I may, is not only is the Department of Home-
land Security turning its funding to implement NIMS, but as part 
of the Federal department and agency compliance, all Federal pre-
paredness grant funding that is going out through any department 
and agencies. We are working with them now to change their grant 
guidance to reflect the fact that NIMS needs to be a component of 
what they do under that grant funding. So we are leveraging Fed-
eral funding across the board. 

Mr. SHADEGG. Thank you. 
Mr. Thompson. 
Mr. THOMPSON. Thank you, Mr. Chairman. 
We have talked about the 2005 and 2006 periods during the tes-

timony today, and as the reference to the term ‘‘certify,’’ and I want 
to make sure we are all on the same page as to what we are talk-
ing about when we say certify for different departments. 

Chief, if you would, tell me what do you—when they say certify 
that you are NIMS-compliant, what does that mean in your mind, 
or has anybody talked to you about what does that mean? 

Chief FREEMAN. I have had an opportunity to review a document 
in another role that I have, where I have seen the letter to the 
Governors, and, as I understand it, in that context, which is nar-
row right now, is that the various agencies need to gradually adopt 
certain elements of NIMS and the ICS and moving forward from 
that point. As a fire chief, as a practitioner, I haven’t heard specifi-
cally what that means as yet. 

Mr. THOMPSON. So, do I detect from that a little urging on your 
part to the Department that they need to be a little more forth-
coming with that information if the targets are to be met? 
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Chief Freeman. Well, I believe—I believe that what is the plan 
of action is to roll this out through the States, and then have the 
States roll it out to the local governmental entities. And perhaps 
it would be good, as these rollouts are occurring, if we could ask 
the Department to share it with local governmental officials as well 
as the Governor and the State, simultaneously where possible. I 
think it would help with the information flow. 

Mr. THOMPSON. One of the issues associated with this command 
and control situation is how do police departments fit in the mix, 
because that is a division of labor that is really different for police-
men in this situation. I heard your testimony about your concern. 

What would you say to DHS if the mandatory requirements came 
down like they are, that you would like to see them take into con-
sideration? 

Mr. LENKART. Well, sir, my guess is—law enforcement, having 
their unique responsibilities that they have, we have been at the 
same incidents for years as other first responders. We work well 
alongside each other, but we don’t—typically haven’t worked well 
with each other. 

In order to do that, you are reversing years and years and years 
of traditional thinking. You have to teach a couple of old dogs new 
tricks and build some policies that are—actually integrate them 
and force them to be there, not just be present. My asking of DHS 
to show to show a little bit more patience with that type of think-
ing—it does take a little bit more time to do that and try to get 
people to do this—and not hold up grant monies if they come across 
a little bit of reluctance or hesitance on the part of law enforcement 
to get on board. It is going to take a bit more time than some other 
folks. 

Mr. THOMPSON. Dr. Barbera, one thing that struck me about 
your testimony is the reference to the private sector involvement 
and incident command situations. Are we presently providing, in 
your opinion, the private sector enough training or involvement, or 
have we focused it primarily on State and local government? And, 
if not, how do we bring the private sector into this process? 

Dr. BARBERA. Well, thank you very much. That is a very good 
question. There has been a—quite a bit of training available to the 
private sector, medical providers, hospitals, health practitioners. 
Much of it has been at the level of tactical response, how do you 
do things, how do you do decontamination, how do you physically 
manage mass casualties. 

There hasn’t been a lot of training at the level of management 
of systems for mass casualties. And particularly, I am not sure we 
have well defined for national understanding how you integrate the 
concerned issues and opinions of acute care medicine when you 
have a rapidly moving mass casualty event where what command 
does for a decision has a lot to do with what you need to do medi-
cally and how you can do it with the time frame, et cetera. And 
I don’t think it is just with private medicine. I think there—we had 
issues with this after 9/11 in New York City with construction, 
deconstruction experts and in other situations, too. 

So I think that there—the processes are there. They are just not 
very well defined. And I think this is an area, again, that the 
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NIMS Integration Center could take a close look at and be very 
helpful. 

We need to define the model better so that the training can fol-
low, and we really have to remember that in order for training to 
be effective at the operational level, we first have to have the sys-
tems in place so once you train, you can turn around and operate 
the systems. 

And I think we still need further guidance on management sys-
tems that integrate hospitals with public health, acute care medi-
cine, and the rest of them are emergency response. 

Mr. THOMPSON. Thank you. The time of the gentleman has ex-
pired. 

The Chair would call on the gentlelady from New York Mrs. 
Lowey for questioning. 

Mrs. LOWEY. Thank you, Mr. Chairman. 
If I seem impatient, it is 3 years after 9/11, and I have been 

hearing for a long time we have get to get the systems in place, 
and the right hand still doesn’t know the left hand—what the left 
hand is doing. And we get a briefing the other day from the head 
of counterintelligence of the CIA, and he doesn’t know what is 
going on at TSA. So please forgive me if I sound impatient. And 
I have several questions. 

But in the time remaining, perhaps I should ask Mr. Jamieson, 
we have heard over and over again for the last 3 years, I heard it 
from my police, my firefighters, all those who went to the World 
Trade Center, that interoperability is key. In fact, Chief Freeman 
referenced it today. 

You know, if interoperability communications is a priority or a 
requirement of NIMS, and if it is not a requirement, I would like 
to know why not—my Federal responders need so much. They need 
so much more. They are doing it on their own. We are trying to 
fight for reimbursement. I introduced a bill that looks like it is 
probably going nowhere, even though we all worked very hard on 
the reauthorization of the homeland security bill. But it doesn’t 
seem to be even going to be marked up here in this committee. 

If you agree, Mr. Jamieson, that interoperability is important, 
then why aren’t we doing something about it? Are we going to be 
debating this a year from now, 3 years from now? And perhaps I 
will put in the same question, because it is related. 

My firefighters take all of this very seriously. They have 
HAZMAT equipment, which I got them. They are working to pre-
pare for a possible incident. Yet we read in the New York Times 
that 120,000 hours of intelligence audiotape hasn’t even been ana-
lyzed by the FBI. I would just think the hole Department of Home-
land Security would revolt and say, how are we going to prepare? 
How are we going to get the information down to our firefighters, 
police, when we still have 12,000 hours of audiotapes that haven’t 
been translated? And we hear over and over again that something 
is going to happen 12 to 15 days before the election. 

Perhaps you can calm me with some confidence that you are all 
talking to each other, that you get as upset as I do, that you are 
the person to whom you report, reports to the next person and 
says, what do we tell our firefighters? 
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And let’s just focus on New York for a minute, if we may. What 
are we supposed to be telling our firefighters, policemen, first re-
sponders when we don’t even know the up-to-date information? 

But maybe start with interoperability. 
Mr. JAMIESON. Thank you, Congresswoman. 
I appreciate your question. And let me answer straight away that 

interoperability is very much at the key and the heart of the Na-
tional Incident Management System. It is one of the major compo-
nents of the system. 

I think it is fair to say that there is no silver bullet solution to 
the problem of communication interoperability. I think my col-
leagues here would support that notion, but there are some efforts 
under way with the Department to address the issue. 

Mrs. LOWEY. Could I just ask you—
Mr. JAMIESON. Yes. 
Mrs. LOWEY. —when you said there is no silver bullet, is it be-

cause it is still too expensive, or because after 3 years you still 
don’t have the specific requirements, the information, to be able to 
implement it? 

Mr. JAMIESON. Well, it is very much of a combination of factors. 
Some of it is technological. Some of it is establishing baseline re-
quirements. But a lot has been done in terms of figuring out what 
the root of the problem is and what the solution should be. 

Mrs. LOWEY. Are we still going to be talking about this 3 years 
from now? How many years do you think it will take to institute 
interoperability between our firefighters, police, Congressmen, et 
cetera, et cetera? 

Mr. JAMIESON. Hopefully, Congresswoman, we will not be talking 
about it to the degree we are now. I would respectfully submit part 
of the problem with communication interoperability can, quite 
frankly, be solved very easily, I believe the Chief would support 
this, through having a communication plan in place. It is not essen-
tial that all of us talk to one another or that all of us talk to the 
incident commander. And I think that defining and shaping the 
problem a little bit better than we have is critical. 

And I think that part of what we are trying to do under the Na-
tional Incident Management System is to establish that commu-
nication planning so that interoperability will occur better. 

Mrs. LOWEY. Can you give me an idea of the time frame? 
Mr. JAMIESON. Communication planning is something that is oc-

curring right now. 
Mrs. LOWEY. But how long will it take? I heard about a year and 

a half, 2 years ago that they were going out with an RFP to estab-
lishing standards. It still hasn’t happened yet. 

Mr. JAMIESON. Well, you are speaking, I believe, of the 
SAFECOM initiative in terms of what they are doing there. They 
are going through a traditional requirements-gathering process. 
There are pilot testing programs. There is the rapid communication 
initiative where we are specifically going into 10 large commu-
nities, specifically L.A., to specifically look at best practices, what 
they are doing there to establish an immediate communication ca-
pability. 

Mrs. LOWEY. Would you comment on GAO’s comments on 
SAFECOM? 
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Mr. JAMIESON. Congresswoman, I am not familiar with GAO’s 
comments. 

Mrs. LOWEY. They just said it was ineffective. But this is an ex-
ample of the right hand not knowing the left hand. If you are work-
ing on communications, then maybe someone three offices down 
was working on the SAFECOM program, but shouldn’t there be a 
means for everybody to communicate? GAO said SAFECOM was 
ineffective. 

Mr. JAMIESON. I think so, the Department has just recently stood 
up a new Office of Interoperability and Compatibility, where I 
think they are considering a variety of these initiatives within the 
Department as well. 

Mrs. LOWEY. I don’t know if my chiefs or those who are on the 
front line would like to comment, but you are the ones that have 
to deal with this and face the bureaucracy 3 years after 9/11. That 
still doesn’t seem to be making progress. 

Yes, sir. 
Dr. BARBERA. I would just like to point out, Congresswoman, that 

I think if we have effective incident command implemented across 
the country, that is a large part of the interoperability. It is far 
more than having a radio where you can talk to someone else. If 
you—if you can adjust and use management structure to overcome 
radio problems, but, more importantly, to overcome differences in 
how you normally operate and pair people together. 

I can give you one very quick example is that 9/11 at the Pen-
tagon, when mutual aid fire EMS resources were arriving through 
Arlington County, their radios didn’t talk to each other. But I know 
that one of the things that Chief Schwartz did was assign one of 
his firefighters, EMS personnel, to each of those units. So they had 
interoperability that was far more than just radios. It was how we 
operated. It is standard operating procedures. It is where we re-
ported all of those things. 

So that is an important part, I think, of communications inter-
operability that we shouldn’t—that we shouldn’t miss when we 
focus just on the technology component of it. 

Mrs. LOWEY. Let me just say, because I have about 30 seconds 
left, if I sound impatient, I am. And I know how hard you are 
working. But I think we have real problems in this country. And 
as a New Yorker who understands, as a mother, a grandmother of 
seven, that supposedly, according to all the warning systems, we 
are the target, I don’t have another 3 years to wait for NIMS or 
some other acronym to get their act together. My police and my 
firefighters are right there, and they are working hard, and they 
are not getting what they need. 

So let me thank you for your hard work, but we really have to 
do something, in my judgment, about better coordination, letting 
all the departments talk to each other. And I know Secretary Ridge 
is working hard, but it is just not happening. And I wish you would 
send that message up, that if you are going to implement on the 
local level, they need to do something about those 120,000 hours 
of audiotape that still hasn’t been translated. This is—it is really 
an embarrassment. But perhaps I should close with this. 

Mr. SHADEGG. I thank the gentlelady for her questions. Just as 
a comment I would say her impatience on the topic of interoper-
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ability and on the topic of coordination and on just in the general 
sense of pushing the Department and all of those with these re-
sponsibilities to move as quickly as possible serves the Nation well, 
and I appreciate that. 

Mrs. LOWEY. Thank you, Mr. Chairman. 
Mr. SHADEGG. The Chair would call upon the gentlelady from the 

Virgin Islands Mrs. Christensen for her questions. 
Mrs. CHRISTENSEN. Thank you, Mr. Chairman. 
I apologize for having to step out to another committee meeting, 

but I am back, and I hope I am not going to repeat any of the ques-
tions. 

I want to welcome our panelists. I want to particularly welcome 
Dr. Barbera, who is from my alma mater, GW, and also went to 
Notre Dame, and I went to St. Mary’s. 

I want to ask my first question to Mr. Jamieson. How long have 
you been in your position at the Department? 

Mr. JAMIESON. I was appointed by Secretary Ridge in August of 
this year. 

Mrs. CHRISTENSEN. August of this year. Okay. Well, you know, 
this is a very important issue, because I understand that the fail-
ure of the incident command system was cited at TOPOFF and 
other major exercises as a major deficiency in our exercises and 
preparedness. And as a Member who is from a hurricane-prone 
area, who has worked with FEMA for many, many years, I have 
a sense, you know, that FEMA expertise, at least maybe until Au-
gust, has not been fully utilized and incorporated as it should be 
into our preparedness and response at Homeland Security. 

And having gone to Seattle after TOPOFF and talked to other 
people around the country, there was also reportedly too much Fed-
eral interference in the response, instead of letting local leadership 
who knew the territory lead. 

And I note that in the 2005 budget, most of the funding, if not 
all of it, is going to the Federal agencies rather than to local re-
sponders. Yet there being—they are being required to come into 
full compliance with an IMS system. So the way the funding is 
being perpetuated, aren’t we perpetuating a mistake that we 
learned from TOPOFF, too? 

Mr. JAMIESON. Congresswoman, respectfully, I don’t think so. 
There has been some $8.5 billion that has been put out by the De-
partment to State and local governments to basically support the 
planning, training, equipping and exercising of our first responders, 
and that will continue in fiscal year 2005, and it is at really—that 
is the fuel that the Department is putting forward in terms of pro-
viding the resources that are needed for State and local govern-
ments to comply with NIMS. 

But as I mentioned, prior to your coming in, there is also a re-
quirement for other Federal departments and agencies to also sup-
port this initiative. So any stream of grant funding that is going 
out through the Department of Health and Human Services or any-
one else that is going to building capability or preparedness meas-
ures at State and local level, all of that grant funding needs to be 
leveraged towards the implementation of NIMS as well. 

Mrs. CHRISTENSEN. Just all through these last couple of years, 
particularly the year that the committee has been in existence, 
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what we heard mostly from first responders and local jurisdictions 
that they have not had enough funding to meet even the basic 
needs for equipment and training. So to put the burden on them 
again, to get up to speed on this National Incident Management 
System, just seems to be defeating the purpose. 

Okay. Let me turn to Dr. Barbera, and I really appreciate your 
testimony. I had a chance to look through it briefly when I was 
over at the other meeting. The attention that you are bringing to 
the importance of health care, the health care community being 
part of the first responder system, EMS may be, but physicians, 
nurses are not necessarily seen. That is one of the things that we 
learned as we visited with communities around the country and 
their exercises—and the importance of including the private sector 
as well as the public health sector, something that is been brought 
to my attention many, many times. 

You were a part of TOPOFF in Chicago. Could you just—I don’t 
know if you have said this already, but could you tell us some of 
the major lessons that were learned in that Chicago exercise? 

Dr. BARBERA. Well, I think that one of the lessons that was 
learned was that many were surprised by the number of hospitals 
that participated and the level with which they participated. Those 
of us in the medical community weren’t surprised at all. I can tell 
you from both 9/11 here and in the District of Columbia, the na-
tional capital area, and from the anthrax event that followed, when 
there were sick or injured people and we needed to do something, 
hospitals and medical providers step up. And I don’t just mean 
physicians, I mean physicians across the board, and they step up 
in a very unselfish manner. And I think the level of play in Chi-
cago by hospitals, and northern Illinois because it was well beyond 
Chicago, was reflective of that same attitude. 

So I think that—well, what I observed and I learned is that we 
need to have clear management systems in place. We have to have 
ways for hospitals and health care providers to understand how 
they will participate in a major mass casualty event. And that goes 
beyond just pure management. It also goes to the regulatory as-
pects and everything else. 

If, for instance, you are going to take care of many more people 
than you usually do, in order to plan right, you have to know that 
in a public health emergency, for instance, you are allowed to take 
care of more critically ill patients than what regulations allow you 
to do every day. Otherwise you can’t plan to that. 

So we have to know what a public health emergency might mean 
to release hospitals from some of their burdensome regulations. We 
have to know that they will get paid so that they can go away from 
all of the attention they have to do to get paid on a regular basis 
and can use that man- or womanpower to take care of patients as 
opposed to collect data. 

It is those kinds of things, I think, that I saw also in TOPOFF, 
too. 

I think that Health and Human Services had developed a Sec-
retary’s emergency response team structure that I think was very 
helpful, and I think that they and DHS and the rest of the Federal 
Government moved further along in defining how they will define 



35

the expectations at a State and local level. I think it will be very, 
very beneficial across the country. 

So, one of my concerns is that we make sure that the ICS, as 
presented in NIMS, is very understandable to all of these different 
communities. But what some of the concerns that Mr. Thompson 
expressed earlier, that others have expressed, about ICS, I know 
from working in it, from working with professionals, many of them 
from Chief Freeman’s fire department and others in California, 
that it works, and it is not burdensome, and it is very, very valu-
able, and it takes care of many of the issues we currently face in 
terms of how you manage a response. 

But I am not sure that the way the average person reads what 
we have now can pick a lot of those things up, and that is where 
I would encourage us to be able to move forward with our health, 
medical, fire, police and other communities working with DHS, 
maybe in a working group-type fashion, to rapidly be sure we have 
got that language and concepts understood. 

It is far better if we could pick up something, say, oh, yes, this 
makes a lot of sense and is useful to me, rather than for that to 
say, oh, yes, I have to read this three times and just use it because 
someone says we won’t get grants later. I think that is critical. 

I am fully behind incident command. I prefer to use incident 
management, because it really is much more of that than pure 
command. But I think if it is properly understood, it will not be so 
onerous for people to pick up and adopt. 

Mrs. CHRISTENSEN. Thank you, Mr. Chairman. 
Mr. SHADEGG. I thank the gentlelady for her questions, and I 

would advise her that the Chair is going to afford a second round 
if you have the interest or time. 

Let me begin a second round, just because we have such exper-
tise on this panel, and we have the time to do it. 

I would like to begin by following up on some questioning that 
Mrs. Lowey pursued on the issue of interoperability. It occurs to 
me that to make all radio systems within the first responder com-
munity interoperable is a very worthy goal, but technically and fi-
nancially a very, very challenging goal. It will take us some time. 
You have departments and agencies that I think had just, prior to 
9/11, or even after 9/11, with the commitment of resources, bought 
systems that were not, in fact, interoperable. 

At the same time, it seems to me when you first think about inci-
dent management, Doctor—and I think you are right, that is a bet-
ter term—one could at first blush say, well, without interoper-
ability how could you have incident management between and 
amongst different agencies? But at the same time it seems to me 
that your testimony, Mr. Jamieson, suggested—and you used a 
term which I would like you to define, a communication plan—that, 
combined with other testimony, particularly Dr. Barbera’s testi-
mony, that, in fact, a communication plan can, in fact, overcome 
the lack of interoperability I think educates me and I think would 
educate the public. 

I guess I would like you to describe a communications plan some-
what as the doctor did with regard to the incident at the Pentagon, 
and explain how NIMS can help us get beyond the fact that we 
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cannot overnight get interoperability amongst all communications 
equipment. 

Mr. JAMIESON. Sir, I would be happy to. Mr. Chairman, I would 
be happy to try to do that. 

A communication plan in its simplest form is just a delineation 
of who needs to talk to who at the incident command post, who 
within your organization—who within the operation section needs 
to talk to who. There is technology out there now where people who 
are on different frequencies, who are using different equipment, 
can use ‘‘bridging technology’’ to facilitate this on a technological 
basis, but it is a little awkward. It is not viewed as the ideal solu-
tion. And my notion of communication planning, I believe what 
Chief Schwartz at the Pentagon proved out, is that we just need 
to decide who is going to talk to—who is going to talk to who in 
terms of responding to the incident. 

But the other point that I think is key, and that is that we are 
beginning to associate NIMS with ICS and ICS with boxes and or-
ganizations, and I think that is wrong, and that is a trend that we 
should not let develop. 

In order to make this work, ICS is a series of forms in terms of 
how to order resources. It is establishing a common operational pe-
riod. It is establishing an incident action plan where we are decid-
ing where law enforcement, Fire Service, Public Works, the medical 
community are going to go within a specific period of performance. 
And so once that is the basis of our operations, and objectives are 
established in that operational period, then the communication 
plan kicks in in terms of who needs to make that happen. 

Mr. SHADEGG. Dr. Barbera, I am sorry— 
Mr. JAMIESON. Yes, sir. 
Mr. SHADEGG. Dr. Barbera, just to expand on the point you 

made, as I understand it, it can be as simple as the designation of 
a liaison to an agency that doesn’t have the interoperable equip-
ment where you communicate to that liaison, and it is then re-
peated amongst that agency on its radio system so that you have 
essentially two links of communication, one with those with whom 
you do have interoperability and some other mechanism to commu-
nicate to those that you don’t. And that, I think, can be a part of 
incident management; is that correct? 

Dr. BARBERA. Absolutely. I look at incident management as a tool 
for managers to be able to solve problems, and you would like to 
solve those problems at the lowest possible level. If they can’t be, 
then they are moved up the chain. 

Interoperability of communications is one of many problems that 
we know is recurrent. So within incident management, process and 
training, as I have learned and watched it practiced, that is a key 
issue to be addressed up front as the incident begins to be recog-
nized and evolved. And you adjust to it as you move forward. But 
I am quite sure that some days some community might be given 
quite a bit of money and can have everyone talk to anybody at any 
time, and we will have an incident and will demonstrate defini-
tively that is still not communications. 

Mr. SHADEGG. Right. 
Dr. BARBERA. So communications really has to be the tool to 

allow information, data, to become information, and information to 
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flow where it needs to be. And if we know where that is, then this 
communication component follows. 

Mr. SHADEGG. I would like to conclude with a question to Mr. 
Lenkart and Dr. Barbera, and also, Chief Freeman, to you. I would 
like each of you to comment on it. Rather than asking Mr. 
Jamieson to give his view, let me ask you to give your view. 

Each of you expressed a concern about your ability to, in the fu-
ture, impact the NIMS guidelines that have already been devel-
oped. I believe Dr. Barbera said to a certain degree there wasn’t 
enough input from the medical community. I believe Mr. Lenkart 
pointed out this is a new concept for police and needs to be adapted 
to police in a unique way. Chief Freeman, as a Westerner who 
spent some time in Los Angeles County, I appreciate your efforts, 
and I think it is important that you be allowed—you are probably 
the most sophisticated at it because it was in a way developed in 
a fire context. 

I would like to ask each of to you comment on whether or not 
you feel the Department is, in fact, open to input from you as the 
process goes forward to implementing NIMS and refining the 
guidelines so that it is, in fact, workable. Anyone. You can begin, 
if you like. 

Mr. LENKART. I will start, Mr. Chairman. I haven’t worked a lot 
with NIMS or much within the Department of Homeland Security 
in this regard very much. And a lot of—very few law enforcement 
people have, including those of us who are engaged in public policy 
here in D.C. It is just not—it is not traditionally something that 
we have gotten involved in. Trying to get someone to come to Cap-
itol Hill and even work on these subissues is very difficult also be-
cause they haven’t quite bought into the system yet. 

What I would like to see is certainly more involvement from the 
law enforcement side of it. Law enforcement is certainly partly to 
blame for the lack of people coming forward to handle these types 
of issues or integrate these kinds of issues in international policing 
as well. 

DHS may also be partially to blame as well for not reaching out 
far enough to encourage law enforcement to come on board. But as 
far as Washington goes, I am here, and I am ready to help, and 
we will do what we can to move it forward. 

Mr. SHADEGG. From what I am convinced, you need to buy in, 
and to some degree you already have. Its management when you 
have done search and rescue—perhaps not in more traditional law 
enforcement functions—but when you do urban search and rescue, 
you look for somebody—or even manhunt circumstances, it seems 
to me, you have similar issues. 

Dr. Barbera. 
Dr. BARBERA. I think all of us have been involved with the sys-

tem in the Federal Government developing programs in the past. 
We understand the crunch that the Department of Homeland Secu-
rity has been under to take on both NIMS and the national re-
sponse plan and to work through with very tight deadlines. 

I do think that now that it is out, now that they have been able 
to get more public comment, that it would be comforting to see a 
process that allows more open input from across the country. I 
think there is a good model for this in the past was the develop-
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ment of the urban search and rescue system that FEMA undertook 
in 1989, 1990, and it involved practitioners, specialists in each of 
the disciplines of urban search and rescue and balanced it geo-
graphically and by discipline. It was a process that allowed open 
information to be brought in, concerns to be expressed. It was 
moved very rapidly forward. It went from start to end of the work 
group from July to January, and they published the system. 

It would be nice to see something like that, to have a go-around 
to be sure that all of the different groups that are critically impor-
tant in adopting NIMS and operating together have a chance to re-
solve their issues in that sort of open format. 

Mr. SHADEGG. I appreciate that. 
Chief Freeman. 
Chief FREEMAN. Yes, sir. Thank you. 
I believe that the Department of Homeland Security has tried to 

be open; however, it is kind of like passing a message to someone 
catching the subway, which I appreciate. While this has taken a 
long time, it also has been quite rapid in many respects, and I ap-
plaud that. 

I do think that it would be helpful, and I think within the Fire 
Service—while law enforcement—and Mr. Lenkart is providing 
some very insightful information. There are many in the Fire Serv-
ice who also have similar concerns. Many think that ICS is just a 
wetland force-type of incident system. In fact, we have used it to 
plan incidents, to prepare for incidents that never occur. There is 
just a lot of very important applicable elements in that. 

But I think if it is possible for the Department to pause for a 
short period of time and to try to identify and bring in representa-
tives from the various disciplines to maybe have a 2 or 3-day sym-
posium to talk about—let them break off, get their concerns, bring 
them together, and to try to refine the implementation plan, be-
cause I think it is important that we hear from other people. 

While I am very confident that the ICS system and NIMS in gen-
eral will work, is that I am somewhat discredited within my own 
group because of the fact that a lot of fire departments are not 
adept at using incident command like we have had to be. 

So I think it is important to take a little bit of time, if possible. 
I am not suggesting changing any deadlines at this point, but just 
to consciously bring together the various associations and rep-
resentatives from the disciplines to come in, including the private 
sector, so that maybe there is a chance to hear at this stage of the 
game how we can make it better and implement it sooner. 

Mr. SHADEGG. Thank you. 
For a second round, Mr. Thompson. 
Mr. THOMPSON. Thank you. A little interoperability problem. 
Well, let me thank all of you for your testimony this morning. A 

couple of issues that concern a district like mine, my district is pri-
marily rural. Most of the people involved in any kind of situation 
would be volunteers. Good people, but they don’t possess the train-
ing models that paid departments have. And I guess this is to 
the—Mr. Jamieson. How are we proposing to implement this sys-
tem with rural volunteer departments? 

Mr. JAMIESON. Congressman, I think the first thing that needs 
to be said is we probably don’t want the Feds trying to figure that 
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one out. You know, there has got to be a great reliance here in 
terms of relying on those mechanisms and the orchestration on the 
part of the State to define where their areas of risk are and how 
they are going to do this. 

One of your questions in your opening comments was this issue 
of certification. The Federal Government is just not going to be able 
to get down there and—in your district at that local level and say, 
you know, your district is compliant with NIMS. We are going to 
have to go to some mechanism which basically says the State as 
the recipient of grant is going to have to conclude back to us that, 
taken as a whole, this State complies with NIMS. 

So that we are placing a premium on the States to develop the 
infrastructure and the processes to ensure that they are reaching 
down to every corner and level of the State. Our job will be to pro-
vide the training to the States, distance learning capabilities, work-
shops and the funding to the States so that they can do that. But 
I would hate to think that myself or others sitting here in Wash-
ington would be prescribing how that might be accomplished. 

Mr. THOMPSON. Well, it is nice for our government to finally 
admit that they don’t quite know everything. And I say you are cor-
rect in that respect. 

But the issue is many of those fine men and women will respond 
to a situation, and, unless they are properly trained, could poten-
tially cause themselves significant harm. And that is what we all 
would want to avoid, if at all possible. 

Have you pretty much put that burden on the States to do just 
that, what you said? 

Mr. JAMIESON. Well, yes, sir. I mean, you know, the States are 
the recipients of all of the Homeland Security grant funding that 
is going out there. It is their job to create a strategic plan that 
takes into consideration the needs of local governments or regional 
governments that are supported through a mutual aid compact. 

Mr. THOMPSON. Well, excuse me. Let me, if I could—my question 
is if I came to you and I said that the Bolton Volunteer Fire De-
partment, which covers my home area—are you requiring the State 
to provide the Bolton Volunteer Fire Department with certain 
training for its volunteers? If so, are you going to look and approve 
or certify that training as what is required? 

Mr. JAMIESON. Sir, your question leads to the issue of 
credentialing and whether or not as we begin to credential emer-
gency first responders, what training should they receive, and who 
is certifying the training. Quite frankly, we haven’t worked all of 
that out quite yet. I don’t think the Federal Government will be in 
the position of making that certification. We are going to have to 
draw on the discipline specifics in terms of what the Fire Service 
is doing, what they are doing at the State level, to train and ac-
credit and satisfy their individuals now. And we are going to have 
to think heavily on what is going on there as opposed to creating 
some new system at the Federal level to comply with NIMS. 

Mr. THOMPSON. Well, then, Chief, do you have any comments on 
that? 

Chief FREEMAN. Actually, our experience in California is that 
through the State, through the State Fire Marshal, their training, 
their certification, there is a level of credentialing already in place. 
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I spent 25 years in the Fire Service in Texas. I know that there 
is a State commission on standards for firefighters and so forth. I 
would assume—I am not familiar with where Texas is now, but I 
would assume that an agency like that would be involved in this 
process. 

Every State is going to be probably different, but I think that is 
the model, as I understand it, and I think Mr. Jamieson has made 
that clear, that it comes from the Federal Government to the State, 
and then within the State there needs to be a system in place to 
deliver the training and to do whatever certification and 
credentialing is appropriate. 

Mr. THOMPSON. Well, Mr. Jamieson, if I will—so, I would ap-
prove the State’s plan; am I correct? 

Mr. JAMIESON. We would—in these early years, sir, we would be 
asking as part of the grant that the State would be certifying to 
us that they have met the requirements under NIMS. And if they 
make that certification, we would provide the grant funding. 

There is no—there is no specific plan at the State or local level 
at this particular point that they are required to prepare in order 
to comply with NIMS. There is a planning requirement for the 
other Federal departments and agencies, and, yes, we would be ap-
proving that. But at the State level, as opposed to standing up yet 
another planning requirement, we are trying to—we are trying to 
concert all of those planning efforts under the planning effort that 
the Department has now. 

Mr. THOMPSON. So they what; as the Chairman just said, they 
self-certify? 

Mr. JAMIESON. Yes, sir. 
Mr. THOMPSON. To what standard? 
Mr. JAMIESON. Well, the standards issue is a good question. I 

mean, part of the challenge that we confront with implementing 
NIMS is developing some of those standards. You know, as the 
Chief said, there are some 513 different requirements in the NIMS 
document, and part of it is just kind of a checklist. Did you do it; 
did you not do it. When you get into the credentialing issue, which 
by no means we have walked through at this particular point, 
there are going to have to be standards in place by which we cre-
dential our first responders. And in some instances in the Fire 
Service, we have a baseline standard, NFPA 1600. In the medical 
community, it is extremely vexing with the standards and privi-
leging issues that are out there. 

So I don’t mean to use your time—but let me just say that the 
Secretary has made it perfectly clear to me that on the subject of 
doctrine and where we go next and implementation and 
credentialing, my number one priority is ensuring that we are get-
ting the centers of gravity from all of these different disciplines in 
a room and shutting a door and telling us how we need to figure 
it out. 

We are clearly—I was over with Governor Romney, who chairs 
the Homeland Security Advisory Council, just last week, saying, 
you tell us what work groups you want, who should populate those 
working groups, because the Secretary has made it as clear as a 
bell to me that we need to continue this collaboration, and we need 
to make sure that we are not doing anything wrongheaded here in 
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Washington, but we are listening to our first responders in terms 
of what they want us to do. 

So we are not going to—going to sit back and arbitrarily develop 
some standards apart from our partners out there, and the mecha-
nism is in place to do it. Is it done? No, sir, not at this particular 
part, but it is clearly part of our planning process for involving 
them in every step of the way. 

Mr. THOMPSON. Thank you. 
Mr. SHADEGG. Mrs. Christensen. 
Mrs. CHRISTENSEN. Thank you, Mr. Chairman. There we go. 

Thank you, Mr. Chairman. 
Mr. SHADEGG. Maybe if we get our own hearing room someday, 

we will be able to operate the buttons instead of having to go room 
to room like transients. 

Mrs. CHRISTENSEN. Thank you. 
I think this hearing has been very helpful and even in the inter-

action between the panelists. I did have some concern about how 
that collaboration that you, Mr. Jamieson, mentioned in your testi-
mony, the issue that—developed an issue in ICS. But the discus-
sion, I think, has gone to where it needs to be refined by bringing 
everyone together, and I think that is helpful as well as making 
sure that we incorporate health and all of its aspects more fully 
into the process. 

But I am still a bit concerned about the training and the local 
agencies being certified by the end of 2005. And I wanted to ask 
the chief, Chief Freeman, Mr. Lenkart and Dr. Barbera, because 
our understanding is that you are to use your current funding, 
homeland security or otherwise, to become certified, and I wanted 
to know if you felt that that was adequate funding, or does it come 
down as an unfunded mandate to you to prepare for that certifi-
cation? 

Chief Freeman. Well, thank you. Specifically for our department, 
we have been using the Incident Command System, and I believe 
we would probably measure up very quickly. So it is not quite the 
same issue for us. 

But—again, if I might just speak on behalf of the Fire Service 
at large in our country, much of which is volunteer, there is a wide 
variety of readiness levels within the Fire Service. The training 
component, which is really more than just a classroom, depends on 
the level an individual would participate at the ICS level. It re-
quires some hands on, it requires some practical and training expe-
rience, and I don’t believe that there is money across the board to 
do that. 

I know that training in general has been an issue, because fire-
fighters also have to go to training, rather than necessarily train-
ing in place, as has been pointed out for law enforcement as well. 
And there has been very limited funding for over time to cover the 
training costs, very little funding for personnel-related costs. There 
is certainly money for the class, things of that nature. But that is 
an issue that I think does need some more attention. 

Mr. LENKART. Congresswoman, my comments concur with Chief 
Freeman’s entirely. Law enforcement is far away, I think, from the 
certification, from completing a certification process, even more so 
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than the Fire Service, because we haven’t used these types of sys-
tems before. 

The Chief is absolutely correct when he says that even since Sep-
tember 11, we have made certain adjustments to how we respond 
and equip ourself, but we have a long ways to go with our equip-
ment, procedures. There have been heavy issues with overtime. 
There is overextended local economies that are putting extra bur-
dens on local governments. 

We have a long way to go before law enforcement will be ready 
even to talk about certification, and there is going to be—there is 
definitely a need for some money to be put up front, forward fund-
ing, to even get us to a position where you can start preparing for 
certification. 

Dr. BARBERA. I concur with those remarks. I would just like to 
spotlight one thing that Chief Freeman sort of brushed over. There 
are various levels of training, and the two we have talked most 
about is awareness and operational levels. 

In order to be operationally trained, you have to be trained on 
a system that you then have. And that is a big problem with much 
of the training that has gone on in the last 7 to 8 years under 
Lugar, Domenici and others. We trained people to do decontamina-
tion on systems that they don’t own. We don’t train them how to 
develop, implement and maintain that system. So it is actually a 
very expensive awareness training, not only operational training. 

I think make sure as we move forward with a national ICS that 
we have training that allows people responsible for systems to de-
velop and implement and maintain very usable, flexible manage-
ment systems. I think that then makes the training more realistic. 
It makes it much longer-lived. It is more likely to do, as Chief Free-
man said—to use it on a regular basis, because you understand the 
value of it. 

But unless we address that type of training also, we are going 
to be in a problem. And I will just point out, you know, as I do to 
my students, that DOD never trains its soldiers on guns they don’t 
have or tanks they are not going to be having shortly, and yet we 
don’t pay attention to that concept on the civilian side. So when-
ever we are looking at someone who says, I am going to do training 
for you, we need to have them define the systems they are going 
to train you to and figure out whether or not we already have that 
system, and if not, does the training help you plan, implement and 
maintain it. And those are some of the issues we would like to 
bring forward with our DHS colleagues and make sure are ad-
dressed. 

Mrs. CHRISTENSEN. Thank you. 
Mr. SHADEGG. I thank the gentlelady. 
I would concur with her remarks that the testimony has been 

very helpful and the interchange between panelists, I think, has 
been an education for them. I would like to thank all the witnesses 
for their testimony. 

The hearing record will remain open for 10 days. We may have 
additional questions for you as witnesses that are submitted in 
writing by Members who couldn’t be here today, and your coopera-
tion in responding to those would be greatly appreciated. 

[The information follows:]
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SUBMITTED FOR THE RECORD 

QUESTIONS FOR GIL JAMEISON, FROM THE HON. BENNIE G. THOMPSON 

1. For fiscal year 2005, you requested $7 million in new budget authority for de-
velopment and implementation of the NIMS. Your budget documents show that the 
funds will be used to ensure readiness of federal response teams and their integra-
tion into state and local training programs. Notably, the principal uses for these 
funds are directed towards federal response entities, rather than state and local gov-
ernments. 

• Isn’t it true that in most cases, that vast majority of response activi-
ties are undertaken by local and state governments, rather than the 
federal government? If so, why is the fiscal year 2005 program focused 
on providing NIMS training and education to federal agencies, rather 
than state and local agencies? 
• What is your anticipated fiscal year 2005 budget for state and local 
training and education on the NIMS system? How many state and local 
personnel will receive NIMS training in fiscal year 2005? 

2. The fiscal year 2005 House Appropriations Committee Report on Homeland Se-
curity appropriations directed you to review the benefits of establishing regional 
centers to assist in the deployment of NIMS training, education, and publications, 
and to provide a report on your findings no later than November 1, 2004. 

• What is the status of this report, and can you tell the Committee what 
geographic regions or institutions are under consideration for the es-
tablishment of such a training center? 
• Will the report be completed by the November 1, 2004, deadline, and 
once it is completed, will you provide a copy of this report to this Sub-
committee? 

3. Your September 8, 2004, letter to the Governors regarding NIMS implementa-
tion identified the minimum NIMS compliance requirements that states and local-
ities must adopt during fiscal year 2005, and also noted that full compliance with 
the NIMS is not required for States to receive fiscal year 2005 grant funds. How-
ever, during fiscal year 2005, DHS expects the states to: (1) incorporate NIMS into 
their emergency operations plans; (2) coordinate and provide technical assistance to 
local entities regarding NIMS; and (3) institutionalize the use of the Incident Com-
mand System. 

• Do you have a cost estimate for NIMS implementation at the state 
and local level? Won’t State and local governments need additional 
funding to train personnel on the NIMS, and funding to revise and pub-
lish new emergency operations plans that are consistent with NIMS? 
• Will DHS provide new or some additional grant funds to state and 
local governments to help them achieve these goals in fiscal year 2005, 
or is this an unfunded mandate? Do you expect the states to ‘‘leverage’’ 
general ODP grant funds for this purpose, and choose between imple-
menting NIMS and other, equally pressing needs like specialized equip-
ment, training, terrorism exercises, and enhanced security at critical 
infrastructure sites? 

4. In fiscal year 2006, grant applicants will be required to ‘‘certify’’ that they have 
met the fiscal year 2005 NIMS implementation requirements in order to receive fed-
eral preparedness grant funding. 

• When, how, and in what manner will the DHS measure and certify 
NIMS compliance? As noted, for fiscal years 2005 and 2006, DHS will 
allow ‘‘self certification,’’ but state and local governments are con-
cerned about when and how this process will change, and how it may 
impact future state and local funding. 

5. During the initial development of NIMS, DHS was severely criticized for not 
working closely with state and local governments, first responders, and first re-
sponder associations to develop a system that would be useful to and accepted by 
the entirety of the first responder community. I am concerned that DHS is following 
a similar path in the implementation and adoption phase of NIMS. 

• Does DHS intend to publish a NIMS implementation plan to be uti-
lized by state and local governments? If not, why not? 
• Will DHS convene state and local working groups, representing all 
first responder disciplines, in order to either: (a) ensure the successful 
implementation of NIMS by state and local governments; or (b) develop 
a NIMS implementation plan, as noted above? 
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6. With the implementation of NIMS, the Department has undertaken a nation-
wide effort to ‘‘re-train’’ and ‘‘re-certify’’ hundreds of thousands of emergency re-
sponse personnel. 

• How will DHS assure the compatibility of all grantee training and 
credentialing programs, including NIMS training, to assure we have an 
accurate and updated picture of our first responders’ training and 
readiness levels? 
• Does DHS intend to develop a national integrated management and 
tracking system for training, assessment, and readiness? Does DHS 
have any plans to track NIMS compliance and training, as well as other 
important training programs in a consolidated database, similar to the 
training databases used by our armed forces? If not, how will we meas-
ure progress in implementing NIMS? 

7. The Incident Command System and unified command existed long before any-
one ever contemplated creating the Department of Homeland Security, and these 
systems have always been ‘‘bottoms-up’’ organizational structures, focused on ad-
dressing the unique needs of an incident site by maintaining the flexibility to modify 
response strategies and facilitating the integration of state and federal resources, 
if required. 

• Is the NIMS so heavily focused on the top-down response structure—
i.e., command and control—that we might lose the ability and flexibility 
to effectively respond to disaster and emergencies? 
• In addition, because the NIMS is concentrated on increasing the pre-
paredness of response forces, particularly federal response forces, as is 
noted in the fiscal year 2005 budget request, aren’t we focusing on the 
preparedness of federal response organizations rather than building 
the preparedness of individual communities? 

QUESTIONS FOR DR. JOSEPH BARBERA, CHIEF P. MICHAEL FREEMAN, AND STEVE 
LENKART FROM THE HON. BENNIE G. THOMPSON 

8. Based on the DHS requirements for NIMS implementation in fiscal year 2005 
and beyond: 

• In your opinion, what does ‘‘NIMS implementation’’ mean? Does it 
mean that all state and local personnel should receive NIMS training? 
Or does it mean that all standard operating procedures must be revised 
and re-published to reflect the NIMS doctrine? 
• How many personnel could be trained on NIMS on an annual basis? 
• How do you anticipate that practitioners in the law enforcement, 
public health, or fire communities will be trained on the NIMS? Would 
you anticipate any major changes to the course content at police or fire 
academies, or do you believe that all NIMS training should be provided 
by the federal government? 
• Do you have any cost estimates for NIMS implementation at the state 
and local level? 

9. In fiscal year 2006, grant applicants will be required to ‘‘certify’’ that they have 
met the fiscal year 2005 NIMS implementation requirements in order to receive fed-
eral preparedness grant funding. 

• Have you or anyone in your professions been provided with any guid-
ance on how to ‘‘certify’’ that you are NIMS compliant? Are you aware 
of any DHS plans to involve state and local officials in the development 
of this certification process? 
• (for Dr. Barbera) What do you think ‘‘certification’’ means to the pub-
lic health and hospital community? Has the Department of Health and 
Human Services, which provides the vast majority of preparedness 
grants to these communities, provided any guidance on certification? 

10. The Incident Command System and unified command existed long before any-
one ever contemplated creating the Department of Homeland Security, and these 
systems have always been ‘‘bottoms-up’’ organizational structures, focused on ad-
dressing the unique needs of an incident site by maintaining the flexibility to modify 
response strategies and facilitating the integration of state and federal resources, 
if required. 

• Is the NIMS so heavily focused on the top-down response structure—
i.e., command and control—that we might lose the ability and flexibility 
to effectively respond to disaster and emergencies? 
• In addition, because the NIMS is concentrated on increasing the pre-
paredness of response forces, particularly federal response forces, as is 
noted in the fiscal year 2005 budget request, aren’t we focusing on the 
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preparedness of federal response organizations rather than building 
the preparedness of individual communities?

Mr. SHADEGG. With that, the committee stands adjourned. 
[Whereupon, at 12 p.m., the subcommittee was adjourned.]
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